MANUAL OPERACIONAL

1. Visao geral:

O credenciamento de validadores de acesso digital sera precedido de analise e
verificagdo de conformidade com os critérios estabelecidos em Portaria SGD/MGI
N© 11.230/2025 e Portaria Conjunta ITI/CC/PR SGD/SEDGG/ME N° 1, de 8 .de
setembro 2021. As diretrizes destas portarias tém em vista viabilizar ao cidadao
meios seguros de validacao de identidade biométrica ou biografica em processos
de identificagao digital utilizados na plataforma de servigos digitais gov.br

2. Objetivo:

Este documento tem como objetivo orientar o proponente em relagdo ao
preenchimento do formulario e documentagao comprobatéria dos requisitos de
credenciamento para validador de acesso digital.

3. Vedacodes:

Evedada a participacao no processo de credenciamento de pessoajuridica que se
encontre, ao tempo do requerimento de credenciamento, impossibilitada delicitar
e contratar com o Poder Publico ou que tenha sido declarada inidénea, pelo tempo
em que durar a respectiva sangao.

A vedacdo aplica-se a entidade de direito privado que tenha como sécio ou
administrador pessoa fisica ou juridica impossibilitada de licitar e contratar com o
Poder Publico ou declarada inidonea ou que tenha sido, ao tempo da aplicagdo da
sangdo, socio controlador ou administrador, bem como a sua controladora,
controlada ou coligada, quando constatado o intuito de burlar a efetividade da
sancao aplicada ou verificada a utilizacao fraudulenta da personalidade juridica.

4. Credenciamento do validador de acesso digital:

Orgdo ou entidade de direito publico:

O 6rgao ou entidade de direito publico devera:
a) realizarvalidacao biografica e documental, presencial ou remota, conferida por
agente publico; ou

b) realizar validacao biométrica conferida em base de dados governamental;

Pessoa juridica de direito privado:

a) comprovar o efetivo exercicio de atividades de atendimento ao publico, com



instalacdo, aparelhamento e pessoal qualificado;
b) realizar validacao biografica e documental de forma presencial; ou

c) realizar validacdo biométrica, de forma presencial ou remota, desde que
conferida em base de dados governamental;

d) ter sede administrativa localizada no territério nacional; e

e) comprovar a abrangéncia de atendimento de:

1. pelo menos 1 (um) estado de cada regiao geografica brasileira; e

2. prestacdo de servico para, no minimo, um por cento da populacdo
economicamente ativa das localidades onde o servigo é prestado.

5. Critérios para comprovacao para validagao biografica e documental do
cidadao:

Com o propésito de atestar atendimento aos critérios para validagao biografica e
documental do cidadao, é necessario apresentar documentacao relativa a
procedimentos utilizados para:

a) garantir a autenticidade do documento de identificacéo civil apresentado pelo
usuario;

b) verificar as informacdes junto ao 6rgdo emissor do documento de identificagcao
civil; e

c) verificar que a identidade pertence a pessoa que a esta reivindicando.

6. Critérios para comprovacgao de validagao biométrica do cidadao:

Com o propésito de atestar atendimento aos critérios do requisito de validacao
biométrica, é necessario apresentar documentacéo relativa aos:

a) procedimentos, principais funcionalidades e interfaces envolvidas no processo
de identificacdo biométrica;

b) dados biométricos coletados e os respectivos equipamentos utilizados para a
coleta; e

c) especificacoes técnicas dos sistemas préprios ou de fornecedores contratados
para coleta de dados.



7. Controles operacionais, instalacao e aparelhos

O validador de acesso digital credenciado € autorizado a fornecer meios de
validacdo de identidade para o cidadao. Deste modo, ainda que nao seja
reconhecido como um agente publico, acreditamos que € prudente ao validador
considerar os principios que devem orientar o atendimento ao usuario dos servigos
publicos da administragao publica, prescritos na Lei n°® 13.460/2017 (Cddigo de
Defesa do Usuario de Servigos Publicos).

a) _Atendimento ao publico

Para o registro da documentagao que ateste o efetivo atendimento ao publico
recomendamos ao proponente apresentar as suas formas de atendimento,
suasorientacdes e praticas emrelacao a conduta de atendimento que estdoem
uUso em sua organizacao.

Os atendimentos realizados de forma remota, por meio de solugdes
tecnolégicas, podem ter documentados as suas informacdes relativas ao
servigo, seu funcionamento, bem como se o servigo foi construido atendendo
aos padroes de usabilidade e acessibilidade.

b) Instalacéao fisica e aparelhamento

Sobre o atendimento a este critério o proponente pode documentar, por meio
de fotografias ou videos, os locais onde sdo realizados os procedimentos de
validacado da identidade. No caso de pontos de atendimento presenciais: os
acessos, as estacgdes de trabalho dos atendentes e os locais de espera do
cidadao.

E recomendéavel apresentar os controles de ativo imobilizado utilizados, que
devem ser adequados a realizacdo de suas atividades. Além disso,
recomendamos que os controles de ativos contenham inventarios patrimoniais
com pelo menos as seguintes informacdes: descricdo, marca, modelo e nota
fiscal do equipamento, se houver.

c) Pessoal qualificado

Para assegurar que os funcionarios entendam suas responsabilidades e sejam
adequados aos papéis para os quais sao considerados, é recomendavel a
realizacdo de processo de selecao para o recrutamento € a assinatura de termo
e condicdes de emprego.

E recomendavel realizar treinamentos constantes dos colaboradores sobre os
seguintes assuntos: i) conduta e procedimentos para atendimento ao publico;
ii) normas e procedimentos para validacao de identidade;



8. Seguranca da informacao e privacidade de dados no processo de
validacao

a) Privacidade dos dados

Os agentes de tratamento sdo osresponsaveis pelo tratamento dos dados pessoais
sujeitosasregrasda LGPD e afiscalizagdo da ANPD. O controlador € quem toma as
decisoes referentes ao tratamento de dados pessoais e o operador é aquele que
realiza o tratamento de dados pessoais em nome do controlador.

O validador de acesso digital credenciado é agente de tratamento de dados
pessoais. Deste modo, deve realizar a prestacao do servigo nos termos da Lei n®
13.709,de 14 de agostode 2018 Lei Geral de Protecédo de Dados Pessoais (LGPD),
considerando seus principios e requisitos.

b) Declaracdes de Praticas de Certificacao (DPC) e requisitos de segurancada
informacéo

O validador de acesso deve dispor em suas DPC e Politicas de Certificados (PC) a
conformidadeaos pardametros estabelecidos, os controles técnicos e operacionais
de seguranca envolvidos nos processos de validagcdo daidentidadedo cidadao e os
padrbes criptograficos empregados para as assinaturas eletrbnicas avancadas,
definidos na Portaria Conjunta ITI/CC/PR SGD/SEDGG/ME n° 1, de 8 de setembro
de 2021.

Acerca da Politica de Seguranca da Informacgao, ela deve ser elaborada sob a
coordenacao do Gestor de Seguranca da Informacéo do proponente, que deve
promover adivulgacdo delaatodosos funcionarios, aosusuarios eaos prestadores
de servico. E recomendédvel que a Politica esteja adequada a medidas que
objetivem a protecdo dos dados pessoais.

9. Julgamento e analise:

A Secretaria de Governo Digital analisara e julgara a documentacao apresentada
pelo proponente.

O proponente podera ser notificado, por meio eletrébnico, para, no prazo de 30
(trinta) dias corridos, complementar informagbes acerca dos documentos ja
apresentados.

Da decisao do Secretario de Governo Digital que indeferir o requerimento de
credenciamento ou que descredenciar o 6rgdo ou entidade cabera a interposigao



de recurso, no prazo de 10 (dez) dias corridos, contados da data da ciéncia da
decisdo, observado o disposto na Lei n©9.784, de 29 de janeiro de 1999.

10.Monitoramento:

O monitoramento e avaliacdo dos servigos prestados pelos validadores de acesso
digital serdo realizados pela Secretaria de Governo Digital, por meio, entre outras,
das seguintes atividades:

a) coleta sistematica de dados relacionados aos servicos prestados;

b) realizagao de visitas técnicas remotas ou in loco;

c) analise deindicadores de desempenho; e

d) analise de documentos e informacdes que poderdo ser solicitados, a qualquer

momento, aos validadores de acesso digital.

11.Indicadores de desempenho:
Indicadores de desempenho que serdo monitorados:

a) Indicadores de certificados avangados

Numero de certificados avangados emitidos por meio da solugéo disponibilizada e
certificados revogados.

b) Indicadores de assinatura avancadas

Numero de assinaturas avangadas realizadas por sistemas/servicos.

c) Formato e disponibilizacdo dos dados

Osdados podem ser disponibilizadosem D-1, em umavisédo pordia, mése ano, em
formato aberto, como CSV.

12.Encaminhamento da documentagao comprobatoria:

Encaminhar a Secretaria de Governo Digital, por meio do servico de Protocolo
Digital - Cidadao, os seguintes documentos:

a) Formuldrio SOLICITACAO DE CREDENCIAMENTO DE VALIDADOR DE
ACESSO DIGITAL, presente no Anexo | deste documento, devidamente
preenchido e assinado pelos representantes legais do proponente a
validador de acesso digital;



b)
c)
d)

Inscricado CNPJ (A);

Inscricdo estaduale municipal, relativas ao domicilio sede da candidata (B);
Certidoes negativas de débito junto a Fazenda Federal, Estadual e
Municipal, inclusive Seguridade Social e ao Fundo de Garantiado Tempo de
Servico (C)

- Certidao Negativa Fazenda Federal Emissao de Certidao Negativa

(fazenda.gov.br);

- Certidao Negativa Fazenda Estadual SINTEGRA
- Certiddo Negativa Fazenda Municipal

- Certiddo Negativa de débitos do FGTS Consulta Regularidade do
Empregador (caixa.gov.br)

Declaracao de que nao foi declarada inidonea nas esferas de Governo
Federal, Estadual e Municipal (D)

- Certidao Negativa de Inidéneo Sistema de consulta de Inabilitados
e Inidéneos TCU

NOTA: As empresas cadastradas no Sistema Unificado de Cadastramento de
Fornecedores — SICAF, registro cadastral oficial do Poder Executivo Federal,
poderdo, para fins de comprovacéo do disposto nos itens A, B, C e D, apresentar
seu extrato.

ANEXO | - Formulario de Solicitacao de Cadastro de Validador de Acesso

Digital

Dados do 6rgao ou empresa

Nome (razdo social):

CNPJ:

Endereco:

No: Complemento: Cep:
UF: Cidade: Bairro:

Responsavel pelo credenciamento

Nome do responsavel:

CPF do responsavel:

Telefone do responsavel:

E-maildo responsavel:

Identificagcao do gestor de seguranca da informacgao

Nome do gestor:

CPF do gestor:




Telefone do gestor:
E-mail do gestor:

Declaro que todos os dados informados neste documento sdo verdadeiros
e que a entidade apresentada para credenciamento para desenvolver as
atividades de Validador de Acesso Digital atende as exigéncias
estabelecidas na Portaria N®11.230/2025.

Local e Data:

NOME e CPF do responsavel legal da empresa



