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INFORMAGOES BASICAS

1.1.

Numero do processo:

DESCRIGAO DA NECESSIDADE

2.1.

2.2.

2.3.
2.4.

Necessidade de Sistema Automatizado de Identificagdo Biométrica (ABIS) para 277,6 milhdes de

pessoas.

Necessidade de Sistemas Clientes para Estagao de Trabalho Pericial, Estagdo de Cadastramento e

Dispositivos Méveis.

Necessidade de servigos para implantagao, capacitagdo e manutengao do sistema.

Motivacao e justificativas:

2.4.1. DFD de origem: 157/2025

2.4.2. O objeto da contratagao esta previsto no Plano de Contratagdes Anual 2026.

2.4.3. O objeto da contratagdo também esta alinhado com o Planejamento Estratégico da Policia
Federal 2024-2027, com o Planejamento Estratégico do Ministério da Justica e Segurancga
Publica 2024-2027 e em consonancia com o Plano Diretor de Tecnologia da Informacgéo e
Comunicagao (PDTIC) 2024-2027 da Policia Federal, conforme demonstrado abaixo:

Objetivos Estratégicos

Plano Tatico-Operacional Orientado a Resultados-Chave PTO-KR/DPA/PF-2024/2025
Objetivo Estratégico 4: Formar a policia do futuro, moderna e inovadora

KR Tatico-Operacionais 4.1.1.1: Ampliar para 250 milhdes a capacidade de armazenamento de
registros no sistema ABIS.

Planejamento Estratégico da Policia Federal 2024-2027 conforme RESOLUCAO CG/PF N° 007, DE 27
DE MAIO DE 2024 (art. 11, § 5°, inc. IV): Ampliagdo da base do ABIS - Solugdo Automatizada de
Identificagdo Biométrica

Planejamento Estratégico do Ministério da Justica e Seguranga Publica 2024-2027
Objetivo Estratégico 3: Fortalecer a prevengéo e o enfrentamento a criminalidade.

Cédigo do Plano Interno 1K: Implementar uma solugdo de abrangéncia nacional, com o fim de
estabelecer agbes para viabilizar a unificagdo e a padronizagado das informagodes relativas as
identificagOes civis e criminais dos 6rgaos de segurancga publica dos Estados, do Distrito Federal e da
Policia Federal, possibilitando maior eficiéncia na identificagao do cidadao, de modo a contribuir para
a segurancga de suas relagdes com o Governo e para o enriquecimento do corpo probatdério, bem como
para a redugao do indice de criminalidade.

ALINHAMENTO AO PDTIC 2024-2027
ID da . ID da Acao de -
Necessidade Necessidade de TIC TIc AcédodeTIC
Manutencao e modernizagao
N6 do parque tecnoldgico e da A80 Contratar infraestrutura para
infraestrutura de TIC expanséo da solugéo ABIS
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Manutencéao, aquisigao,

N7 evolugao e desenvolvimento A165 Expanséo da solug&o ABIS
de solugbes de TIC
Manutencao, aquisicao,
N7 evolugéo e desenvolvimento A177 Contratar estagdo movel offline
de solugbes de TIC de verificagdo biométrica

2.4.4. A contratagdo de um sistema ABIS (Sistema Automatizado de Identificagdo Biométrica) para a

2.4.5.

2.4.6.

2.4.7.

2.4.8.

2.4.9.

Policia Federal justifica-se pela necessidade de adequagéo da capacidade do sistema atual,
conforme exposto no DFD Digital 282/2024. A capacidade contratada de armazenamento e
individualizagdo do Sistema Biométrico administrado pela Policia Federal, conforme Pregéo
Eletrénico n°® 4/2020 - DTI/PF, foi de 50,2 milhdes de Registros de Pessoas no comparador da
solucéao e de 40 mil pesquisas biométricas diarias.

No entanto, a partir de acordos de cooperagao técnica, convénios e outras integragdes com as
Secretarias de Segurancga Publica, o MGl e outras instituicoes, a demanda de armazenamento
e o processamento biométrico no sistema ABIS aumentou. No momento, ja foram processadas
e armazenadas 14,8 milhdes de novas Pessoas no ABIS desde a implantagdo em novembro de
2022, totalizando 39 milhdes de pessoas no comparador do ABIS. O INI possui mais de 20
milhdes de novos registros biométricos aguardando inclusao, além das demandas internas de
processamento e armazenamento de biometrias de Passaportes, de Registro Nacional
Migratérios, de Carteiras de Seguranca Privada e de coletas criminais, ultrapassando a
capacidade contratada de 50,2 milhdes.

Considerando o compartilhamento de dados previsto nos acordos de cooperagdo com as
administragOes estaduais das 27 Unidades da Federagéo, a capacidade de armazenamento
necessaria para o sistema ABIS administrado pela Policia Federal sera de 277,6 milhdes de
pessoas para todo o contrato.

Conforme previsdo no Plano Estratégico da Policia Federal 2024-2027, Resolugdo CG/PF n©®
007, de 27 de maio de 2024, um dos objetivos estratégicos do eixo de pessoas e estrutura é a
ampliagédo da base do ABIS — Solugdo Automatizada de Identificagdo Biométrica (art. 11, § 5°,
inc. V), que trata de uma ferramenta de auxilio ao enfrentamento eficiente da criminalidade
(art. 11, § 19, inc. |) e da prestagao dos servigos a sociedade com transparéncia e exceléncia
(art. 11,819, inc. ).

Em alinhamento ao objetivo estratégico de consolidar a Policia Federal como instituigcdo
orientada pela estratégia e pela governanca (art. 11, § 19, inc. Ill), a implantagdo de um banco
biométrico nacional, capaz de absorver identificagdes provenientes de outras instituigoes,
configura necessidade imediata. A adequacgao do ABIS permitira a Policia Federal, com sua
atuacao nacional nas esferas judicidria e administrativa, assumir papel central na identificagao
inequivoca do cidadao, tanto para fins civis quanto criminais.

Como competéncia da Seguranga Publica, a identificagdo humana, tanto civil quanto criminal,
configura atividade essencial a manutengao da ordem publica e a promogéo da cidadania,
estando sob responsabilidade desse setor desde o inicio do século XX no Brasil. Trata-se de
atribuicdo exercida por servidores de carreira tipica de Estado, legalmente investidos e
especializados, que integram a estrutura da propria Seguranga Publica.

2.4.10. No ambito da identificagao civil, o Decreto n® 11.797, de 27 de novembro de 2023, que dispde

sobre o Servigo de Identificagao do Cidadéao e sobre a governanga da identificagao das pessoas
naturais no ambito da administragao publica federal direta, autarquica e fundacional e institui
a Camara-Executiva Federal de Identificagdo do Cidadao - Cefic, determina que compete a
Policia Federal subsidiar técnica e operacionalmente os processos de identificagéo inequivoca
da pessoa natural nos bancos de dados biométricos (art. 22, inc. lll), bem como disponibilizar
os subsidios procedimentais e técnicos necessarios para o acesso a sua base biométrica,
garantida a segurancga técnica e juridica das transagdes e fluxo de dados (art. 22, inc. IV) e
apoiar tecnicamente os processos de auditoria e fiscalizagdo dos sistemas biométricos
utilizados na expedigao da Carteira de Identidade (art. 22, inc. V).

2.4.11. Esse decreto também estabelece que o compartilhamento de dados pessoais entre érgéos e

entidades da administragdo publica no ambito do Servigo de ldentificagdo do Cidadao
observard a existéncia de finalidades legitimas, especificas e explicitas, além da
compatibilidade entre o tratamento do dado com as finalidades (art. 7°, incs. | e ll).
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2.4.12. Desse modo, a Policia Federal ja estd inserida de modo direto nas agdes para identificagdo do

cidadao, corroborando sua atribuicdo originaria de coordenar e interligar no pais, as
identificagOes civis e criminais (Lei n® 4.483/64).

2.4.13. Considerando que a identificagado inequivoca do cidadao requer a constituicdo de uma base

central biométrica, administrada e operacionalizada por profissionais da carreira tipica de
Estado legalmente responsaveis pela atividade de identificagdo humana, a Lei Geral de
Protegéo de Dados Pessoais (LGPD) dispde que, em nenhuma hipodtese, a totalidade dos dados
pessoais destinados a Seguranga Publica podera ser tratada por entes privados, salvo se
integralmente controlados pelo poder publico (art. 49, inc. lll, § 4°).

Nesse contexto, compete a Policia Federal, instituicdo com atuagao nacional, desenvolver e
adequar suas ferramentas as diretrizes de seu Plano Estratégico, aos projetos de governo e as
politicas publicas, assumindo protagonismo na governanga de um banco nacional biométrico.
Isso inclui a capacidade de absorver registros de identificagdo oriundos de outras instituigcdes
para fins de processamento, tratamento e individualizagédo, assegurando o cumprimento de
seu papel constitucional por meio de seus especialistas.

2.4.14. Sobre esse assunto, a Lei n® 13.444/2017, que dispde sobre a Identificagao Civil Nacional traz

que ato do Tribunal Superior Eleitoral dispora sobre a integragdo dos registros biométricos
pelas Policias Federal e Civil, com exclusividade, as suas bases de dados (art. 3°, § 2°).

2.4.15. A anédlise dos registros biométricos é atribuicdo dos Institutos Oficiais de Identificagéo,

institutos esses, que se inclui o Instituto Nacional de Identificagdo da Policia Federal,
instituicbes com autonomia técnica, cientifica e funcional garantida pela Lei n® 13.675/2018,
essa autonomia se refere a liberdade técnico-cientifica para a realizagédo e a conclusdo de
procedimentos e exames inerentes ao exercicio de suas competéncias, conforme Decreto n®
9.489/2018.

2.4.16. Sendo a identificagdo humana civil e criminal no ambito da administragao publica federal

direta, competéncia do Instituto Nacional de Identificagdo da Policia Federal, cabe a Policia
Federal adequar sua ferramenta para que seu servigo de identificagcdo possa desenvolver os
procedimentos e fluxos para o tratamento efetivo e eficaz dos dados sensiveis dos cidadaos
que forem demandados a Policia Federal, sejam eles com a finalidade civil ou criminal.

2.4.17. No ambito da identificagéo criminal, a Lei n® 13.964/2019, que aperfeigoou a legislagao penal

e processual penal autorizou a criagdo no &mbito do Ministério da Justica e Seguranga Publica
de um banco nacional multibiométrico e de impressodes digitais. E no ambito do Ministério da
Justica e Seguranga Publica, a Policia Federal jd possui um banco multibiométrico com
abrangéncia nacional.

Por essa Lei, esta autorizado compor esse banco os registros provenientes da identificagédo
criminal (§ 3°), da identificagdo prisional (§ 4°) e da identificagéo civil geridos por érgados dos
Poderes Executivo, Legislativo e Judiciario das esferas federal, estadual e distrital, inclusive
pelo Tribunal Superior Eleitoral e pelos Institutos de Identificagao Civil (8 5°).

E a integragao ou a interoperagdo dos dados de registros multibiométricos constantes de
outros bancos de dados com o Banco Nacional Multibiométrico e de Impressdes Digitais
ocorrera por meio de acordo ou convénio com a unidade gestora (§ 7°).

2.4.18. Atualmente, existem Acordos de Cooperagao Técnica entre a Policia Federal e os érgéos de

Segurancga Publica das Unidades Federativas, que preveem a integragao e a interoperabilidade
interinstitucional, tendo a Policia Federal um papelimportante como 6rgao central de absorgéo
dos registros de identificagdo e compartilhamento operacional do ABIS, o que tem tornado
mais efetiva a atuagao dos Institutos Oficiais de Identificagdo na prevengéo e repressao aos
crimes de falsidade ideoldgica e falsa identidade.

2.4.19. Desse modo, a atuagao da Policia Federal no ambito da identificagdo humana estd em uma

posigao privilegiada, em conformidade com as legislagdes e ao encontro das politicas publicas
sobre identificagao inequivoca do cidadao, justificando a presente intengdo de compra.

AREA REQUISITANTE

3.1. INI/DPA/PF

NECESSIDADES DE NEGOCIO

4.1. Atender aos requisitos funcionais de:
4.1.1. Pesquisas Biométricas

4.1.1.1. O Sistema devera realizar pesquisas biométricas conforme a tabela:

Impressao Digital Impressao Palmar Face
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Pessoa x Pessoa

(PER/PER) TP/TP - FF/FF
Pessoa x Caso TP/UL PP/UP FF/UF
Caso x Pessoa LT/TP LP/PP UF/FF
Caso x Caso LT/UL LP/UP UF/UF

4.1.1.2.

4.1.1.3.

4.1.1.4.

4.1.1.5.

4.1.1.6.

Pesquisa PER/PER: essa pesquisa corresponde ao conjunto de pesquisas TP/TP e FF/FF
realizadas no momento da insergéo de registro no ABIS. Nao seré realizada a pesquisa
PER/PER do tipo PP/PP na insergcao do registro, porém as impressoes palmares que
constarem dos prontudrios inseridos poderdo ser pesquisadas contra as latentes de
palma e deverdo também ser pesquisaveis por casos periciais.

Pesquisa sem Insercao (Search-only): O sistema devera possibilitar a realizagdo de
pesquisas biométricas na modalidade search-only, nas quais os dados biométricos
submetidos a consulta sejam utilizados exclusivamente para fins de comparagao, sem
a criagdo ou a persisténcia de registro biométrico no banco de dados do comparador
apods a conclusao da pesquisa. Os dados biométricos pesquisados nao deverdo ser
disponibilizados ao usuario ao término da operagéo, sendo mantido apenas o registro de
log para fins de auditoria, conforme as politicas de segurancga e rastreabilidade do
sistema ABIS. Essa funcionalidade devera estar disponivel para pesquisas utilizando
impressodes digitais, impressdes palmares e reconhecimento facial, de forma conjunta
ou isolada.

Pesquisa Fechada: o Sistema devera disponibilizar uma verificagado de identificador
externo na qual o novo registro ird ser confrontado com a passagem anterior existente da
pessoa no sistema. A pesquisa fechada sera realizada com utilizagdo de um
identificador externo ao sistema (RNM, RF, RPF, RPE ou CPF). Nos casos de NO HIT em
pesquisa fechada com identificadores externos, a Solugdo encaminhara o documento
para o Controle de Qualidade de Identificador Externo. Nos casos de HIT o fluxo do
sistema seguird normalmente com a unificagao das fichas de registro.

Pesquisa de Autenticagao: semelhante a pesquisa fechada, a pesquisa de autenticacao
serd realizada com um identificador externo e quatro opgoes diferentes de insergao
biométrica (1 dedo, 2 dedos, face, face e dedo).

Pesquisa Restrita: deverd ser possivel realizar pesquisas contra uma lista de Registros de
Pessoas ou de Casos.

4.1.2. Capacidade do Sistema
4.1.2.1. A nova Solucao ABIS devera permitir a operagao dos atuais 40 milhdes de Registros de

Pessoas da solugdo em operacao e de mais 237.6 milhdes de Registros de Pessoas,
totalizando 277.6 milhdes de Registros de Pessoas nos comparadores biométricos da
Solugéao, independentemente do nimero de Registro de Passagem de cada Pessoa.

4.1.2.2. Atualmente os 40 milhdes de Registros de Pessoas correspondem a 46 milhdes de

4.1.2.3.
4.1
4.1
4.1
4.1
4.1
4.1
4.1.2.4.
4.1
4.1
4.1
4.1

4.1
4.1

Registro de Passagem. Mantida a proporgéao, a quantidade total de Registro de Passagem
devera ser de aproximadamente 319.2 milhdes.
Cada Registro de Pessoa ou de Passagem podera ser composto por:

.2.3.1. até 10 impressoes digitais roladas;

.2.3.2. impressoes digitais pousadas (para controle de sequéncia ou comparagao);
.2.3.3. impressodes palmares (regioes interdigital, tenar e hipotenar) de ambas as maos;
.2.3.4. até 3 fotografias de face (fotografias frontal, lateral ou de perfil);

.2.3.5. até 3 fotografias de SMT (scars, marks, tattoos); e

.2.3.6. dados identificativos.

O Sistema, no minimo, devera permitir:

.2.4.1. comparagéao e o armazenamento de 319.2 milhdes de decadactilares;
.2.4.2. comparagao e o armazenamento de 50 mil palmas de ambas as méos;
.2.4.3. comparagao e o armazenamento de 319.2 milhdes de fotografias de face frontal;
.2.4.4. comparagao e o armazenamento de 1.6 milhdo de casos periciais de impressao

digital;

.2.4.5. comparagao e o armazenamento de 40 mil casos periciais de impressao palmar;
.2.4.6. comparagao e armazenamento de 1 milhao de casos periciais de face.

4.1.3. Processamento de Transagoes

4.1.3.1.
4.1.3.2.

Pesquisas de autenticacao (dedo, 2 dedos, face, face e dedo): 400 mil por dia;
Pesquisas PER/PER: 126 mil por dia;
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4.1.3.3. Pesquisas TP/UL: 5000 por dia;

4.1.3.4. Pesquisas LT/TP: 350 por dia;

4.1.3.5. Pesquisas LT/UL: 350 por dia;

4.1.3.6. Pesquisas LP/PP: 50 por dia;

4.1.3.7. Pesquisas PP/ULP: 50 por dia;

4.1.3.8. Pesquisas ULP/ULP: 50 por dia;

4.1.3.9. Pesquisas UFACE/FACE: 3000 por dia;

4.1.3.10. Pesquisas FACE/UFACE: 3000 por dia;

4.1.3.11. Pesquisas UFACE/UFACE: 3000 por dia;

4.1.4. Tempos de resposta:

4.1.4.1. Pesquisas de autenticagao (dedo, 2 dedos, face, face e dedo): 1.5 segundos;

4.1.4.2. Pesquisas PESSOA/PESSOA (TP/TP e FACE/FACE): 30 segundos;

4.1.4.3. Pesquisas TP/UL: 3 minutos;

4.1.4.4. Pesquisas LT/TP: 30 minutos;

4.1.4.5. Pesquisas LT/UL: 3 minutos;

4.1.4.6. Pesquisas LP/PP: 30 minutos;

4.1.4.7. Pesquisas PP/ULP: 30 minutos;

4.1.4.8. Pesquisas ULP/ULP: 30 minutos;

4.1.4.9. Pesquisas UFACE/FACE: 3 minutos;

4.1.4.10. Pesquisas FACE/UFACE: 3 minutos;

4.1.4.11. Pesquisas UFACE/UFACE: 3 minutos;

4.1.5. Acurécia do sistema:

4.1.5.1. A empresa devera ter participado de testes OnGoing conduzidos pelo NIST (National
Institute Of Standards and Technology), especificamente nos programas ELFT
(Evaluation Of Latent Friction Ridge Technology) e FRTE (Face Recognition Technology
Evaluation), conforme aplicavel as modalidades de biometria digital e facial,
respectivamente e cumulativamente.

4.1.5.2. A empresa terd que declarar que a solugdo proposta se relaciona aos softwares
submetidos aos testes ELFT e FRTE.

4.1.5.3. Critério para impressdes digitais latentes

4.1.5.3.1. Para avaliagdo do desempenho em comparacao de impressoes digitais latentes,

serd utilizado como referéncia o parametro rank-1 hit rate, no conjunto “FBI-
Provided Solved Dataset #1”, para “probes with EFS data” (285 latentes) e “Proble
Content” igual a “Image + EFS”, num banco de 1.600.000 impressoes
(N=1.600.000), constante na edicdo mais recente do teste ELFT vigente até a
elaboragao deste documento.

4.1.5.3.2. Sera considerado como valor minimo de qualificagdo o resultado de 93,7%. A

medigdo de desempenho serd baseada no resultado do teste mais recente do
ELFT disponivel até a elaboragao deste documento.

4.1.5.4. Critério para reconhecimento facial
4.1.5.4.1. Para afericdo de desempenho dos algoritmos de reconhecimento facial, sera

considerado o cenario Rank-1 (investigation), VISA-BORDER, com um banco de
dados de 1.600.000 faces (N = 1.600.000), com 1.212.892 imagens de 577.444
pessoas unicas.

4.1.5.4.2. Sera considerado como critério minimo de qualificagédo o valor de acuracia de

99,76%. A medicao de desempenho sera baseada no resultado do teste mais
recente do FRTE disponivel até a elaboragao deste documento.

4.1.6. Funcionalidades do Sistema:

4.1.6.1. Servigo de Consulta de Dados Identificativos: A consulta ao banco de dados devera ser
realizada por meio de um ou varios filtros, cada filtro correspondendo a um campo
identificativo. O motor de busca de dados identificativos deverda contemplar a
funcionalidade fonética, filtros por intervalos para os campos de data, aderéncia a
caracteres curinga e tempo de resposta inferior a 10 segundos.

4.1.6.2. Controle de Qualidade Biométrico: o sistema devera disponibilizar servigo de controle
de qualidade manual de acordo com os limiares de qualidade parametrizados em
ferramentas de administragdo com controle de qualidade e de quantidade das minucias,
controle e corregédo da sequéncia dos dedos (quanto disponiveis as impressdes digitais
pousadas), detecgao de arrastamento de dedos e de sobreposigao do efeito “cortina” e
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possibilidade de rejei¢cao do registro pelo usuario com caixa de texto para justificativa da
rejeigao.

4.1.6.3. Controle de Qualidade de Identificador Externo: o sistema devera disponibilizar um
controle de qualidade para o identificador nos casos de NO HIT em pesquisas fechadas
(1:1), ou seja, quando a biometria de entrada divergir da biometria armazenada vinculada
ao mesmo identificador. A Solugdo encaminhara o registro para analise manual e o
usurdrio avaliard a origem da inconsisténcia e a necessidade de retificagdo ou
desvinculagao do identificador externo em um dos registros.

4.1.6.4. Insercao de Registro: o procedimento geral de insergcao de Registros de Pessoa na base
de dados permanente do ABIS devera, no minimo, realizar codificagdo e controle de
qualidade, se necessario, Pesquisa Fechada (se houver identificador externo), pesquisa
PER/PER, decisdo automatica de HIT ou NO HIT (lights-out) ou, ainda, por verificagado
manual nos casos necessarios e criagdo de uma nova Pessoa no caso de uma decisao
NO HIT;

4.1.6.5. ACE-V: todos os resultados de pesquisa com deciséo realizada por operador deverao ser
verificados, de acordo com a metodologia ACE-V. Desta forma, um confronto realizado
porum usudrio podera ser apresentado para um segundo usudrio da mesma agéncia que
realizara nova deciséo. Caso os dois usuarios tenham avaliagdes diferentes sobre o
confronto, o sistema deve disponibilizar o confronto para um terceiro usuario, que
tomara a decisao final.

4.1.6.6. Processamento automatizado de minucias: deve ser possivel plotar automaticamente
as minlcias sobre a imagem processada, utilizando o padrdo de cores GYRO para
facilitar a identificagao visual e a analise detalhada dos pontos caracteristicos.

4.1.6.7. Documentacéo detalhada do processo de analise: o sistema deve dispor de campos
especificos para registrar informagbes complementares, como tipo de padréao,
substrato, técnica de processamento e método de preservagao. Esses dados precisam
ser organizados para permitir o processamento futuro, consultas e geragéo de relatérios
de maneira eficiente e estruturada.

4.1.6.8. Lights-out: decisoes de HIT ou NO HIT automaticas deverao ser tomadas de acordo com
o placar, baseado no limiar de HIT e no limiar de NO HIT parametrizados em ferramenta
de administragdo. Em caso de pesquisa PESSOA x PESSOA, serdo levados em
consideragao os identificativos.

4.1.6.9. Matching Any Finger: devera ser realizada a pesquisa biométrica de todos os dedos, de
modo que um dedo possa ser localizado independentemente de sua posigao.

4.1.6.10. Aquisicao de Faces: o sistema deverd permitir a aquisicdo de imagens faciais a partir de
diversas fontes, entre elas, a captura de faces visiveis em frames de videos e em imagens
estaticas nos mais diversos formatos, além de apresentar a funcionalidade de
processamento automatico nas etapas de captura de imagens de faces contidas em
frames de videos ou em imagens estaticas;

4.1.6.11. Os dados biométricos de individuos com idade inferior a 7 anos completos deverao ser
armazenados, processados e comparados exclusivamente dentro de um bloco légico
dedicado a essa faixa etaria. Da mesma forma, os dados biométricos de individuos com
idade igual ou superior a 7 anos deverdo ser tratados em bloco préprio, com
comparagoes restritas ao universo correspondente. Nao devera haver intercambio direto
de dados biométricos entre os blocos etarios. As comparagdes biométricas deverdo
ocorrer exclusivamente dentro do respectivo bloco, de modo a evitar correlagdes
indevidas. A separagéao logica entre os blocos visa mitigar os riscos decorrentes da
instabilidade morfoldgica caracteristica da infancia, prevenindo falsos positivos,
duplicidades e inconsisténcias que possam comprometer a acuracia do sistema.
Pessoas inseridas sem o dado identificativo referente a idade deverao integrar o bloco de
pessoas com idade superior a 7 anos.

4.1.7. Funcionalidades de Administragao:

4.1.7.1. A Solugao devera disponibilizar funcionalidade e interface especializada para
administragao de rotinas e gestao do fluxo de trabalho.

4.1.7.2. O Sistema devera contemplar funcionalidade e interface que permitam criagéo, edigcao
e exclusdo de contas de usuérios, como também interface para controlar, monitorar e
bloquear o acesso de usuarios ao sistema.

4.1.7.3. O Sistema devera contemplar funcionalidade e interface que permitam gerir as
atribuicOes e perfis dos usudrios. Atribuicoes sdo agdes que a administragado do sistema
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podera habilitar ou desabilitar para os usuarios. Perfis sdo conjuntos de atribuigdes
definidos pela administragao do sistema.

4.1.7.4. ASolugao devera contemplar funcionalidade e interface que permitam ao Administrador
gerenciar os parametros que determinam quando o controle de qualidade manual é
necessario tanto para as impressboes digitais, impressdes palmares e faces
considerando: dedos com problema de sequéncia em seu posicionamento, nimero de
dedos com uma pontuagdo minima de qualidade insuficiente, nimero de dedos comum
numero minimo de minucias insuficiente, numero de dedos nao classificados, palmas
com problemas de sequéncia, palmas com uma pontuagdo minima de qualidade
insuficiente, palmas com um numero minimo de minucias insuficiente, faces com
qualidade insuficiente.

4.1.7.5. O Sistema devera contemplar funcionalidade e interface que permitam ao Administrador
gerenciar, para pesquisas de pessoa e de casos, os parametros de: placar maximo de NO
HIT, placar minimo de HIT, aviso de verificagdo de NO HIT com placar alto e aviso de
verificagao de HIT com placar baixo.

4.1.7.6. Para cada procedimento de insergdo no Sistema ABIS, a Solugédo devera permitir a
definicdo da agéncia que devera executar as operagdes manuais (controle de qualidade
e verificagéo), em fungao da origem da insergao no Sistema ABIS.

4.1.7.7. O Sistema devera contemplar funcionalidade e interface que permitam ao Administrador
avaliar a Solugédo por meio de ferramentas de monitoramento que rednam e exibam
automaticamente o status dos servigos do Sistema, contendo minimamente o devido
funcionamento da comunicagao entre servidores e sistemas clientes, do banco de
dados, dos comparadores biométricos e das interfaces de APls.

4.1.7.8. O Sistema devera contemplar funcionalidade e interface que permitam ao Administrador
que pare, inicie ou reinicie servicos de forma segura e simplificada, incluindo
funcionalidade que permita ao Administrador o tratamento de servigos em estado de
erro de forma segura e simplificada.

4.1.8. Réplica do banco de dados:

4.1.8.1. A Solugéao devera disponibilizar réplica do banco de dados de produgéo para realizagéo
de pesquisas e geragdo de relatdrios pela CONTRATANTE. O banco réplica sera utilizado
para a elaboragéo de relatérios pela CONTRATANTE através de acesso direto por SGBD
utilizado pela CONTRATANTE e devera ser acessivel e compativel com as ferramentas de
Business Inteligence utilizadas pela CONTRATANTE.

4.1.8.2. O banco de dados réplica deve ser uma copia atualizada do banco de dados de
produgéo, com excegdo dos campos que possuem dados biométricos. Nos campos do
banco de dados de produgédo que contém imagens de biometrias, estas deverao ser
substituidas pelos seus respectivos HASH no banco réplica.

4.1.8.3. Areplicagao deve ser realizada de forma assincrona e com frequéncia minima de um dia
para evitarimpacto no desempenho do banco de dados de produgéo. O banco de dados
réplica devera ter uma disponibilidade igual ou superior ao banco de produgéo e devera
possuir mecanismos de backup e recuperagéo para garantir a disponibilidade dos dados
em caso de falha.

4.2. Fornecer os Sistemas Clientes:
4.2.1. Os Sistemas Clientes ABIS sdo softwares que utilizam os servigos disponibilizados pelo
Sistema ABIS Central e seréo:
4.2.1.1. Software para Estagao de Trabalho Pericial;
4.2.1.2. Software para Estagdo Cadastramento;
4.2.1.3. Aplicativo para Dispositivos Méveis de Identificagdo ou Autenticagao Biométrica.

4.2.2. As licengas deverao ser de uso permanente, na modalidade flutuante. Licengas dos Softwares
clientes devem estar sem restricdes artificiais que dificultem seu uso, re-instalagcdo ou
migragao. Portanto, ndo devem utilizar:

4.2.2.1. Dispositivos fisicos de protegdo como dongles, hardlocks, tokens USB, etc.;
4.2.2.2. Vinculagao ao hardware via serial number, MAC address ou ID de equipamento.

4.2.3. Todo o licenciamento necessario para funcionamento completo dos Sistemas Clientes deve
estar incluido na proposta, incluindo eventuais componentes de terceiros.

4.2.4. Os Softwares para Estagao de Trabalho Pericial e para Estagcdo de Cadastramento deverao ser
compativeis com Windows 10 e superiores. Os computadores em que serdo utilizados os
sistemas clientes ndo serdao de uso exclusivo dessas aplicagoes.
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4.2.5. Devera ser possivel utilizar os Softwares para Estagdo de Trabalho Pericial e para Estagéo de
Cadastramento no mesmo computador, sem incompatibilidades entre si.

4.2.6. O Aplicativo para Dispositivos Méveis de Identificagdo ou Autenticagdo Biométrica devera ser
compativel com sistemas Android (versao a ser definida).

4.2.7. Os sistemas clientes deverdo permitir login por meio do Active Directory (AD) da Policia Federal,
por meio de senha alfanumérica para usudrios fora do AD e por meio da identificagao
biométrica do operador. O login por meio da identificagdo biométrica poderd ser desativado por
decisao da Administragao do Sistema.

4.2.8. Software para Estagao de Trabalho Pericial

4.2.8.1. O software para Estagdo de Trabalho Pericial deverd operacionalizar os requisitos
funcionais definidos no Iltem 4.1.

4.2.8.2. Funcionar de maneira assincrona, ou seja, ter a capacidade de trabalhar off-line e
sincronizar os dados coletados assim que houver conexao de rede. A base temporaria, a
ser sincronizada, dimensionada de acordo com a demanda, ndo devera ter capacidade
inferior a 1.000 cadastros.

4.2.9. Software para Estagao de Cadastramento

4.2.9.1. Software especifico para coleta presencial de dados identificativos e biométricos, em
estagoes de identificagao no formato “kit portatil de identificagao biométrica”, devendo
ainda atender, minimamente, aos seguintes requisitos de software:

4.2.9.2. contemplar funcionalidade que permita inserir no ABIS uma Pessoa por captura das
impressdes digitais “in vivo”, com ou sem impressdes palmares, monitoradas por
controle de qualidade local, captura de fotografias de face, envio do registro ao Sistema
ABIS, recepcao da mensagem pelo Sistema ABIS, confirmagéo da recepgao do registro
cadastrado no ABIS e resultado de identificagao de HIT ou NO HIT. Nesta modalidade de
aquisigéo, caso uma operagao manual (controle de qualidade, verificagdo TP/TP) seja
necessaria, a agéncia que ird executa-la sera definida em fungéo da agéncia em que esta
cadastrada a Estagdo de Cadastramento;

4.2.9.3. contemplar recurso que permita realizar a autenticagcdo de uma Pessoa de maneira
rapida;

4.2.9.4. funcionar de maneira assincrona, ou seja, a funcionalidade devera ter a capacidade de
trabalhar offline e sincronizar os dados coletados assim que houver conexao com o
Sistema ABIS Central. A base temporaria devera ter capacidade superior a 1.000
cadastros;

4.2.9.5. possibilitar a exportagado da base local de aquisigdes para midia externa (unidade de
armazenamento conectada a porta USB da estagao);

4.2.9.6. disponibilizar funcionalidades para o controle de qualidade da coleta e disponibilizar
recursos que evitem fraudes com simulacros que se assemelhem a impressao digital;

4.2.9.7. permitir a visualizacdo da imagem da impressao digital sendo capturada, em tempo real,
na interface do usuario e possibilitar a visualizagdo da impressao digital apds a coleta;

4.2.10. Aplicativo para Dispositivos Mdveis de Identificagdo ou Autenticagao Biométrica.

4.2.10.1. O Aplicativo para Dispositivos Méveis de Identificagdo ou Autenticagdo devera ser
capaz de realizar cadastramento, identificagdo e autenticagao, online e offline. Os
procedimentos poderao ser realizados capturando de uma a dez impressoes digitais,
fotografias de face ou as duas biometrias via Dispositivo, a critério do operador.
4.2.10.2. O Aplicativo devera ser capaz de realizar a coleta das fotografias de face através da
camera fotografica do Dispositivo ou importar imagem pré-existente na galeria do
Dispositivo.
4.2.10.3. O Aplicativo devera ser capaz de realizar a coleta de impressdes digitais através de leitor
biométrico conectado ao aparelho, através de camera fotografica do Dispositivo
(funcionalidade “contactless”) ou importar imagem pré-existente na galeria do
Dispositivo.
4.2.10.4. O Aplicativo para Dispositivos Moéveis de Identificagdo ou Autenticagdo Biométrica
devera contemplar as seguintes caracteristicas para Pesquisa Online:
4.2.10.4.1. funcionalidades para realizar pesquisa na base de dados central do ABIS com
tempo de resposta inferior a 3 minutos para pesquisa, desconsiderando-se
fatores externos como a disponibilidade da rede.
4.2.10.4.2. funcionalidades para realizar a autenticagéo e a identificagao on-line, em que os
Dispositivos se comuniquem diretamente com o Sistema ABIS Central;
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4.2.10.4.3. funcionalidades para realizar o cadastramento de uma Pessoa online, mesmo
que a internet ndo esteja disponivel no momento da coleta. O registro devera ser
encaminhado para o Sistema Central do ABIS quando houver disponibilidade de
internet.
4.2.10.4.4. a autenticagao online utilizara os dados identificativos na base de dados central
do ABIS como mecanismo de selegao de registro.
4.2.10.5. O Aplicativo para Dispositivos Moéveis de Identificagdo ou Autenticagdo Biométrica
devera contemplar as seguintes caracteristicas para a Pesquisa Offline:
4.2.10.5.1. funcionalidade para realizar pesquisa em uma base de dados local carregada no
Dispositivo. A capacidade da lista local ndo devera ser inferior a 200 mil registros.
O tempo de resposta nao podera ser superior a 10 segundos para pesquisa na
base de dados local;
4.2.10.5.2. funcionalidades para realizar a autenticagao e a identificagao offline, em que os
Dispositivos utilizardo a Lista de Interesse local carregada no aparelho;
4.2.10.5.3. a autenticagao offline utilizara os dados identificativos na base local com
mecanismo de selegao de registro.
4.2.10.5.4. funcionalidades para realizar o cadastramento de uma Pessoa offline. O
cadastramento offline devera permitir salvar o registro em ZIP de imagens e dados
identificativos, PDF, NIST ou JSON para incluséo posterior pelo operador.
4.2.10.6. O Aplicativo para Dispositivos Méveis de Identificagdo ou Autenticagao devera possuir
funcionalidade de gerenciamento e administragdo, conforme acesso definido pela
Administragédo do Sistema.
4.2.10.7. O Aplicativo deve registrar o histérico de autenticagoes, verificagoes e cadastramentos
realizados, a quantidade de pesquisas realizadas, de cadastramentos e de hits, bem
como de erros ocorridos. Devera ser possivel exportar relatério com essas informagoes.
4.2.10.8. Os dados identificativos e biométricos do histérico de autenticagdes, verificagoes e
cadastramento poderao ser exportadas a qualquer momento, em formatos PDF, NIST ou
JSON, a critério do operador. Em caso de HIT, devera ser possivel exportar as informagoes
do registro coletado e do registro de referéncia.
4.2.10.9. O Aplicativo deve exibir uma confirmagao do envio ou de falha do cadastramento ao
Sistema Central do ABIS no momento do cadastramento e no histérico.
4.3. Unidades de Servigo Técnico (UST)

4.3.1. Devera ser prevista a disponibilizagdo de Unidades de Servigo Técnico (UST), mensuradas em
horas técnicas, destinadas ao atendimento de demandas de desenvolvimento, customizagéao
posterior, integragcdo com sistemas parceiros ou outras alteragdes de escopo que venham a
surgir ao longo da vigéncia contratual, apds o inicio do Servigo de Comparagédo Biométrica, com
a finalidade de assegurar a adequada adaptagdo da solugcdo ABIS as necessidades
institucionais da Policia Federal. Tais servigos ndo se confundem com as atividades inerentes
a implantagao, configuragédo, customizagéao inicial ou manutencao da solugédo, as quais
permanecem integralmente contempladas no escopo principal da contratacéo.

4.3.2. Estima-se a necessidade de até 35.700 (trinta e cinco mil e setecentas) horas técnicas, a serem
executadas por profissionais especializados na solugéo fornecida, acionadas sob demanda da
Policia Federal mediante emissao de Ordens de Servigo especificas, com definigao prévia de
escopo, entregaveis, prazos e quantitativos de horas. O pagamento sera realizado
exclusivamente com base nas horas efetivamente executadas e devidamente aceitas pela
Administragéo, apds validagao das entregas correspondentes.

4.4. Previsao de insergoes biométricas

4.4.1. A demanda de biometrias pendentes de comparagao biométrica da Policia Federal em junho
de 2025 é composta por biometrias fornecidas mediante Acordos de Cooperagao com as
Unidades Federativas (20 milhdes), dados biométricos de DENATRAM (36 milhdes) e dados
biométricos da CIN (29 milhoes), totalizando 85 milhdes.

4.4.2. A previsao parainclusdo de registros biométricos represados e a inclusdo dos dados rotineiros
no sistema ABIS segue a tabela abaixo:

Inici
nicio do Ano1|Ano2 | Ano3 | Ano4 | Ano5 | Ano6 | Ano7 | Ano8 | Ano9 |Ano 10
Contrato
Incremento
40,00 0,00 | 40,00 | 40,00 | 23,00 | 23,00 | 23,00 | 23,00 | 23,00 | 23,00 | 19,60
de Pessoas
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Incremento |0 00 | 0,00 | 46,00 | 46,00 | 26,45 | 26,45 | 26,45 | 26,45 | 26,45 | 26,45 | 22,54
de Registros
Acumulado
40,00 40,00 | 80,00 | 120,00 |143,00|166,00|189,00(212,00|235,00| 258,00 | 277,60
de Pessoas
Acumulado
R 46,00 46,00 | 92,00 | 138,00 |164,45|190,90|217,35|243,80|270,25| 296,70 | 319,24
de Registros

5.

NECESSIDADE TECNOLOGICA

5.1. Os equipamentos como servidores e storage deverao ser fornecidos pela empresa contratada, para
garantir o funcionamento da solugéao.

5.2. A quantidade de equipamentos é fortemente dependente do software da empresa contratada, uma
vez que cada empresa apresenta tempos de resposta, consumo de memaéria RAM e armazenamento
em base de dados diferentes, de acordo com relatérios NIST do teste ELFT.

5.3. O sistema central deverd possuir conjunto de APIs conforme Anexo VI. A contratada devera
disponibilizar as APIs e sua documentagao.

5.4. Serao necessarios os servigos de instalagao, configuragao, customizagéo, migragéo, deduplicagao,
capacitagao, manutencgéo e garantia.

5.5. Servigos Técnicos Especializados para a Implantagao da Solugao ABIS.

5.6. Servigos para Implantagéao da Solugao ABIS com a atuacao de equipes técnicas da contratante e da
contratada.

5.7. O sistema ABIS Central e os sistemas clientes deverdo ser disponibilizados em arquitetura web,
acessiveis por navegador compativel, sem necessidade de instalagéo de software local nas estagdes
de trabalho.

5.8. Os sistemas Clientes para estagdo de cadastramento e estagao pericial deverao ser webservice.

5.9. A contratada sera responsavel pelo pleno funcionamento de todos os componentes do sistema tanto
no ambiente central quanto nas estagdes clientes, garantindo o desempenho e a estabilidade da
solugao durante as etapas de instalagao, configuragéo, customizagao e migragéao.

5.10. A solugcdo deverad ser implantada integralmente pela contratada, incluindo integragdo com
dispositivos biométricos existentes e compatibilidade com navegadores e sistemas operacionais
utilizados pela Policia Federal.

5.11. Adogao de um canal seguro, preferencialmente com criptografia de mercado, para a comunicagéao
de dados entre os sistemas ABIS Central e clientes ABIS,

5.12. Provimento de recurso de backup e contingéncia para continuidade do negdcio, dentro das politicas
da DTI/PF.

5.13. Transferéncia de conhecimento para a PF, a fim de possibilitar a migragado dos dados para uma base
de padrao aberto possivel de ser reconhecida por outros softwares e para minimizar eventual
dependéncia tecnoldgica, além de viabilizar a migragdo dos dados para bases externas a solugao
para, por exemplo, inteligéncia analitica ou de negécio.

DEMAIS REQUISITOS NECESSARIOS E SUFICIENTES A ESCOLHA DA SOLUGAO DE TIC

6.1. Requisitos de Negécios

6.1.1. A presente contratagdo orienta-se pelos seguintes requisitos de negoécio:
6.1.1.1. Atualizar e adequar a capacidade de processamento, operagao e armazenamento das
identificagdes biométricas da Policia Federal.
6.1.1.2. Garantir a ndo-interrupgao dos servigos de identificagdo humana da Policia Federal.
6.2. Requisitos de Capacitagcao
6.2.1. A CONTRATADA devera observar o escopo das exigéncias técnicas demandadas e, devera
oferecer curso de capacitagdo em niveis operacional e técnico, contemplando visédo geral da
Solugéo.
6.2.2. Aspectos Administrativos
6.2.2.1. Durante a fase de elaboracéao do Projeto Executivo a CONTRATADA e a CONTRATANTE
desenvolverdo, em conjunto, o Plano de Capacitagédo e Treinamento da solugéo a ser
implantada, que atenderd, no minimo, as especificagdes dos Anexos | e Il.
6.2.2.2. A CONTRATADA, previamente a realizagdo de cada capacitagdo devera elaborar e
submeter para apreciagéo, anélise e aprovagdo da CONTRATANTE o Plano de Agédo
Educacional, conforme Anexo Ill.
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6.2.2.3.

6.2.2.4.

O inicio da prestagéo do servigo de capacitagao se dara apds a aprovagéo dos Planos de
Acéo Educacional por parte da CONTRATANTE.

Cada turma sera solicitada pela CONTRATANTE por meio de ordem de servico - 0S —, a
ser encaminhada a CONTRATADA por meio de oficio ou documento equivalente, com
antecedéncia minima de 15 (quinze) dias da data prevista de inicio da realizagdo da
capacitagao.

6.2.3. Aspectos Operacionais

6.2.3.1.

6.2.3.2.

6.2.3.3.

6.2.3.4.

Os encontros de capacitagao deverao ocorrer nas dependéncias da CONTRATANTE,
presencialmente no horario comercial (08h00 as 18h00).

Os encontros de capacitagao serdo gravados pela CONTRATANTE. Todo material gravado
sera de propriedade da Policia Federal e serd de uso exclusivo dentro da propria
instituicdo, de conhecimento integral dos servidores e prestadores de servico
envolvidos, sendo vedada qualquer possibilidade de transmissao, reproducédo ou
divulgagao fora deste Orgéo e a terceiros estranhos & execugao do objeto contratual.
Toda e qualquer transmissao, reprodugao ou divulgagao a terceiros alheios ao contrato
devem ter a autorizagao expressa da empresa contratada.

A CONTRATANTE disponibilizara estrutura com as seguintes caracteristicas:

6.2.3.4.1. Sala compativel com a quantidade de treinandos;
6.2.3.4.2. Computadores com acesso ao ambiente de treinamento;
6.2.3.4.3. Projetor e Data Show;

6.2.3.4.4. Estrutura de gravacgao da capacitagéo;

6.2.3.5.

6.2.3.6.

6.2.3.7.

As aulas de todas as turmas da capacitagao deverdo ser ministradas em Portugués do
Brasil, por técnicos especializados na operagdo e administragdo da solugdo a ser
implantada, de modo a facilitar o entendimento do conteudo apresentado, utilizando-se
de linguagem técnica e clara.

Caso o regente da aula nao seja fluente em Portugués do Brasil, a CONTRATADA devera
providenciar tradutor fluente no idioma;

A qualquer tempo, o Fiscal do Contrato podera solicitar comprovagao de qualificagado
técnica de qualquer profissional que esteja atuando no contrato, podendo solicitar sua
substituicdo em caso de desconformidade com as exigéncias feitas. A substituigdo dos
profissionais indicados durante a execugdo do contrato somente serd permitida por
outros com qualificagOes iguais ou superiores as exigidas neste Termo de Referéncia e
apds aprovagédo pelo INI/DPA/PF ou pela DTI/PF.

6.2.4. Publico-alvo e vagas

6.2.4.1.

6.2.4.2.

6.2.4.3.

6.2.4.4.

6.2.4.5.

6.2.4.6.

6.2.4.7.

6.2.4.8.

Deverao ser dois os niveis de capacitagdo: Operador de Sistema ABIS e Administrador de
Sistema ABIS.

Deverdo ser ofertadas duas turmas de 20 (vinte) alunos para a capacitagao de
Operadores do Sistema ABIS, com carga horaria ndo inferiora 110 (cento e dez) horas em
cada turma.

O publico-alvo das turmas de capacitacdo de Operadores do Sistema ABIS serédo
Papiloscopistas Policiais Federais, instrutores do Instituto Nacional de Identificagéo da
Policia Federal, que posteriormente fardo a remodelagem do curso, incluindo demais
pontos de interesse da atividade e normativos e replicardo aos operadores dos Estados.
O CONTEUDO MiNIMO DO PLANO DE AULA do curso de capacitagao de operador esta
descrito no ANEXO I, constituindo-se de uma lista de topicos que deverao ser abordados
nas aulas de maneira obrigatdria, sendo direcionados de maneira técnica e precisa a
solugao a serimplementada.

Deverdo ser ofertadas duas turmas de até 20 (vinte) alunos para a capacitagdo de
Administradores do Sistema ABIS, com carga horaria nao inferior a 60 (sessenta) horas
em cada turma.

O publico-alvo das turmas de capacitagdo de Administrador do Sistema ABIS serao
servidores e outros profissionais designados pela CONTRATANTE, a exemplo de
prestadores de servigo da Policia Federal, indicados pela da DTI/PF e pelo INI/DPA/PF,
com experiéncia em Tl, que posteriormente norteardo a administragédo do sistema.

O CONTEUDO MINIMO DO PLANO DE AULA do curso de capacitagdo de administrador
estd descrito no ANEXO I, constituindo-se de uma lista de topicos que deverdo ser
abordados nas aulas de maneira obrigatéria, sendo direcionados de maneira técnica e
precisa a solugao a ser implementada.

Cada turma devera possuir no maximo 20 (vinte) alunos inscritos.
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6.2.5. Disponibilizagdo do ambiente de treinamento e de materiais de apoio

6.2.5.1.

6.2.5.2.

6.2.5.3.

6.2.5.4.

6.2.5.5.

As turmas da capacitagado serdo marcadas apos a disponibilizagdo do ambiente de
treinamento e dos materiais de apoio.

Os materiais de apoio deverdao abordar as caracteristicas e funcionamento das
tecnologias e servigos relacionados as solugdes providas pela CONTRATADA, incluindo
equipamentos, softwares e outros recursos utilizados, e seu teor devera ser submetido
a apreciagdo da CONTRATANTE para sua aprovagao, devendo a CONTRATADA realizar as
alteragoes solicitadas.

A CONTRATADA serd responsavel pelo fornecimento de todo material e documentagéao
necessarios a perfeita compreensao da solugao instalada. Todos os materiais deverao
ser fornecidos em Portugués do Brasil.

Todo material entregue seréd de propriedade da Policia Federal e serd de uso exclusivo
dentro da prépria instituicao, de conhecimento integral dos servidores envolvidos e de
todos os prestadores de servigo legalmente constituidos, sendo vedada qualquer
possibilidade de transmisséo, reprodugédo ou divulgagéo fora deste Orgao e a terceiros
estranhos a execugéo do objeto contratual.

Toda e qualquer transmissao, reproducgao ou divulgagao a terceiros alheios ao contrato
devem ter a autorizagao expressa da empresa contratada.

6.2.6. Contelildo minimo dos materiais de apoio

6.2.6.1.

6.2.6.2.

6.2.6.3.

6.2.6.4.

6.2.6.5.

6.2.6.6.

6.2.6.7.

6.2.6.8.

6.2.6.9.

A CONTRATADA sera responsavel pelo fornecimento de todo material e documentagao
necessarios a perfeita compreensao da solugao instalada. Os materiais de apoio
deverao ser disponibilizados de forma fisica e digital e serdo constituidos por:

Manuais de usuario do sistema em portugués, divididos em niveis de usuario, que devem
conter a descrigao dos fluxos e os elementos e funcionalidades disponiveis na solugéo.
Manual de Operador: devera conter toda a parte de usabilidade do operador e todas as
informagdes sobre configuragbes do sistema, ilustragcbes com navegabilidade e
procedimentos que podem ser realizados nas ferramentas. Deverao conter videos que
demonstrem de maneira pratica as principais agdes e funcionalidades do sistema;
Manual de Administrador: mecanismos de manutengao dos servigos e auditoria da
confiabilidade do algoritmo, bem como da integridade do banco. Também, devera trazer
diretrizes de segurancga e privacidade, bem como a manutengéo bésica da solugéo e
suporte;

Documentagbes técnicas em portugués de desenvolvimento com procedimentos
padronizados para utilizagao de sistemas e equipamentos;

Documentagdo em portugués no momento de entrega do sistema ou do equipamento,
sendo imprescindivel para homologacgéo e aceite por parte da CONTRATANTE;
Documentagbes em portugués dos aplicativos clientes, com os cddigos-fontes dos
aplicativos desenvolvidos para a CONTRATANTE e todos os fluxos e procedimentos,
inclusive para instalagao e desinstalagéo;

As apresentacbes em formato de slides, utilizadas nos cursos, na proporgédo de uma
cOpia por cada servidor participante da capacitagéao.

O curso de capacitagéo devera ser apostilado, com a descrigdo detalhada em nivel
técnico e operacional, no idioma portugués do Brasil, abrangendo, no minimo, os niveis
de abordagem e topicos descritos no CONTEUDO MINIMO DO PLANO AULA (Anexos | e
).

6.2.7. Avaliacao e aceite do curso

6.2.7.1.

6.2.7.2.
6.2.7.3.

6.2.7.4.

6.2.7.5.

A CONTRATADA expedira certificado de conclusdo aos alunos que cumprirem os
requisitos de aprovacéao e aproveitamento estabelecidos em cada turma (Anexo Ill).

A frequéncia do corpo discente e docente sera comprovada, conforme o Anexo V.

Apods a conclusao de cada turma de capacitagao, apurados os resultados da avaliagao,
poderdo ser solicitados ajustes na distribuicdo da carga-hordria, estratégias
pedagdgicas, conteudos e outros aspectos didatico-pedagdgicos para garantir o
desenvolvimento das competéncias necessarias ao manejo da ferramenta.

A CONTRATADA devera aplicar o formuldrio de avaliagdo da qualidade da agéo
educacional (Anexo IV) em cada capacitagdo, ao corpo discente, observando as
especificagdes e orientagdes da CONTRATANTE.

A CONTRATADA devera, sem 6nus para a CONTRATANTE, realizar nova edigdo da
capacitagao quando na avaliagdo de qualidade da agao educacional da capacitagéo o
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6.2.7.6.

6.2.7.7.

6.2.7.8.

6.2.7.9.

critério “bom?” for inferior a 70% (setenta por cento) das avaliagdes do corpo discente, no
campo “Execugao” (Anexo V).

A CONTRATADA expedirad certificado de conclusdo aos alunos que cumprirem os
requisitos de aprovagao e/ou aproveitamento estabelecidos em cada Plano de Agao
Educacional (Anexo V).

A CONTRATADA devera comunicar imediatamente a CONTRATANTE qualquer situagao,
fato ou evento que impega ou interrompa a execugao da capacitagao, para que sejam
realizados os ajustes necessarios ao alcance dos objetivos educacionais.

Nesses casos, verificado que os objetivos pedagdgicos ndo foram alcangados, a
capacitagao devera ser refeita sem 6nus para a CONTRATANTE.

O pagamento do item de capacitagao esta diretamente vinculado ao ACEITE da
CONTRATANTE, que se dara por meio de relatério conclusivo ao final das capacitagoes,
o qual avaliara se a capacitagao foi realizada de maneira integral, levando em conta as
avaliagdes realizadas ao final de cada turma da capacitagédo e os materiais de apoio
ofertados pela CONTRATADA.

6.2.7.10. Em caso de capacitagdo incompleta ou insuficiente, devera a CONTRATADA

providenciar novas turmas com conteldo adequado as exigéncias e necessidades
técnicas e didaticas faltantes.

6.2.7.11. Todos os encargos e despesas para realizagcdo da capacitacdo serdo de

responsabilidade da CONTRATADA, inclusive aquelas decorrentes da eventual repeticao
da capacitagao insatisfatoria.

6.2.7.12. Em caso de interrupgao, por motivos alheios a CONTRATANTE, e ndo se configurar

hipdtese para o refazimento da capacitagéao, nao havera qualquer pagamento.

6.2.7.13. Em caso de haver interrupgdo motivada pela CONTRATANTE, haverd suspensao da

capacitagao e retomada em momento oportuno, com o devido pagamento integral do
item a CONTRATADA quando da finalizagao de todas as turmas previstas.

6.3. Requisitos Legais

6.3.1. Constituicao Federal;

6.3.2. Lein®14.133/2021;

6.3.3. Instrugado Normativa SGD/ME n° 94, de 2022;

6.3.4. Instrugcdo Normativa SEGES/ME n° 65, de 7 de julho de 2021;

6.3.5. Lein®13.709, de 14 de agosto de 2018 (Lei Geral de Protegcdo de Dados Pessoais - LGPD) e a
outras legislagdes aplicaveis;

6.3.6. Decreto 10.024, de 20 de setembro de 2019;

6.3.7. Guia Nacional de ContratagOes Sustentaveis;

6.3.8. Guia de Requisitos e Obrigagdes Quanto a Privacidade e a Seguranga da Informagéo;

6.3.9. Decreto n® 11.462, de 31 de margo de 2023;

6.4. Requisitos de Garantia, Manutencéao e Assisténcia Técnica

6.4.1. ASolugéao deve ser adquirida com garantia ao longo de toda a vigéncia do contrato;

6.4.2. E necessdria a transferéncia de conhecimento para a instalagéo e configuragao dos sistemas
clientes;

6.4.3. A Solugao ABIS atual, referente ao Contrato 01/2021-DTI/PF, ndo houve item de manutengao e
acarretou indisponibilidade do sistema por semanas em 2025.

6.4.4. Devido as caracteristicas da solugdo, ha necessidade de realizagdo de manutengoes
(corretivas/preventivas/adaptativas/evolutivas) pela Contratada, visando a manutengcéao da
disponibilidade da solugéo e ao aperfeicoamento de suas funcionalidades de modo continuo,
como preceituado no art. 16, inciso |, alinea d da IN SGD/ME n° 94 de 2022.

6.4.5. Estes

requisitos definem a forma como serd conduzida O acionamento da garantia e a

comunicagao entre as partes envolvidas devem seguir os seguintes requisitos:

6.4.5.1.

O prazo da garantia esta definido nos requisitos temporais deste Estudo e as coberturas
referentes a Garantia dos softwares contratados estender-se-ao por tempo que sera
definido posteriormente, contados da data do Aceite da solugéao.

6.4.5.2. Aprestagao da garantia devera contemplar o cumprimento de Niveis Minimos de Servigo

que considerem pelo menos agradacao de severidade, os tempos de solugéo definitiva,
solugao de contorno e prazos de atendimento.

6.4.5.3. A Garantia deverd cobrir todos os itens de software, assegurando que a Solugédo

continuara atendendo a todos os requisitos descritos no presente Documento durante o
periodo de cobertura sem custos adicionais para a CONTRATANTE, desde que néo seja
constatado mau uso de algum componente da Solugéao.
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6.4.5.4. De maneira similar, caso sejam identificadas desconformidades nas adaptacgdes,
implementagdes e configuragdes dos softwares, durante o periodo de Garantia, a
CONTRATADA devera se responsabilizar pelas corregdes.
6.4.5.5. Para abertura, acompanhamento e atendimento de chamados em garantia, a
CONTRATADA devera disponibilizar Central de Atendimento Telefénico e Sistema de
Abertura de Chamados via web, que deverao estar disponiveis 24 horas por dia, 7 dias
por semana, com atendimentos em portugués do Brasil.
6.4.5.6. A Central de Atendimento devera ser acessada por um nimero Unico nacional exclusivo
para a CONTRATANTE ou corporativo com chave de acesso exclusiva.
6.4.5.7. A CONTRATADA devera atender aos chamados de acordo com os Niveis Minimos de
Servigco previamente estabelecidos. Caso os prazos de atendimento nado sejam
cumpridos, a contratada devera sofrer redimensionamento na fatura referente a
ocorréncia do descumprimento e o percentual sera aplicado sobre o valor da respectiva
fatura. Em caso de descumprimento apds a vigéncia contratual e da garantia de
execugao, sera instaurado processo administrativo resguardando a ampla defesa e o
contraditério conforme legislagéo vigente.
6.4.5.8. A CONTRATANTE tera o direito de receber, durante a vigéncia contratual, todas as
atualizagOes de software envolvendo os produtos licenciados na presente contratagao.
Deverdao ser disponibilizadas todas as atualizagbes dentro da mesma versdo de
referéncia (update), cabendo a Administragao avaliar a oportunidade e a conveniéncia
da implantagao da atualizagao disponibilizada.
6.4.5.9. O atendimento para os elementos de software da Solugdo poderd ser remoto ou
presencial, dependendo da gravidade do chamado. Os atendimentos presenciais
ocorrerao exclusivamente em Brasilia — DF.
6.4.5.10. ACONTRATADA devera informar proativamente a CONTRATANTE sobre a descoberta de
erros (bugs), vulnerabilidades e as suas respectivas corregoes
nos softwares relacionados nesta contratagao, durante toda a vigéncia contratual.
6.4.5.11. A garantia deverd cobrir ainda, relacionados a atividades de implantagao:
6.4.5.11.1. resolucéo de duvidas e esclarecimentos relativos a utilizagao e configuragao das
funcionalidades relacionadas a cada software componente da Solugéao;
6.4.5.11.2. resolucao de problemas de desempenho e estabilidade do ambiente;
6.4.5.11.3. resolugcédo de problemas que limitem ou impegam o desenvolvimento ou a
execugcao das aplicagbes da CONTRATADA que fagam uso efetivo das
funcionalidades de software que compdem a Solugéo.
6.4.5.12. A CONTRATADA somente podera finalizar cada atendimento efetuado apds a
homologagao formal do responséavel técnico da CONTRATANTE, ou se apds a conclusao
do chamado a CONTRATANTE ficar mais de 15 (quinze) dias sem atualizar o chamado
que originou o atendimento sem aviso prévio.
6.4.5.13. A conclusédo do chamado devera contemplar emisséo de relatério técnico conclusivo
da causa do problema e da solugdo que foi adotada para o seu restabelecimento,
apresentando no minimo:
6.4.5.13.1. numero do chamado;
6.4.5.13.2. data e hora do chamado;
6.4.5.13.3. data e horado inicio e do término do atendimento;
6.4.5.13.4. total de horas utilizadas para atendimento completo;
6.4.5.13.5. severidade do erro;
6.4.5.13.6. identificagdo do problema;
6.4.5.13.7. solugado de contorno, se aplicavel;
6.4.5.13.8. solugao definitiva, se aplicavel.

6.4.6. A manutencao do sistema visa garantir a continuidade e o adequado funcionamento do

Sistema Multibiométrico da Policia Federal e demanda a execugdo de um conjunto de
atividades especializadas, voltadas ao monitoramento, suporte técnico e corregdo de seus
componentes criticos. As principais tarefas a serem contempladas no escopo da contratagao
incluem:

6.4.6.1. Execugdo de servicos de manutengdo preventiva e acompanhamento técnico de
manutencdes corretivas, com vistas a garantir a estabilidade, disponibilidade e desempenho
do sistema como um todo.

6.4.6.2. Apoio a administragdo de rotinas de backup, mediante acompanhamento do
armazenamento e orientagdo técnica quanto a execugao e a validagao dos procedimentos de
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backup, visando assegurar a integridade e a recuperagao dos dados biométricos e demais
informacgdes sensiveis.

6.4.6.3. Suporte técnico especializado na administragao e gerenciamento do banco de dados
do sistema, garantindo sua disponibilidade, segurancga, integridade e desempenho.

6.4.6.4. Gerenciamento e monitoramento dos servigos de workflow e dos mecanismos de
comparagao biométrica (comparadores), com atuagao proativa no balanceamento de cargas e
na mitigagcao de eventuais gargalos de desempenho.

6.4.6.5. Sustentagdo das aplicagdes integrantes do ecossistema ABIS, assegurando sua
operacionalidade continua.

6.4.6.6. Gerenciamento e suporte nas ferramentas de geragao de relatérios e estatisticas, com
foco na manutengao da consisténcia e acessibilidade das informacgdes estratégicas geradas
pelo sistema.

6.4.6.7. Acompanhamento e andlise das ferramentas de seguranga da informacéo utilizadas
pelo sistema, com a proposigéo de boas praticas e medidas preventivas, de modo a garantir a
confidencialidade, integridade e disponibilidade das informagdes processadas.

6.4.6.8. Monitoramento da comunicagao entre servidores e aplicagdes, com agdes proativas
voltadas a identificagcao de falhas, gargalos ou vulnerabilidades, bem como a proposicao de
melhorias técnicas.

6.5. Requisitos Temporais

6.5.1.

6.5.2.

6.5.3.

Sistemas ABIS apresentam tempos de implantagéo longos, a exemplo do sistema ABIS atual
demandou 15 meses para a operacionalizagao (GO Live) e 12 meses para o aceite definitivo,
totalizando 27 meses desde a assinatura do contrato. Tendo em vista o tempo de implantagéo,
espera-se que o sistema contratado seja utilizado pelo periodo de 10 anos se atendidos os
requisitos legais para as respectivas prorrogagdes contratuais.

Os requisitos temporais a respeito de Projeto Executivo, instalagdo, configuragéao,
customizagéo, migracao e deduplicagdo foram definidos apés didlogo com as empresas do
setor em Audiéncia Publica realizada em 27 de novembro de 2025. A sintese desses requisitos
esta contida no Cronograma Fisico Financeiro presente no Anexo VIl deste Estudo Técnico
Preliminar.

Na execucgéao dos servigos deverao ser observados os seguintes prazos:

6.5.3.1. O Grau de Prioridade Menor: Fungdes ndo essenciais do sistema estédo afetadas. Poucos

usudrios estao impactados. O problema implica em perda parcial de funcionalidades
nao criticas para a produgéo.

6.5.3.2. O Grau de Prioridade Maior: A capacidade de producao do sistema se encontra reduzida,

alguns usuarios sao afetados. A situagdo estd causando um impacto significativo na
produtividade e operagdes dos clientes.

6.5.3.3. O Grau de Prioridade Critico: O Sistema esté indisponivel, a maioria dos usuarios esta

afetada. Uma oudas funcionalidades principais esta inoperante. Ocorreu um problema
muito grave que afeta severamente a produgéao da Policia Federal.

Classificacao do Prazo de registro e emissao de Prazo maximo de
Incidente numero de chamado resolugao de problema
Critico 2 horas corridas 24 horas corridas
Maior 4 horas Uteis 48 horas uteis
Menor 6 horas Uteis 80 horas Uteis

6.6. Requisitos de Seguranca e Privacidade
6.6.1. A contratada devera entregar junto com a formalizagéo contratual o Termo de Manutengéao de

Sigilo, conforme modelo disponibilizado pela contratante;

6.6.2. Acontratada devera manter em carater confidencial, através de Termo de Manutengé&o de Sigilo,

mesmo apds o término do prazo de vigéncia ou eventual rescisdo do contrato, todas as
informacoes a que teve acesso;

6.6.3. A contratada deverd fornecer documentagéo para credenciamento das equipes de atuagéo na

contratante.

6.6.4. A solugdo deverd aderir aos principios e procedimentos elencados no plano de seguranga da

Informagéao da PF, como disponibilidade, controle de acesso e verificagoes de integridade,
além de:
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6.6.4.1. Adocao de boas praticas de manutencgéo periddica, com gestdo de patches, backup
regular e monitoramento continuo;

6.6.4.2. Registro de falhas, com logs de auditoria, monitoramento de eventos e analise de
incidentes;

6.6.4.3. Controles no envio de informacgdes, com criptografia de dados, autenticagao, e controle
de acesso e permissoes.

6.6.5. Os produtos deverdo apresentar politica de privacidade oferecida pelo fabricante a fim de
garantir o sigilo dos dados consultados através dos softwares licenciados.

6.6.6. A Contratada se comprometera a manter sigilo absoluto em relagdo a todos os dados gerados
no processo de prestagédo dos servigos.

6.6.7. A solugao devera prever a geragao de trilhas de auditoria para todas as operagdes de incluséo,
exclusao, alteracdo de dados, desligamento do ambiente e alteragcdo de configuracdo da
plataforma. As informagdes de auditoria deverdo estar disponiveis por meio de relatérios
especificos.

6.6.8. ASolucao devera conter funcionalidade de login por confirmagao biométrica facial ou senha de
acesso Unica a cada operador.

6.6.9. Apds transcurso de dado lapso temporal de total inatividade, a aplicagdo devera encerrar a
sessao inerte, retornado a condigéo de login necessario e confirmado por biometria facial ou
senha de acesso.

6.6.10. A Contratada deve possuir Politica de Seguranga Cibernética (PSC) ou equivalente, incluindo
politicas ou normas para protecao de dados pessoais vigentes e atualizadas, com processo de
revisdo periddica formalizado e institucionalizado, de forma a garantir, dentre outros requisitos,
o uso de sistematica e procedimentos de seguranga cibernética para assegurar a consisténcia,
a privacidade e a confiabilidade dos dados e informagdes que trafegam no objeto contratado.

6.6.11. A Contratada devera realizar, em conjunto com a Contratante, analise de impacto na
privacidade dos dados pessoais relacionada ao objeto da contratagéo, considerando o descrito
pelo relatério de impacto a protegéao de dados pessoais, conforme previsto na Lei 13.709/2018,
quando da concepgéao de qualquer novo projeto, produto ou servigo.

6.6.12. A Contratada deverad realizar e apresentar a Contratante periodicamente uma
andlise/avaliagdo de riscos dos recursos de processamento da informagéo, sistemas de
seguranca da informagao e quaisquer outros ativos relacionados ao objeto do contrato,
indicando o nivel de risco ao qual o objeto do contrato e a Contratante esta exposta, baseada
em analise de vulnerabilidades, resguardando os segredos de negdcio, direitos autorais e
direitos de propriedade intelectual aplicaveis, conforme metodologia indicada pela
Contratante.

6.6.13. A Contratada devera apresentar, em tempo determinado pela Contratante:

6.6.13.1. Documentagéo que descreve a arquitetura fisica e logica do objeto;

6.6.13.2. Uma descrigdo dos controles de seguranga cibernética implementados em cada
componente descrito na arquitetura fisica e logica;

6.6.13.3. Matriz de responsabilidades descrevendo os papéis e suas respectivas
responsabilidades pela seguranga cibernética relacionada ao objeto da contratacéo e
com relagéo aos itens aqui descritos.

6.6.14. A Contratada devera utilizar recursos de segurancga cibernética e de tecnologia da informagao
de qualidade, eficiéncia e eficacia reconhecidas e, sempre que possivel, em versdes
comprovadamente seguras e atualizadas, de forma reduzir o nivel de risco ao qual o objeto do
contrato e/ou a Contratante esta exposta, considerando os critérios de aceitabilidade de riscos
definidos pela Contratante.

6.6.15. A Contratada devera assegurar que os ambientes tecnolégicos de desenvolvimento, teste,
homologacéao e produgéao estejam segregados e possuam controles de seguranga cibernética
adequados a cada ambiente, de forma a para reduzir o nivel de riscos de acessos ou
modificagdes nao autorizadas.

6.6.16. A Contratada devera possuir e implementar processo de gestdo de mudangas adequado para
que mudangas na organizagao, nos processos de negdcio e nos recursos de processamento da
informacgéao sejam controlados e ndo afetem a seguranga cibernética, reduzindo o nivel de risco
ao qual o objeto do contrato e/ou a Contratante esta exposta, considerando os critérios de
aceitabilidade de riscos definidos pela Contratante.

6.6.17. A Contratada deve possuir um processo de Gestao de Incidentes que registre os incidentes de
segurancga cibernética ocorridos e que guarde informagdes como: a descrigao dos incidentes
ou eventos, as informagdes e sistemas envolvidos, as medidas técnicas e de seguranga
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utilizadas para a protecédo das informacoes, os riscos relacionados ao incidente e as medidas
tomadas para mitiga-los e evitar reincidéncias; além de implementar e manter controles e
procedimentos especificos para detecgdo, tratamento e resposta a incidentes de seguranca
cibernética, de forma a reduzir o nivel de risco ao qual o objeto do contrato e/ou a Contratante
esta exposto, considerando os critérios de aceitabilidade de riscos definidos pela Contratante.

6.6.18. A Contratada deve implementar os controles necessarios para o registro de eventos e
incidentes de seguranca cibernética.

6.6.19. A Contratada deve reportar de imediato a Contratante incidentes que envolvam vazamento de
dados, fraude ou comprometimento da informacgéao relacionados ao objeto do contrato.
6.6.20. A Contratada deve implementar os controles necessarios para coleta e preservagao de

evidéncias de incidentes de segurancga.

6.6.21. A Contratada devera implementar controles de acesso baseado em uma politica de controle
de acesso para o objeto contratado, elaborada pela Contratante em conjunto com a
Contratada, tendo em vista o principio do menor privilégio e a protecdo adequada aos dados
pessoais, de forma a reduzir o nivel de risco ao qual o objeto e a Contratante estdo expostos,
considerando os critérios de aceitabilidade de riscos definidos pela Contratante. A politica
deve estabelecer, dentre outros critérios, que se deve conceder autorizagdes de acesso apenas
quando realmente sejam necessarias para o desempenho de uma atividade especifica,
definindo também protocolos para cadastramento, mecanismo de controle de acesso (como,
por exemplo, validagado de formulario), habilitagao, inabilitagao, atualizagdo de direitos de
acesso e exclusao de usuario, além de revisOes periddicas da politica. A politica também deve
definir situagdes e protocolos para acesso a informagdes sensiveis, necessidades de ndo
repudio, situagdes que requerem autenticagao via duplo fator e acesso via certificado digital,
nos casos e que a Contratante julgar necessario.

6.6.22. A Contratada devera apresentar a Contratante, sempre que solicitado, toda e qualquer
informagéo e documentagéo que comprovem a implementagao dos requisitos de seguranga
especificados, de forma a assegurar a auditabilidade do objeto contratado, bem como demais
dispositivos legais aplicaveis.

6.6.23. A Contratada devera disponibilizar todos os recursos necessarios para que a Contratante, ou
outra entidade por ela indicada, realize atividade continuada de auditoria de seguranca
cibernética relacionadas ao objeto do contrato.

6.6.24. A Contratada deve implementar e manter controles especificos para registro de eventos e
rastreabilidade de forma a manter trilha de auditoria de seguranga cibernética, aderente a
disposto em dispositivo legal correlato publicado pelo GSI/PR, de forma a assegurar a
rastreabilidade das agdes de usudrio por meio de logs de transagdes e de acesso aos sistemas,
conforme especificagdo de requisitos, e gera-los e disponibiliza-los a Contratante para fins de
auditorias e inspegoes.

6.6.25. A Contratada deve implementar medidas de salvaguarda para os logs descritos no item
anterior, bem como controles especificos para registro das atividades dos administradores e
operadores dos sistemas relacionados ao objeto do contrato, de forma que esses ndo tenham
permissao de exclusdo ou desativagao dos registros (logs) de suas proprias atividades.

6.6.26. A Contratada deve implementar e manter controles e procedimentos especificos para
assegurar o completo e absoluto sigilo quanto a todos os dados e informagdes de que o
preposto ou os demais empregados da Contratada venham tomar conhecimento em razéo da
execugao do contrato, de forma a assegurar que seus empregados e outros profissionais sob
sua diregcdo e/ou controle respeitem as restricoes de uso dos ativos utilizado para
desenvolvimento e/ou operagao da solugao objeto do contrato, cumprindo e fazendo cumprir
o disposto nos acordos de confidencialidade firmados.

6.6.27. A Contratante devera comunicar a Contratada, de imediato, a ocorréncia de transferéncia,
remanejamento ou demisséo de funcionario, para que seja providenciada a revogagao de todos
os privilégios de acesso aos sistemas, informagdes e recursos da Contratante, porventura
colocados a disposigéo para realizagado dos servigos contratados.

6.7. Requisitos Sociais e Culturais

6.7.1. Os equipamentos devem estar aderentes as seguintes diretrizes sociais, ambientais e culturais:

6.7.2. Utilizagéo de uniformes e cracha, nas dependéncias da contratada.

6.7.3. Todas as interfaces do software e seus materiais de apoio (manuais, tutoriais, comunicagoes
automatizadas) devem ser elaborados em Lingua Portuguesa;

6.7.4. E preferivel solucdes desenvolvidas por empresas que adotem praticas de Responsabilidade
Social Corporativa e mantenham politicas de diversidade, equidade e incluséo;

Conteudo para uso
publico.



6.7.5. A empresa devera implantar Programa de Integridade ou adequar seu Programa de Integridade

conforme Portaria 513/2020 do Ministério da Justi¢ca e Seguranga Publica.
6.8. Requisitos da Arquitetura Tecnolégica
6.8.1. A utilizagao de um SGBD relacional para o sistema ABIS e as licengas de SGBD para o niumero
de processadores necessarios devem ser fornecidas pela CONTRATADA.

6.8.1.1. As licengas de SGBD nao devem ser do tipo banco de dados incorporado (Embedded
Database) ou similar, a fim haver menor dependéncia entre o banco de dados e a
aplicagao e de viabilizar a manutencéo das bases e a extragdo dos dados para bases
externas com a participagao da Contratada;

6.8.1.2. Nao deve haver restricdo a extragdo ou exportagdo direta dos dados para outros
gerenciadores de banco, pelo menos para Oracle Database Server, Microsoft SQL Server
PostgreSQL e MySQL Server, devendo a eventual conversao dos dados ser realizada com
a participagao da Contratada;

6.8.1.3. Nem mesmo o acesso por meio de software desenvolvido pela CONTRATADA sera
admitido para suprir a necessidade dos subitens anteriores.

6.8.2. Devem ser disponibilizados mecanismos para a CONTRATANTE monitorar plenamente a
infraestrutura de aplicagao, especialmente quanto ao uso de recursos (processamento,
memodria, armazenamento, por exemplo), por meio das seguintes possibilidades de
monitoramento dos seus componentes de software:

6.8.2.1. Monitoramento através da geragao de logs de eventos;
6.8.2.2. Monitoramento através do protocolo SNMP;
6.8.2.3. Monitoramento através de agentes de software.

6.8.3. Deve ser possivel integrar os mecanismos de monitoramento mencionados acima com outras
plataformas de monitoramento e de gerenciamento de eventos ja adotadas pela
CONTRATANTE.

6.9. Requisitos de Projeto e de Implementacéo

6.9.1. Asolugao devera observar integralmente os requisitos de projeto e de implementagéao descritos
a seguir:
6.9.1.1. Assinatura do contrato;
6.9.1.2. Realizagao de Projeto Executivo;
6.9.1.3. Instalagao e Configuracédo dos Ambientes de Produgédo, Homologagéo, Treinamento e
Testes. Os Ambientes de Homologagdo, Treinamento e Testes devem possuir
capacidade de armazenamento de, no minimo, um milhao de registros;
6.9.1.4. Migragéo e Deduplicacao de dados biométricos;
6.9.1.5. Instalacgao e Configuragao de Softwares Clientes;
6.9.1.6. Capacitagao (apos entrega do Ambiente de Treinamento);
6.10. Requisitos de Implantagcao
6.10.1. A solugcado devera observar integralmente os requisitos de implantagao, instalagdo e
fornecimento descritos a seguir:
6.10.1.1. Aiinstalagao e configuragao do Sistema ABIS Central devera ser instalado na sala cofre
da Diretoria de Tecnologia da Informagao e Comunicagao — DTI/PF —em Brasilia, Distrito
Federal, localizada no SAIS Quadra 7 - Lote 23 - Setor Policial Sul Brasilia-DF / CEP 70610-
902.
6.10.1.2. Ainstalacdo e configuragao de Sistemas Clientes sera realizada de forma remota em
computadores da Policia Federal fora do Distrito Federal.
6.10.1.3. Devera ser realizada transferéncia de conhecimento da instalagao e configuragao de
Sistemas Clientes com demonstragao pratica e manuais atualizados.
6.11. Requisitos de Experiéncia Profissional
6.11.1. A empresa devera demonstrar ja ter fornecido sistema de identificagdo biométrica capaz de
realizar pesquisas de impressao digital, impressao palmar, face e impressoes latentes.
6.11.2. O atestado devera ser emitido por instituicdo de direito publico ou privado, nacional ou
estrangeira, que comprove a implantacao de:
6.11.2.1. Sistema de identificagdo biométrica com base de dados de fragmentos de impressoes
digitais igual ou superior a 300 mil fragmentos de impressoes digitais, operando
pesquisas LT/TP em uma base de dados de registros decadactilares igual ou superior a
40 milhoes de registros de Pessoas;
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6.11.2.2. Sistema de identificagdo biométrica com base de dados de registros decadactilares
igual ou superior a 40 milhdes de registros de Pessoas no comparador da solugao;

6.11.2.3. Sistema de reconhecimento facial, integrado ao papiloscépico, com solugéo de
comparagao combinada, utilizando fusédo de scores de forma nativa, operando em uma
base de dados de registros de imagens faciais igual ou superior a 40 milhdes de
registros;

6.11.3. Nao sera aceito o somatdrio das quantidades indicadas nos atestados de capacidade
técnica por item, caso a empresa presente mais de um documento.

6.12. Requisitos de Formacao da Equipe

6.12.1. Nao serao exigidos requisitos de formagéo da equipe para a presente a contratagao, sendo
exigido o atendimento das capacidades, transagdes diarias e tempos de resposta.

6.12.2. O prego de servigo, no que se refere a equipe, devera observar aformagéo de prego em fungéo
do cargo do integrante da equipe conforme a Portaria SGD/MGI N° 6.680, DE 4 DE OUTUBRO
DE 2024.

6.13. Requisitos de Metodologia de Trabalho

6.13.1. A metodologia de trabalho para as etapas de instalagdo, configuragado, customizagao,
migracao e deduplicacao serdo definidos apds dialogo com as empresas do setor.

6.13.2. Ametodologia de trabalho para o servigo de capacitagao sera realizada de acordo com o item
6.2.

6.13.3. A metodologia de trabalho referente a manutencédo e garantia sera através da abertura
chamados através de Sistema de Abertura de Chamados via web e de Central de Atendimento
Telefénico fornecidos pela contratada, que deverdo estar disponiveis 24 horas por dia, 7 dias
por semana, com atendimentos em portugués do Brasil.

6.14. Requisitos de Seguranca da Informacao e Privacidade

6.14.1. A solugao devera observar integralmente os requisitos de Seguranca da Informacéo e
Privacidade descritos a seguir:

6.14.2. A contratagao devera estar alinhada com a Lei Geral de protegdo de Dados Pessoais (LGPD),
Lein®13.709/2018;

6.14.3. A contratada devera apresentar documento de Politica de Seguranga da Informacao (POSIN),
na assinatura do Contrato. A POSIN tem o objetivo de estabelecer diretrizes estratégicas,
responsabilidades, competéncias, normas e procedimentos de uso, visando assegurar a
disponibilidade, integridade, confidencialidade e autenticidade dos dados, informacgdes,
sistemas, documentos, correspondéncias e publicagdes, que estejam envolvidos na
contratacao;

6.14.4. A solugéo devera atender aos principios e procedimentos elencados na Politica de Seguranga
da Cibernética da Policia Federal.

6.15. Outros Requisitos Aplicaveis

6.15.1. A ser definido.

6.16. Requisitos de Sustentabilidade

6.16.1. Além dos critérios de sustentabilidade eventualmente inseridos na descricdo do objeto,
devem ser atendidos os seguintes requisitos, que se baseiam no Guia Nacional de
Contratagoes Sustentaveis:

6.16.2. A empresa contratada deverd contribuir para o descarte de equipamentos e bens de
informatica da administragao publica direta de maneira correta e sustentavel como prevé a Lei
n°14.479 de 2022;

6.16.3. Somente poderdo ser utilizados na execugdo dos servigos bens de informatica e/ou
automacéao que possuam a certificagdo de que trata a Portaria INMETRO n©® 304, de 2023 ou
que possuam comprovada seguranga, compatibilidade eletromagnética e eficiéncia energética
equivalente;

6.17. Indicacao de marcas ou modelos (Art. 41, inciso |, da Lei n® 14.133, de 2021)

Na&o se aplica a essa contratacéo.
6.18. Da vedacao de utilizagdo de marca/produto na execucao do servico
Nao se aplica a essa contratacao.
6.19. Da exigéncia de carta de solidariedade
Nao se aplica a essa contratagao.
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6.20. Subcontratagao
6.20.1. Permite-se a subcontratagao para fornecimento e suporte de componentes de infraestrutura
considerados padrao de mercado, tais como hardware, sistemas gerenciadores de banco de
dados (SGBD), sistemas operacionais, plataformas de virtualizagéo e kits de desenvolvimento
de software (SDK). Essa autorizagéo visa assegurar que a solugao ABIS sejaimplementada com
tecnologias consolidadas, certificadas e aderentes as melhores praticas do mercado,
garantindo escalabilidade e continuidade operacional.
6.20.2. Outros itens podem ser discutidos no projeto executivo.
6.20.3. Fica vedada a subcontratacao, total ou parcial, do objeto principal relativo ao sistema ABIS
incluindo, mas nao se limitando a:
a) Desenvolvimento e manutengao do software principal da solugao ABIS;
b) Projeto Executivo e levantamento de requisitos;
c) Migracao e deduplicagao de dados;
d) Servigos de comparagao biométrica (ABIS central) e manutengao evolutiva/corretiva.
6.20.4. A contratada permanecera integralmente responsavel pela entrega completa da solugéo, pelo
cumprimento dos niveis de servico (SLA), pela seguranga da informacdo e pela
interoperabilidade dos componentes, devendo formalizar os instrumentos de subcontratagao
que assegurem rastreabilidade, conformidade técnica e atendimento as exigéncias contratuais
(incluindo certificagdes quando aplicaveis).

6.21. Por se tratar de contratagcédo de servigos de grande complexidade técnica e com o objetivo de se
garantir o atendimento aos requisitos técnicos exigidos e ampliar a competitividade, sera admitida a
participacao de consodrcios. A responsabilidade das empresas consorciadas serd solidaria pelas
obrigagdes do consorcio, nas etapas de licitagao e durante a vigéncia do contrato.

6.22. Da verificagdo de amostra do objeto

6.22.1. Nao sera realizada verificagdo de amostra do objeto para averiguar se a Solugédo de TIC
apresentada pela Licitante detém os requisitos minimos necessarios para realizagdo dos
servigos a serem contratados.

6.23. Requisitos de garantia da contratacao

6.23.1. Sera exigida a garantia da contratagao de que tratam os arts. 96 e seguintes da Lei n°® 14.133,
de 2021, no percentual e condigdes descritas nas clausulas do contrato.

6.23.2. Em caso opgéo pelo seguro-garantia, a parte adjudicatéria deverd apresenta-la, no maximo,
até a data de assinatura do contrato.

6.23.3. A garantia, nas modalidades caugéo e fianga bancéria, deverd ser prestada em até 10 dias
Uteis apds a assinatura do contrato.

6.23.4. O contrato oferece maior detalhamento das regras que serdo aplicadas em relagéo a garantia
da contratagao.

ESTIMATIVA DA DEMANDA - QUANTIDADE DE BENS

7.1. ltens previstos para atendimento da Demanda:

Item Descricao Quantidade
Iltem 1 Projeto Executivo 01 unidade
Item 2 Customizagao para Atender Requisitos 01 unidade
Item 3 Servigo de Instalagao 01 unidade
ltem 4 Servigo de Migragao e Deduplicagao de dados 01 unidade
Item 5 Servigo de Capacitagao dos servidores da CONTRATANTE 01 unidade
ltern 6 Servigo de Cngaragéo Biométrica (ABIS) Cf)m capacidade para 277 XX

milhdes de pessoas e Manutengéao do Sistema

7.2. Memdria de célculo
7.2.1. Capacidade de Pessoas no Sistema ABIS:
7.2.1.1. Célculo da Populagéo Brasileira (incluindo menores de 12 anos) até 2035: 219.367.247;
7.2.1.2. Acumulado de brasileiros mortos entre 1996 e 2035: De 1996 a 2023, 32.743.259, de
2024 até 2035, 20.219.484 (estimativa por regresséao linear). Total de 52.962.743;
7.2.1.3. Estrangeiros presentes no ABIS e com entrada até 2035: atualmente o ABIS contém
2.533.075 estrangeiros individualizados (de um conjunto de 3.379.426 registros de
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estrangeiros) e estima-se que o numero de estrangeiros no SISMIGRA entre 2025 e 2035
seja de 2.727.021 (estimativa por regressao linear). Total de 5.260.096.
7.2.1.4. Portanto, a capacidade necessaria de pessoas individualizadas é de 277.590.086.
Mantida a proporgao de Registros de Passagem e de Registros de Pessoa de 1,15, o total
de registros de Passagem sera de 319,2 milhdes.
7.2.2. Quantidade de Estagdes de Trabalho Pericial
7.2.2.1. Numero estd vinculado ao quantitativo de postos ocupados de Papiloscopistas Policiais
Federais (537 postos).
7.2.3. Quantidade de Estagdes de Cadastramento e de Dispositivos Méveis
7.2.3.1. O quantitativo baseia-se na atualizagao da solugéo anterior e no levantamento atual da
demanda conforme a tabela abaixo:

Unidades da Demanda do Contrato 01/2021 DTI/PF Levantamento da demanda atual
Policia Federal Estacao de Dispositivos Estacao de Dispositivos
Cadastramento Méveis Cadastramento Méveis
SR/PF/AC 5 5 5 5
SR/PF/AL 9 6 10 15
SR/PF/AM 11 3 11 5
SR/PF/AP 5 5 6 4
SR/PF/BA 10 9 9 6
SR/PF/CE 5 4 6 6
SR/PF/DF 6 3 6 3
SR/PF/ES 5 5 5 3
SR/PF/GO 5 5 4 4
SR/PF/MA 4 5 5 5
SR/PF/MG 43 25 44 69
SR/PF/MS 10 16 10 12
SR/PF/MT 9 7 7 7
SR/PF/PA 9 8 15 12
SR/PF/PB 6 3 6 4
SR/PF/PE 7 5 8 5
SR/PF/PI 12 5 7 5
SR/PF/PR 15 13 18 15
SR/PF/RJ 20 7 20 7
SR/PF/RN 6 4 6 4
SR/PF/RO 9 3 5 3
SR/PF/RR 16 5 14 15
SR/PF/RS 18 16 19 15
SR/PF/SC 15 9 17 9
SR/PF/SE 3 4 8 4
SR/PF/SP 50 39 53 39
SR/PF/TO 7 3 11 9
INI/DPA/PF e
outros Orgaos 20 45 20 45
Centrais
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TOTAL 340 267 355 335

LEVANTAMENTO DE SOLUGOES

8.1. Solugao 1: Software Publico

8.1.1. Regido pela Portaria STI/MP n° 46, de 28/09/2016 (alterada pela Portaria SGD/ME n° 3, de
27/06/2019), o Portal de Software Publico Brasileiro oferece solugdes em software livre que
buscam atender boa parte das necessidades de modernizagdo da administragéo publica de
qualquer dos Poderes da Uniao, dos Estados, do Distrito Federal e dos Municipios, resultando
na economia de recursos publicos e constituindo um recurso benéfico para a administragéo
publica e para a sociedade.

8.2. Solugao 2: Software Livre

8.2.1. Os softwares livres para comparagédo biométrica encontrados foram o NBIS (NIST Biometric
Image Software), que utiliza NFSEG e BOZORTHS, e o SourceAFIS.

8.3. Solugéo 3: Ampliacao da Solugao Implantada

8.3.1. Essa solugéo busca a ampliagédo de capacidade do sistema adquirido através do contrato
01/2021 - DTI/PF.

8.4. Solugéo 4: Contratacao com Empresa Publica

8.4.1. Essa solugéo busca a contratagdo de empresa publica que desenvolva e fornega sistemas ABIS
ou que subcontrate o fornecimento de sistemas ABIS. A exemplo dos contratos da Pericia
Forense do Estado do Cearad (PEFOCE) e da Policia Civil do Distrito Federal (PCDF) com a
Empresa de Tecnologia da Informacgao do Ceara (ETICE).

8.5. Solugao 5: Aquisicao de Software

8.5.1. Essa solugado é definida pela contratagdo por aquisicdo de licengas por nucleo de
processamento e por licengas de sistemas clientes. Nessa solugao, hardware e servigos, como
também a manutengéo, sdo adquiridos separadamente. Esta foi a solugdo implementada na
contratagdo 01/2021 - DTI/PF.

8.6. Solucgao 6: Aquisicao Integrada

8.6.1. A aquisicao de solugéo integrada é composta por hardware, software e servigos. A empresa
que ird projetar a solugcdo deverd fornecer hardware, software e servico dentro das
dependéncias da Policia Federal. Nessa solugéo, a infraestrutura de hardware e software
pertencem a Policia Federal apds a implantagéo.

8.7. Solugao 7: Servico Integrado

8.7.1. O servigo de solugao integrada é composto por hardware, software e servigcos. A empresa que
ird projetar a solugéo devera fornecer hardware, software e servigo dentro das dependéncias
da Policia Federal. A infraestrutura de hardware e software permanece na posse da contratada,
que disponibiliza e cobra pelo acesso aos servigos.

ANALISE COMPARATIVA DAS SOLUGCOES

Solucodes
Requisito
1 2 3 4 5 6 7
A Solugéao encontra-se
implantada em outro Orgao| - | N5, Néo Sim Sim Sim Sim
ou entidade da
Administragao Publica?
A Solugao esta disponivel
no Portal do Software Nao Nao Nao Nao Nao Nao Nao
Publico Brasileiro?
A Solugéo é composta por
software livre ou software Sim Sim Nao Nao Nao Nao Nao
publico?
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A solugao é aderente as
politicas, premissas e

especificagbes técnicas | Naose | Ndose | Naose Nao se Nadose | Ndose | Naose
definidas pelos Padroes de | aplica | aplica aplica aplica aplica aplica aplica
governo ePing, eMag e

ePWG?

A Solucéo é aderente as

~ Naose | Naose | Naose Nao se Nao se Nao se Nao se
regulamentagdes da ICP-

Brasil? aplica | aplica aplica aplica aplica aplica aplica

A solucao é aderente as
orientacgdes, premissase | Ndose | Naose | Nao se Néao se Ndose | Naose | Naose
especificagdes técnicas e | aplica | aplica aplica aplica aplica aplica aplica

funcionais do e-ARQ Brasil?

10. REGISTRO DE SOLUGOES CONSIDERADAS INVIAVEIS
10.1. Solugéo 1: Software Publico

10.1.1. Nas pesquisas realizadas no Catalogo de Software Publico, ndo foram encontradas solugdes
que atendessem as necessidades desta contratagao.

10.1.2. Esses softwares ndo se encaixam nas exigéncias de capacidade, requisitos funcionais e
acuracia, além da necessidade de suporte ou desenvolvimento complementar.

10.2. Solugao 2: Software Livre

10.2.1. Nas pesquisas realizadas por Softwares Livres, ndo foram encontradas solugdes que
atendessem as necessidades desta contratagao.

10.2.2. Esses softwares ndo se encaixam nas exigéncias de capacidade, requisitos funcionais e
acuracia, além da necessidade de suporte ou desenvolvimento complementar.

10.3. Solugao 3: Ampliagado da Solucao Implantada

10.3.1. O contrato 01/2021 - DTI/PF néao prevé a possibilidade de ampliagdo da solugédo implantada
para a capacidade necessaria.

10.3.2. Grande probabilidade de descompasso nas compras de hardware para acompanhar o
cronograma de expansao.

10.3.3. Asolugao implantada nao atende aos novos requisitos negociais imprescindiveis,
notadamente os de ACE-V, acuracia, mudancgas de Workflow, armazenamento de SMT,
atualizagao de campos de preenchimento, interface Web, biometria neonatal, entre outras.

10.4. Solugéo 4: Contratagdo com Empresa Publica
10.4.1. Nao foi encontrada contratagdo com os requisitos semelhantes a essa aquisigao.
10.5. Solucao 5: Aquisicado de Software

10.5.1. A aquisigao do hardware de forma separada traz dois riscos: adquirir uma quantidade abaixo
do necessario ou, ao contrario, superestimar a demanda. Além disso, comprar o hardware
antes do software ABIS € inviavel, pois o dimensionamento do hardware depende diretamente
dos requisitos do sistema. Por outro lado, se a compra do hardware ocorrer apenas apoés a
contratagao do software, havera atraso na implantagéo do sistema e risco de inviabilidade
orgamentaria.

10.5.2. O incremento de hardware pela Policia Federal precisa de Servigo Técnico Especializado da
empresa fornecedora do ABIS para adaptagdo do sistema aos novos hardwares e pode
apresentar risco de incompatibilidade entre hardwares antigos e novos.

10.5.3. A falta de hardware para a realizagao das insergoes biométricas previstas € um problema do
sistema ABIS atual e impacta o cumprimento de acordos de cooperagéao firmados. O Instituto
Nacional de Identificagdo possui uma demanda de insergdes biométricas represada desde
abril de 2024 em fungéao da falta de hardware.

10.5.4. Dificuldade de integragao de crescimento do sistema ABIS com aquisigdes escalonadas de
hardware.

10.5.5. Descompasso entre a manutencao de software e manutengao de hardware, complexificando
e atrasando o acionamento da garantia. Problemas de comunicagédo entre fornecedores,
gerando dificuldade de responsabilizacao e atraso na resolugao de problemas.

10.6. Solugéo 6: Aquisi¢ao Integrada

10.6.1. A aquisicdo do hardware através de um fornecedor de software ABIS restringe a

competitividade da aquisi¢cao do hardware.
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10.6.2. Dado o horizonte da contratagdo, ndo é interessante adquirir hardware em fungédo da
obsolescéncia tecnoldgica.
10.6.3. Adquirir o hardware e o software implica dedicar recursos humanos e financeiros para manter
a aquisicao apos a finalizagao do contrato.
11. ANALISE COMPARATIVA DE CUSTOS (TCO)

Solugédo Estimativa (R$)

Solugao 1: Software Publico SOLUCAO INVIAVEL

Solugao 2: Software Livre SOLUGAO INVIAVEL

Solugéo 3: Ampliagao da Solucéo Implantada SOLUCAO INVIAVEL

Solugao 4: Contratagdo com Empresa Publica SOLUGCAO INVIAVEL

Solugao 5: Aquisicao de Software SOLUCAO INVIAVEL

Solugéo 6: Aquisigao Integrada SOLUGCAO INVIAVEL
Solugéao 7: Servigo Integrado R$ XX

12. DESCRIGAO DA SOLUGAO DE TIC A SER CONTRATADA
O servigo de solugao integrada é composto por hardware, software e servigos, fornecidos pela empresa
dentro das dependéncias da Policia Federal.
Ressalta-se que, apds o encerramento do contrato, a infraestrutura de hardware e software pertence a
contratada, que apenas disponibiliza e cobra pelo acesso aos servigos.
O Servigo Integrado sera composto por cinco itens:
a) Projeto Executivo;
) Servigo de Instalagéo Nacional dos Sistemas Clientes;
) Servigo de Migragéo e Deduplicagao de dados;
d) Servigo de Capacitagao dos servidores da CONTRATANTE;
) Servigo de Comparagdo Biométrica (ABIS) com capacidade para 277 milhdes de pessoas e
Manutengao do Sistema.

Apds andlises e obtengéo das informagdes da Consulta Publica n® 19/2025, a Equipe de Planejamento da
Contratagédo concluiu que a alternativa que melhor se adequa aos interesses publicos é a Solugao 7
Servigo Integrado.

13. ESTIMATIVA DE CUSTO TOTAL DA CONTRATAGAO

Item Descrigcao Quantidade | Valor Unit. Valor Total
ltem 1 Projeto Executivo 01 unidade R$ XX R$ XX
Item 2 Customizacéo para Atender Requisitos 01 unidade R$ XX R$ XX
ltem 3 Servigo de Instalaga(? Nacional dos Sistemas 01 unidade R$ XX R$ XX

Clientes
ltem 4 Servigo de Migracao e Deduplicagao de dados 01 unidade R$ XX R$ XX
Servigo de Capacitagao dos servidores da .
Item 5 CONTRATANTE 01 unidade R$ XX R$ XX
Servigo de Comparagéao Biométrica (ABIS) com
Iltem 6 capacidade para 277 milhdes de pessoas e XX R$ XX R$ XX

Manutengéo do Sistema

14. JUSTIFICATIVA TECNICA DA ESCOLHA DA SOLUGCAO

15. BENEFiCIOS A SEREM ALCANGADOS COM A CONTRATACAO
16. PROVIDENCIAS A SEREM ADOTADAS

17. DECLARAGAO DE VIABILIDADE

18. RESPONSAVEIS
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ANEXO |
CONTEUDO MiNIMO DO PLANO DE AULA - CURSO DE CAPACITAGAO DE OPERADOR

1. MODULO PESSOA (40 horas)
1.1.Introducao ao ABIS. Visao geral do sistema e suas aplicagoes, ferramentas, capacidades e
desempenhos.
1.2.Fluxos do sistema. Visao geral sobre os fluxos de trabalho que os dossiés podem percorrer
para insergao de PESSOAS.
1.3.Ferramenta de captura de dados.
1.3.1. Tipos de inclusao (ficha digitalizada, individuais, NIST, somente foto, scanner,
etc.);
1.3.2. Tratamento de resolugdo de imagem na ferramenta (contagem de cristas,
contagem de mm ou polegadas, alteragcdo somente de metadados);
1.3.3. Insercdes para diferentes coletas (somente dedos, dedos e palmas, somente
roladas, roladas e batidas e etc.) com ou sem foto;
1.3.4. Dados do fluxo: niumero de candidatos, prioridade, fluxo passando por UL etc.
1.4.Ferramenta de visualizacdo de pesquisas pendentes.
1.4.1. Controle de qualidade e suas funcionalidades
1.4.2. Realizacao de Pesquisas e ACE-V:
1.4.2.1. Verificagao de PESSOA/PESSOA,;
1.4.2.2. Validagdo de PESSOA/PESSOA;
1.4.2.3. Consisténcia de PESSOA/PESSOA;
1.4.2.4. Verificagado de PESSOA/Latente Finger ou Face;
1.4.2.5. Validagado de PESSOA/Latente Finger ou Face;
1.4.2.6. Consisténcia de PESSOA/Latente Finger ou Face;
1.4.3. Controle de ID;
1.4.4. Confirmacao de delegéao;
1.4.5. Verificagao de status, histérico e outros metadados do dossié;
1.4.6. Ferramenta grafico;
1.4.7. Relatdrios de correspondéncia, mapas de minucias, histérico de
modificagdes; (mindcias e melhorias graficas) e etc.
1.5.Ferramenta de consulta e recuperacao de dados visando consulta, alteragcdo ou
relancamento.
1.5.1. Buscas pelos diferentes campos - incluindo consulta onomastica;
1.5.2. Impresséo de uma ficha;
1.5.3. Exportagédo de uma ficha — NIST e outros;
1.5.4. Relangamento da ficha em uma nova busca - aberta, fechada (ou interabis),
versus TP ou UL;
1.5.5. Exclusdo de uma ficha;
1.5.6. Controle de qualidade a posteriori.
1.6.Ferramenta de confronto ou recuperacgéao de servigos realizados.
1.6.1. Confronto entre impressoes e atentes externas ao ABIS;
1.6.2. Confronto entre impressoes e latentes externas ao ABIS com interna e vice-
versa;
1.6.3. Recuperar servigos ja realizados como PESSOA/PESSOA ou PESSOA/LATENTE.
1.7.Gerenciador de listas. Criagéo de listas para confrontos fechados.
1.8.Customizagoes da ferramenta. Alteragcdes de cores, dimensdes e disposicdo dos
elementos graficos na tela etc.
1.9.Resolugées de problemas a nivel de usuario. Dossiés represados, licengas, servigos etc.
2. MODULO LATENTE (40 horas)
2.1.Fluxos do sistema. Visdo geral sobre os fluxos de trabalho que os dossiés podem percorrer
parainsergdo de LATENTES.
2.2.Regras de codificagdo. Como o sistema enxerga as minucias? O operador precisa entender
para marcar como a maquina marca.
2.3.Ferramenta de captura de dados.
2.4.Caso Pericial:
2.4.1. Criagao e alteragao de Caso Pericial;
2.4.2. Criagéo e alteragéo de Evidéncia;
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2.4.3. Criagao e alteragao de Latente — possiveis melhorias da imagem;
2.4.4. Criagao e alteragao de codificagao e seus filtros;
2.4.5. Envios (aberta, fechada, interabis);
2.4.6. Pessoas excluidas do caso.
2.5.Recuperacao de casos:
2.5.1. Alteragéo do caso;
2.5.2. Exportagao do caso;
2.5.3. Estatisticas do caso;
2.5.4. Filtros —agéncia, niumero, nimero antigo, expert etc.
2.6.Ferramenta de fluxo.
2.7.Realizagao de Pesquisas e ACE-V.
2.8.Verificagdo de LATENTE/PESSOA.
2.9.Validagao de LATENTE/PESSOA.
2.10.Consisténcia de LATENTE/PESSOA.
2.11.Confirmacao de delecao.
2.12.Verificacao de status, histérico e outros metadados do dossié.
2.13.Ferramenta grafico.
2.14.Relatorios de correspondéncia, mapas de minucias, histérico de modificagcoes
(minucias e melhorias graficas) e etc.

3. MODULO FACE (20 horas)
3.1.Caso Pericial.
3.1.1. Criagao e alteragao de Caso Pericial;
3.1.2. Criagao e alteragao de Evidéncia;
3.1.3. Criagao e alteragao de Latente — possiveis melhorias da imagem;
3.1.4. Criagao e alteragao de codificagao e seus filtros;
3.1.5. Envios (aberta, fechada, interabis);
3.1.6. Pessoas excluidas do caso;
3.1.7. Realizagéo de Pesquisas e ACE-V.
3.2.Conhecimento em regulagao, leis e politicas ligadas ao uso de biometrias.
3.3.Risco de Vieses do Sistema.
3.3.1. Falsos Positivos e Falsos Negativos;
3.3.2. Calibragem e Ajuste do Sistema;
3.3.3. Configuragao para diferentes circunstancias e riscos.
3.4.Risco de Vieses do Operador.
3.4.1. Superestimacao da propria capacidade;
3.4.2. Dependéncia da tecnologia (score);
3.4.3. Pontos cegos;
3.4.4. Preconceito diversos, inclusive de racga.
3.5.Consciéncia do Risco de Manipulacao de Imagens.
3.6.Politicas de mitigacao de riscos.
3.7.Compreensao dos documentos técnicos gerados e de sua aplicagéo.
3.8.Conhecimento de processos de governanga de dados, incluindo coleta,
armazenamento, integridade e rastreabilidade dos dados.

4. MODULO ESTAGAO DE COLETA E DISPOSITIVO DE AUTENTICAGAO (10 horas)
4.1.Estacao de Coleta Fixa.
4.1.1. Tipos de incluséao (ficha digitalizada, individuais, NIST, somente foto, scanner,
etc.);
4.1.2. Insergdes para diferentes coletas (somente dedos, dedos e palmas, somente
roladas, roladas e batidas e etc.) com ou sem foto.
4.1.3. Dados do fluxo: numero de candidatos, prioridade, fluxo passando por UL etc.
4.2.Conexao com o ABIS/PF.
4.3.Dispositivo de Autenticacao Moével.
4.4.Resolucdes de problemas a nivel de usuario. Dossiés represados, licengas, servigos etc.
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ANEXO Il
CONTEUDO MiNIMO DO PLANO DE AULA - CURSO DE CAPACITAGAO DE ADMINISTRADOR

Apresentagao da arquitetura;
Apresentacgao da configuragao instalada;
Administracao de rede;

Solugéao antivirus;

Aspectos de administragéao do SGBD (Sistema Gerenciador de Banco de Dados) relacionado com o

sistema;

Backup e Solugao Disaster Recovery (DR);

Verificagao de backup e DR;

Tarefas didrias;

Ferramentas de Supervisao aplicativa do sistema;

Supervisao dos aplicativos Web;

Ferramenta de edigéo do fluxo do sistema;

Ferramenta de cadastramento e controle de usuarios e unidades.

Mddulos operacionais e administrativos do sistema implantado.

Instalagéo Fisica, Gerenciamentos e Monitoragéo;

Utilizagao do Software ou Interface de Gerenciamento;

Verificagao e Isolamento de erros;

Reconfiguragao do Sistema;

Procedimentos de Recuperagéo em caso de falha de componentes;

Atualizagéo dos componentes de software e Firmware do sistema;

Configuragao para operagao dualizada ou de Alta Disponibilidade;

Configuragao para operagdes de desastre e recuperagao de dados.

Geracgéao de relatérios para andlise dos eventos registrados pelo sistema (LOGs, acessos de
usuarios, visualizagéo de licengas, status do sistema etc.);

Importagao e exportacao de dados para outras bases de dados utilizando as ferramentas do
sistema;

Exploragéo pratica, em diversos cenérios indicados pelos treinandos, das potencialidades do
sistema.

Configuragoes de usudrios, administradores, supervisores, estagdes de trabalho, criagdo e
eliminacao de senhas, criagdo de tabelas de privilégios por tipo de usuarios etc.

Melhores praticas para geragédo das midias gravadas, backup, recuperagao de backups, e demais
operagOes para extragao e gravacao das secoes de trabalho.

Outros tépicos necessarios para o pleno dominio da Plataforma de Storage e suas Integragdes.
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5.

ANEXO Il
PLANO DE AGAO EDUCACIONAL

NOME DA AGAO EDUCACIONAL (curso, treinamento, workshop, seminario etc.)

JUSTIFICATIVA (Conjunto de informacgdes e analises que lastreiam a realizagdo da agao educacional):
OBJETIVOS (estabelecimento dos resultados esperados com a realizagao da agao educacional):
PUBLICO-ALVO (a quem se destina a acdo educacional):

CRITERIO DE PARTICIPAGAO (fixacdo de pré-requisitos aos alunos, cuja existéncia é necessaria para
que a agao educacional alcance os objetivos estabelecidos na carga-horaria fixada):

ORGANIZAGAO

5.1. Metodologia (Estabelecimento da metodologia adequada a construgdo do conhecimento e ao alcance
dos objetivos estabelecidos, dentre diversas estratégias - aulas expositivas dialogadas, apresentacao de
slides, conceituagéo tedrica ilustrada por situagdes reais, estudos de casos, dindmicas de grupo, aulas
praticas, visitas técnicas supervisionadas, realizagéo de trabalhos individuais e coletivos, apresentagdes
etc.).

5.2. Duragao

5.2.1. O curso sera realizado no periodo XXXXX, com carga horaria total de XXXX (XXXXXXX) horas-aula,
distribuidas em XXXX (XXXX) dias letivos, com X (XXX) horas-aula de atividades diarias.

5.3. Distribuicao do tempo

L0 T I =YY 4 T - TN XX h/a
5.3.2. PratiCa .ccceuieiinieiniinieininiinceinereceecaesacsesensassnssnsensansnssanes XX h/a
5.3.3. TOtAL cuurunienreneenerecenereceneracencenncencsassncennsencssssansennssnesnnns XX h/a

5.4. Grade Curricular (Disciplina ou conjunto de disciplinas que serdo ministradas)

DISCIPLINA EMENTA CARGA-HORARIA

5.5. Grade Horaria (Distribuicdo da carga-horaria da(s) disciplina(s) pelo periodo estabelecido para a
realizagdo da agao educacional)

| GRADE HORARIA

| DATA

HORARIO

08h00/09h00 | 09h10/10n10 | (...) ()

DISCIPLINA/PR
OFESSOR

5.6. Frequéncia (Estabelecimento dos critérios de participagéo e aproveitamento da agdo educacional.
Exemplo: Sera conferido certificado de aproveitamento aos participantes que obtiverem frequéncia minima
de XXXXX% da carga horaria total da agéo educacional)
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6. EQUIPE TECNICO-PEDAGOGICA
7.DISPOSIGOES DIVERSAS

7.1. O curso sera realizado (localidade)

7.2. Os conteudos programaticos serdo ministrados de conformidade com o Plano de Disciplina elaborado
pelos docentes ou prestador de servigo.

7.3. Os casos omissos serao dirimidos pelo INI/DPA/PF e pela DTI/PF.

CONTRATADO

Aprovo,
Brasilia/DF, ___de de20__

CONTRATANTE

Conteudo para uso
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ANEXO IV

AVALIAGAO DE REAGAO E SATISFAGAO DA AGAO EDUCACIONAL

ASPECTO
AVALIADO

ITEM

QUESITO

CRITERIOS DE AVALIAGAO

EXCE
LENTE

BOM

REGULAR

RUIM

PESSI
MO

ESTRUTURA DO
CURSO

O curso apresenta um plano de
ensino bem definido e estruturado?

Os conteudos abordados foram
adequados para a formacgao técnica
do instrutor (multiplicador) do
sistema ABIS?

O curso abordou de forma
satisfatoria os aspectos tedricos e
praticos do sistema?

Os exercicios praticos foram
suficientes e relevantes na
assimilagédo do conteudo?

A carga horaria é adequada para o
aprendizado completo da tecnologia
ABIS?

As instalagdes e os equipamentos
atenderam as necessidades do
treinamento?

CONTEUDO
TECNICO E
APLICABILIDADE

Os conceitos técnicos sobre
biometria e funcionamento do ABIS
foram bem explicados?

O curso cobre conceitos
fundamentais e avancados de
biometria (impressao digital,
reconhecimento facial)?

Ensina a operagéao pratica do
sistema ABIS, incluindo captura,
processamento, edi¢cao, andlise e
comparagéao de dados biométricos?

10

Apresenta cenarios reais de
aplicagao, como registro, pesquisa e
identificagao civil e criminal? O
material didatico (cadernos
didaticos, manuais, apresentagoes,
textos etc.) disponibilizado auxiliou
no processo de aprendizagem?

11

Apresenta cenarios reais de
aplicagao, como registro de casos
periciais papiloscépicos e faciais,

pesquisa e solugao de crimes?

12

Apresenta cenarios reais para a
utilizacao de ferramentas, filtros e
edicdo avangadas em evidéncias

modelo?

13

Vocé se sente preparado para
utilizar o sistema ABIS, estando apto
a elaborar treinamentos de
utilizagao do Sistema ABIS para
operadores?
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EXECUGAO -
METODOLOGIA
DE ENSINO

14

As aulas combinam teoria e pratica
de maneira equilibrada?

15

Ha demonstragdes ou simulagoes
reais do uso do sistema ABIS?

16

Os alunos tém acesso ao ambiente

de treinamento com acesso a todas

as funcionalidades necessarias para
o aprendizado?

17

Disponibiliza materiais de apoio,
como apostilas, videos e exercicios?

QUALIFICACAO
DOS
INSTRUTORES

18

O instrutor demonstrou didatica
eficiente e experiéncia pratica sobre
o sistema ABIS?

19

O instrutor utilizou exemplos
praticos para facilitar o
aprendizado?

20

O instrutor respondeu de forma
satisfatoria as duvidas dos
participantes?

RECURSOS E
INFRAESTRUTURA
(LOGISTICA)

21

O curso oferece acesso a
plataformas reais ou simuladas do
sistema ABIS?

22

O acesso ao sistema ABIS durante o
treinamento foi eficiente e sem
problemas técnicos?

AVALIACAO E
CERTIFICAGAO

23

Ha avaliagdes praticas para medir o
desempenho dos alunos?
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ANEXO V

PAUTA DE CONTROLE DE FREQUENCIA

CONTROLE DE FREQUENCIA - ALUNOS

ACAO EDUCACIONAL:

PAUTA REFERENTE AO DIA: PERIODO*: (MANHA/TARDE/NOITE)

NOME COMPLETO ASSINATURA

Conteudo para uso
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ANEXO VI

LISTA MiNIMA DE APIS A SEREM DISPONIBILIZADAS

Insercao de Registro no ABIS: Objetivo: Inserir novo registro com dados identificativos e biométricos.
Entrada esperada: Dados identificativos, imagens faciais (base64, fotografias frontal, diagonal e
laterais), imagens de impressoes digitais (10 roladas, 4 batidas), formatos JPG/PNG. Saida minima:
Aceito e ID de fluxo com posterior envio de Identificador do novo registro ou nao aceito.

Recuperagao de Dados por Identificador de Pessoa: Objetivo: Retornar todos os registros, dados
identificativos e biometrias vinculados. Entrada minima: Identificador numérico da pessoa. Saida
minima: JSON com dados da pessoa.

Recuperagao de Registro Especifico: Objetivo: Retornar dados de um registro especifico. Entrada
minima: Identificador de pessoa. Saida minima: JSON com dados do registro correspondente.
Consulta de Status do Fluxo de Trabalho: Objetivo: Consultar status de um workflow no sistema.
Entrada minima: Identificador de fluxo. Saida minima: Status do fluxo.

Comparagao com Base de Latentes (TP/UL): Objetivo: Comparar impressoes digitais com banco de
latentes nao resolvidos. Entrada minima: De 1 a 10 impressoes digitais. Saida minima: Aceito com ID
de fluxo com posterior envio de correspondéncia ou nao aceito.

Comparagéao de Palmares com Latentes (PP/UP): Objetivo: Comparar impressao palmar com banco
de latentes néo resolvidos. Entrada minima: Impressao palmar. Saida minima: Aceito com ID de fluxo
com posterior envio de correspondéncia ou nao aceito.

Comparagéao de Latente com Base de Pessoas (LTTP/LPTP): Objetivo: Verificar correspondéncia de
impressédo latente com banco de pessoas. Entrada minima: Fragmento de impressao digital ou
palmar. Saida minima: Aceito com ID de fluxo com posterior envio de correspondéncia ou nao aceito.
Comparagéao de Latente com Base de Pessoas (LTTP/LPTP): Objetivo: Verificar correspondéncia de
impresséao latente com banco de pessoas. Entrada minima: Fragmento de impresséao palmar. Saida
minima: Aceito com ID de fluxo com posterior envio de correspondéncia ou ndo aceito.

Comparagéao de Latente com Base de Latentes (LTUL/LPUP): Objetivo: Comparar impressao latente
com outras latentes ndo resolvidas. Entrada minima: Fragmento de impresséo digital ou palmar. Saida
minima: Aceito com ID de fluxo com posterior envio de correspondéncia ou nao aceito.

Comparacgéao de Latente com Base de Latentes (LTUL/LPUP): Objetivo: Comparar impresséo latente
com outras latentes nao resolvidas. Entrada minima: Fragmento de impresséo palmar. Saida minima:
Aceito com ID de fluxo com posterior envio de correspondéncia ou ndo aceito.

Exclusdo de Pessoa: Objetivo: Executar fluxo de exclusdo de pessoa. Entrada minima: Identificador de
pessoa. Saida minima: Aceito ou ndo aceito.

Exclusdo de Registro: Objetivo: Executar exclusdo de registro especifico. Entrada minima:
Identificador de registro. Saida minima: Aceito ou ndo aceito.

Localizagao de Pessoa por Filtros: Objetivo: Buscar pessoa usando multiplos filtros identificativos.
Entrada minima: Dados de pesquisa. Saida minima: JSON com identificadores compativeis.
Atualizagédo de Dados por ldentificador: Objetivo: Atualizar dados identificativos de pessoa
cadastrada. Entrada minima: Dados de atualizagdo e identificador de registro. Saida minima: Aceito
ou nao aceito.
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ANEXO VII

CRONOGRAMA DE IMPLANTAGAO

Entrega do
Projeto
Executivo

Entrega do
hardware para a
migragio e

deduplicagZo

Entrega dos
servigos de

instalaco e de

Entrega da
e .
deduplicagio de Inicio do
dadose da Servigo de
Comparagio

REPRESENTAGCAO DO CRONOGRAMA DE IMPLANTAGAO DA SOL

CAO EM MESES

1
16117 [18] 19

ATIVIDADES 3 5 6 10 | 11 (12 | 13 | 14 | 15 120
Projeto Executivo
Customizagao para Atender Requisitos
Servigo de Migracdo e Instalacdo de Hardware
Deduplicagdo de dados Migracdo e Deduplicacdo
Servico de Instalacao Nacional dos Sistemas Clientes
Servigo de Capacitacdo dos servidores da CONTRATANTE
Servigo de Compara¢3o Biométrica (ABIS) com capacidade para
277 milhGes de pessoas e Manuten¢do do Sistema
. : |
Breio senicpde: migragio e deduplicagio de
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