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1. Unidade I - Consideracoes
iniciais

O Cadastro Nacional de Informacgdes Sociais - CNIS é a plataforma destinada a
concentrar informacdes previdenciarias, trabalhistas e sociais e tem por finalidades
precipuas possibilitar a execucdo de politicas publicas e o reconhecimento de direitos
previdenciarios.

Os riscos para o CNIS tém gestdo compartilhada, observadas as competéncias legais
de cada érgdo, no que se inclui os gestores das bases de dados que geram insumos
para o referido Cadastro. O Decreto n° 10.047, de 9 de outubro de 2019, estabelece
em seu art. 3°, 88 4° e 5° que compete aos 6rgaos e entidades da administracao
publica federal assegurar que as informacdes constantes de suas bases de dados
estejam corretas e atualizadas, sendo que o Instituto Nacional do Seguro Social - INSS,
no exercicio das competéncias, ndo € responsavel pelas inconsisténcias existentes nas
bases de dados mantidas por outros érgaos e entidades.

A Portaria Conjunta MPS/INSS n° 3, de 16 de janeiro de 2024, ou o ato que vier a
substitui-la, define as diretrizes de governanca do CNIS e estabelece orientaces para
o INSS exercer suas atribuicdes de administrar e operacionalizar o CNIS.

As bases, sistemas e repositorios incorporados ao CNIS tém por finalidade:
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I - promover a desburocratiza¢ao e a simplificagdo dos atos administrativos,
assegurando melhor atendimento ao cidaddo, nos termos da Lei n® 13.726, de 8 de
outubro de 2018;

I - garantir a confiabilidade na utilizacao dos dados, mediante:

a) analise de requerimentos, possibilitando a confirmacgao das circunstancias de
elegibilidade ou inelegibilidade aos beneficios requeridos, prevenindo fraudes e/ou
desvios no reconhecimento de direitos;

b) cruzamento de dados, preferencialmente de forma automatizada;
I1I - aprimorar os mecanismos de analise automatica de beneficios; e

IV - facilitar o acesso, em base unificada, pelo cidaddo, aos seus dados sob gestao de
diferentes 6rgaos publicos, bem como aos érgaos e entidades do Poder Publico.

Quanto aos niveis de acesso ao sistema CNIS, sdo previstos os seguintes:
 Nivel Basico: acesso aos dados cadastrais de pessoas fisicas e seus elos;

¢ Nivel Intermediario: acesso aos dados cadastrais e a vida laborativa e
previdenciaria, sem exibi¢cdo de remuneracdes, salarios e contribuicdes; e

* Nivel Completo: acesso aos dados cadastrais e a vida laborativa e previdenciaria,
incluindo remuneracdes, salarios e contribuicdes, observada a avaliacao prevista
nos arts. 198 e 199 da Lei n° 5.172, de 25 de outubro de 1966 (CAodigo Tributario
Nacional).

Entre as formas de acesso previstas, inclui-se o acesso on-line ao sistema CNIS,
realizado diretamente mediante o uso de certificado digital do tipo A3, com
liberacdo das informacdes conforme a classificacdo do nivel de acesso autorizado.

O 6rgao ou entidade autorizado a acessar o sistema CNIS compromete-se,
previamente, perante o INSS, a observar os critérios técnicos e de sequranca para o
acesso as informacgdes contidas no CNIS, conforme o nivel de acesso disponibilizado, e
a utilizar tais informagdes exclusivamente nas atividades que |lhe compete exercer,
para alcancar os objetivos e finalidades declarados, além de manter sigilo sobre os
dados recebidos.

O 6rgdo ou entidade autorizado a acessar o sistema CNIS também se compromete a
exigir, previamente, dos usuarios cujos acessos on-line ao sistema CNIS serdo

autorizados, que preencham e assinem o Termo de Compromisso de Manutencdo de
Sigilo - TCMS, previsto na Portaria Conjunta MPS/INSS n° 3, de 16 de janeiro de 2024,
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ou em ato que a substitua, mantendo tais termos em arquivo proprio, passivel de
solicitacdo pelo INSS a qualquer tempo.

A quebra do sigilo das informacdes disponibilizadas, fora das hipdteses
expressamente autorizadas, sujeitara o infrator as san¢des penais, civis e
administrativas previstas na legislacao aplicavel.

Este guia destina-se aos 6rgaos e entidades autorizados pelo Ministério da Previdéncia
Social - MPS ou pelo INSS a acessar o sistema CNIS de forma on-line, com o objetivo de
orienta-los sobre o cadastramento de usuarios, a concessao e o controle dos acessos
atribuidos, bem como tratar, brevemente, do acesso ao CNIS (aplicagcdo Portal CNIS).
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2. Unidade II - GID e GPA no
GERID

2.1. Orientacoes iniciais

O novo Gerenciador de Identidades - GERID é o software provido pela Empresa de
Tecnologia e Informacgdes da Previdéncia - Dataprev, responsavel por gerenciar os
perfis e as permissdes de acesso de cada usuario as aplica¢des corporativas
integradas, entre elas o sistema CNIS.

O médulo Gerenciamento de Identidades - GID, no GERID, é utilizado para realizar o
cadastro de usuarios externos ao INSS. Permite, por exemplo, o prévio cadastramento
de usuarios externos que receberdo credencial de acesso ao sistema CNIS, com a
vinculagcao ao seu 6rgao ou entidade (do tipo CNPJ).

O médulo Gestao de Permissdes de Acesso - GPA, no GERID, é utilizado para realizar
a manutenc¢ao do cadastro de sistemas (bem como de todos os subsistemas e papéis
envolvidos), e de credenciais concedidas aos usudrios cadastrados na base. Essas
credenciais podem estar relacionadas ou aos papéis de acesso as aplicacbes parceiras
ao GERID, como o CNIS, ou aos papéis de gestao do préprio GERID, que permitem o
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acesso aos moédulos GID e GPA pelos gestores responsaveis.

Nesse sentido, o médulo GPA é utilizado, por exemplo, para conceder a autoriza¢do de
acesso (credencial de acesso) ao sistema CNIS aos usuarios do 6rgao ou entidade cujo
pedido de acesso on-line foi deferido pelo MPS ou INSS.

Importante
O acesso aos modulos GID e GPA, no GERID, é realizado
pelo sitio eletrénico https://inss.gerid.dataprev.gov.br/.

2.2. Cadastradores e Gestores de Acesso
Externos

O 6rgao ou entidade autorizado a acessar o sistema CNIS, de forma on-line, deve
indicar ao INSS dois usuarios, Titular e Substituto, que atuardo como Cadastradores
Externos (no caso do CNIS, aplicavel ao érgao ou entidade do tipo CNPJ) e Gestores de
Acesso Externos.

Atencgao

Esses dois usuarios serdo responsaveis pelo cadastramento
prévio dos demais usuarios no GID (no caso do CNIS,
aplicavel ao 6rgao ou entidade do tipo CNPJ), pela concessao
e pelo controle dos acessos concedidos ao sistema CNIS no
maodulo GPA aos usuarios externos do 6rgdo ou entidade,
bem como pela orientagdo quanto ao uso responsavel e
adequado das permissdes atribuidas.
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O papel para acesso ao GID, denominado CADASTRADOR_EXTERNO, relativo ao
sistema GERID e subsistema GID_EXTERNO, sera concedido, pelo INSS, aos dois
usuarios externos designados (Titular e Substituto) pelo érgao ou entidade do tipo
CNPJ.

Além disso, conforme consta no Manual do GERID, disponivel mediante o acesso ao
sitio eletrénico https://inss.gerid.dataprev.gov.br/, a Gestao de Acesso (papel de
Gestor de Acesso) sera concedida ao Titular e Substituto designados pelo 6rgao ou
entidade.

2.2.1. Cadastradores Externos (Titular e Substituto)

Para 6rgaos ou entidades do tipo CNPJ, havera necessidade de cadastramento dos
dois usuarios indicados no GID, na qualidade de Cadastradores Externos (Titular e
Substituto), mediante a informac¢ao do CPF, nome completo, e-mail e telefone/celular,
razao pela qual o 6rgao ou entidade deve apresentar tais dados ao INSS, quando
solicitado.

Esses Cadastradores Externos (Titular e Substituto) serdo responsaveis por efetuar
previamente os cadastros dos demais usuarios externos do respectivo érgao ou
entidade (CNPJ) no GID.

Atencao

Para 6rgados ou entidades do tipo GOV, ndo havera
necessidade de cadastramento dos dois usuarios
indicados no GID, na qualidade de Cadastradores
Externos (Titular e Substituto), razdo pela qual esses
usuarios também nao precisardo cadastrar, previamente,
os demais usuarios do 6rgao ou entidade no GID para,
posteriormente, conceder a autorizacdo de acesso ao
sistema CNIS no médulo GPA.
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2.2.2. Gestores de Acesso Externos (Titular e Substituto)

Os dois usuarios indicados pelo 6rgao ou entidade serdo os Gestores de Acesso
Externos ao sistema CNIS, sendo responsaveis pela concessao e pelo controle dos
acessos atribuidos aos usuarios externos do seu 6rgao ou entidade.

Atencgao

Os Gestores de Acesso Externos ndo podem atribuir
acesso ao sistema CNIS:

a) a menores de 18 (dezoito) anos, salvo os
devidamente emancipados que tenham tomado posse
em cargo publico por decisao judicial;

b) a estagiarios, visto que o acesso ao referido sistema
nao é considerado essencial para o desempenho das
atividades relacionadas a area de sua formacgao
profissional;

C) a terceirizados ou contratados; e

d) antes da data de entrada em exercicio do usuario.

Os Gestores de Acesso externos ao sistema CNIS sdo responsaveis pela
exclusao/inativacao dos acessos de usuarios aposentados, cedidos, exonerados,
falecidos ou envolvidos em inquérito penal ou processo administrativo disciplinar
decorrente de infracbes cometidas no exercicio das atribui¢des do cargo.

2.3. Cadastro de usuarios no modulo GID

Ao acessar o GERID, por intermédio do sitio eletrénico
https://inss.gerid.dataprev.gov.br/, o Titular ou Substituto é direcionado para o
modulo CAS, responsavel somente pelo processo de autenticacdo. Uma vez efetuada a
autenticagado, € redirecionado para o moédulo desejado, GID ou GPA.
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Para o acesso ao modulo GID, o Titular ou Substituto do 6rgdo ou entidade deve
selecionar o papel “CADASTRADOR_EXTERNO":

= [ 08 2 ge catagrey o, br

ﬂyﬁ.ﬁﬂi PREV

GERID

CPF

Senha

Awisar antes de logar em oulros sites.

Entrar

O

Entrar com Certificado Digital

Imagem 1 - GERID: tela de login

Voltar ao topo 12



PREVIDENCIA SOCIAL - fmmm
¢3 Gerenciamento de Permissoes e Acessos

ST ITUTD MACHOMAL D0 5 DGURD SOCIAL

Seleclo de papel

Selecione o papel a ser exercido

L TG e N | Selecionar |

Imagem 2 - GERID: selecionar o papel a ser exercido

",

Em sequéncia, no menu “Cadastros”, clicar em “Usuarios externos”:

@ FREVIDENCIA SOCIAL Gerenciamento de Permissoes e ACessos

IHEET IT LT MACHCRAL DO 5 EGAIRD SOCIAL
Inicio Cadastros = Relatbrios =  Sair Supoie (k]

Usiarios. gubemas
GPA 1 G e v et § 8 ACASS0S

Llsuara

Manuals do Sistema
Mangal do GERID
Mudancas no Moo Gard
Manual do MFA
Pomguniss Frequenies

Imagem 3 - GID: menu "Cadastros" > "Usuarios externos"

Ap6s selecionar o Tipo de dominio e a Unidade organizacional, podera “Pesquisar
Usuarios” ou “Cadastrar Novo™:
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@ PREVIDENCIA SOCIAL

Gerenciamento de Permissdes e Acessos
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initie  Cadastros -  Relatérios =  Sair Suparts [7]

Cadastro de usudrios extermos
Pesquisa
* ipo domini [~

* Unidade organizacional: Seiecione.. ~

Usuaria;

Imagem 4 - GID: pesquisar usuarios ou cadastrar novo

2.3.1. Cadastro de novo usuario

Para cadastrar novo usudario, o Titular ou Substituto devera clicar em “Cadastrar Novo”
e, posteriormente, informar o CPF do usuario a ser cadastrado, bem como clicar em
“Verificar Usuario”:

49 PREVIDENCIA SOCIAL

Gerenciamento de Permissdes e Acessos

INET U0 HACSOMAL Os0 BECUGD SOCIAL

Iniicio Cadastros =  Relatbricos = Sair

Cadastie de usudrios externos
0. CAM{OS. DY ChOns COM ASI0NSC0{" ) 550 dib DnChimante congatong

Dades do usuing

Tipo dominio: CHP.J
Unidpde organizacsonal: =

- Verificar Usuiric

Imagem 5 - GID: CPF do usuario a ser cadastrado

Em seqguida, devera informar os dados requeridos, entre eles o e-mail institucional
valido do usuario, bem como clicar em “Confirmar”:
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@ PREVIDENCIA SOCIAL

Gerenciamento de Permissdes e Acessos
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Cadastro de USUAros axbemos
O campas precadidos com astensco(” ) a0 do presnchimanio obagalino.

Dados do usuding

Tipe dominéa: CHPJ
Unidade coganizacional: CNPJ
CPF:
Nome l:\nmpl:h:[ I

* E-mail:

* Confirmar e-mail:
Titubar da wnidads:
Substitito da wnidade:
Teletone:
Celular:
UF; Seegone.. -
Municipso: See

Imagem 6 - GID: cadastro de usudrios externos

Ap0s efetuar o cadastro do usuario, devera efetuar a pesquisa desse usuario,
informando o CPF no campo “Usuario” e clicando em “Pesquisar Usuarios”. O objetivo
dessa pesquisa é verificar se o status desse usuario consta como “ATIVO":

&) PREVIDENCIA SOCIAL

Gerenciamento de Permissdes e Acessos

TUTD RACHMAL DO 5 DGURD SOCIAL

Inicio Cadastros = Relatbricos =  Sair Suporie (ki

Cadastro do usudrlos externas
Pesquisa
* Tipo dominio:[Selecone__~ |
* Unidade organizacional: Ssiecions.. -

Usuaria;

Imagem 7 - GID: pesquisar usuarios
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Gerenciamento de Permissdes ¢ Acessos
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Cadastro de usudnos externos

Fesquisa
o0 omese
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Resultado da Pespaias de Usuirios sm CNPEJ

TitulasSabeStulo; 013167 SRI00106 CNF
CHP) - Satusclo: ATRG
CHPJ - Stuacha: ATIVG

Titulas
Subatitulo.
I~ ™ N R T

T B E

Imagem 8 - GID: resultado de pesquisa de usuario

Importante

Somente pode ser cadastrado, no GID, o usuario que:
* ndo possua registro de 6bito;

* esteja com CPF em situacdo REGULAR ou PEDENTE
DE REGULARIZACAO (RFB);

* cujo nome seja 0 mesmo registrado na base de CPF
da RFB; e

* ainda ndo esteja cadastrado.

2.3.2. Alteracao de usuario cadastrado

Caso haja necessidade de alterar dados de usuario anteriormente cadastrado, o
Titular ou Substituto deve pesquisar esse usuario e, em seguida, clicar no icone
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destinado a alteragao, conforme demonstra a imagem abaixo:

Gerenciamento de Permissdes e Acessos

“ Tipo dominie [0~
* Unidads sfganicasional. R
Unasrio:

Henultass da Pesguina de Ususrios sm 013167690001 86 CNPY

Titular! Bubstitubo: 01 318780030 188.CHPJ

Titulas CHJ - Sadusclio. ATRD

Subatitube CHPJ - Suaclao: ATIVD

Imagem 9 - GID: alteracao de usuario

Ja na tela sequinte, realizar as altera¢des necessarias e permitidas, bem como clicar
em “Confirmar”.

Alguns dados cadastrais nao podem ser alterados no GID. Nestes casos, a alteracao
deve ser solicitada via sistema de chamados (Pronto).

2.3.3. Inativacao de usuario cadastrado

Se houver necessidade de inativar usuario ja cadastrado e com status ativo, o Titular
ou Substituto deve pesquisar esse usuario e, em seguida, clicar no icone destinado a
inativagao:
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Imagem 10 - GID: inativa¢do de usuario

Na tela seguinte, deve informar o motivo e clicar em “Confirmar”:

¢3 PRE VIDENCIA SOCIAL

Gerenciamento de Permissoes ¢ Acessos

Inigis Cafadires = Relabdrios = Sair

[T GNP
Cadastro de wsudrios exteEmos

Oy campors prevedudos. Com aserrond "] s de proenchemoenis obngadng
A Mova situacda entrars em vigor assim qus wocs clicar em Confirmar.

Butun da Uil

A Move Stusclo entrand em vigor assim que vocd clicar sm Confirmar,

Tigss dhominie: CHPY
liredade organizacsnal xR
L= B
Mams omplato:
Auagbo abaal: ATRD
Hova Situaglo: INATIVO
= Momvo | ]

Imagem 11 - GID: informacao do motivo da inativacao
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2.3.4. Reativacao de usuario

Se necessario, o Titular ou Substituto também podem reativar um usuario.

O Titular ou Substituto deve pesquisar o usuario e, em seguida, clicar no icone
destinado a reativagao:

Gerenciamento de Permissdes ¢ Acessos

) PREVIDENCIA SOCIAL

Cadiitros = Relitdiios =  Balr

[T CHRJ
‘Cadastro de usudrios extermos
Pesquiss
* i damiis
Unidaste orgarisacionsl = ]
RLUE
Reaultsda os Feegiins o8 Lluasrion $m =
Titular! Substitute: 01318789000 188 CHPY
Titudar CHPJ - Ssdusclo ATRVOD
Subattuly SRS - Batuacia: ATRO
Usudrion
oPF | Home [ Status Ay
BLATI0 [ 4

Imagem 12 - GID: reativagdo de usuario

Pelo GID, o Titular ou Substituto também pode pesquisar via menu “Relatérios”, em
“Usuarios Externos”, a relagao de usuarios cadastrados do seu 6rgao ou entidade, com
0s respectivos status:

Voltar ao topo 19



‘9 PREVIDENCIA SOCIAL
st

Gerenciamento de Permissdes e Acessos

F LT RACHOMAL D SDOURD SOCAL

Iracio Cadastros = Helatdrios = Sair
Uisahiion satemos i Ly
GPA [ Gerenciaments
Mashars Credonoan,
Manuals oo Jistems
o GERID

Potgurdirs Fiogestoes

Imagem 13 - GID: menu "Relatérios" > "Usuarios externos"

Pode pesquisar, ainda, via menu “Relatérios”, em “Minhas Credenciais”, as suas
respectivas credenciais:

‘9 PREVIDENCIA SOCIAL

Gerenciamento de Permissoes ¢ ACessos

ET E LT MACRCRAL [0 B EGHURD BOOIAL

iedcio Cadastren - felatdrios = Eair

Utsasidricrs, eoiemaos. [T
GPA o1 Genenciamsents

rhan Crctoncaan, A

Manuais do Sistema
biariaal S GERID
Miances no Rovs Goand
Ml & MFA

Fiprmusins. Frogusies

CHPY

Imagem 14 - GID: menu "Relatérios" > "Minhas credenciais"
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2.4. Concessao e controle de acessos ao
sistema CNIS no médulo GPA

Para 6rgaos ou entidades do tipo CNPJ ha necessidade de o Cadastrador Externo
(Titular ou Substituto) realizar previamente, no GID, o cadastramento do usuario que
receberd autorizacdo de acesso ao sistema CNIS, no mdédulo GPA.

Importante

Se vier a existir Serventias (CNS) e Bancos com acesso
on-line ao sistema CNIS deferido, também havera
necessidade de prévio cadastramento no GID.

Para 6rgados ou entidades do tipo GOV, ndo ha
necessidade desse cadastramento prévio no GID.

Para a concessao e controle de acessos ao sistema CNIS, o Gestor de Acesso Externo
(Titular ou Substituto) devera acessar o modulo GPA, por intermédio do sitio eletrénico
https://inss.gerid.dataprev.gov.br/, bem como selecionar o papel
“GESTOR_DE_ACESSO":
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Imagem 15 - GERID: tela de login
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Imagem 16 - GERID: selecionar o papel a ser exercido

Caso se trate de 6rgao ou entidade do tipo GOV, o sistema assumira o papel
“GESTOR_DE_ACESSOQO".

Ao Gestor de Acesso é permitido, por exemplo:

e Pesquisar credencial de Acesso;

Alterar credencial de acesso;

Excluir/inativar credencial de acesso;

Conceder credencial de acesso; e

Conceder acesso - Novo Multiplos Usuarios.

Ap6s acessar o modulo GPA, o sistema disponibilizara na tela inicial as credenciais que
expirardo em até sessenta dias, emitidas pelo Titular ou Substituto, de modo que este
podera analisar as referidas credenciais ao clicar em “Analisar credenciais”:
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Imagem 17 - GPA: analisar credenciais

2.4.1. Pesquisa de credenciais de acesso

Ao clicar no menu “Atribuicdes”, em “Autoriza¢des de Acesso”, o Gestor de Acesso
Externo sera direcionado para uma tela que apresenta diversos filtros para pesquisa,
podendo, por exemplo, pesquisar pelo CPF ou e-mail de um usuario se este possui
acesso ao sistema CNIS:
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Imagem 18 - GPA: menu "Atribuicdes" > "Autorizacdes de Acesso"
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Imagem 19 - GPA: pesquisar credenciais

Para pesquisar credenciais ja expiradas/excluidas/inativadas de um usuario, além de
informar o CPF ou 0 e-mail desse usuario, ha necessidade de marcar “Credenciais
expiradas” e depois clicar em “Filtrar”:
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Imagem 20 - GPA: pesquisar credenciais expiradas/excluidas/inativadas
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2.4.2. Alteracao de credenciais de acesso

ApOs efetuar a pesquisa, caso seja identificado que o usuario possui credencial de
acesso, sera possivel ao Gestor de Acesso Externo altera-la, se for o caso, clicando no
icone correspondente:
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Imagem 21 - GPA: alteracdo de credencial de acesso

Através da alteracao, o Gestor de Acesso Externo podera, por exemplo, ampliar a data
de validade de credencial de acesso que ja estava expirada/excluida/inativada, se for o
caso:
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Imagem 22 - GPA: ampliacao de validade de acesso mediante alteracdo de credencial

A data de validade da credencial deve ser superior a data atual e inferior ou igual a
data de validade da credencial de gestao do Gestor Acesso que esta executando a
operacao.

Atencao

Somente podem ser alteradas credenciais de acesso
em subsistema compativel (tipo EXTERNO) e aos
usuarios que:

* ndo possuam registro de 6bito;

* estejam com CPF em situacao REFGULAR ou PEDENTE
DE REGULARIZACAO (RFB);

* estejam cadastrados no GID e com o status ATIVO
(para 6rgao ou entidade do tipo CNPJ); e

* estejam na organizac¢do do Gestor de Acesso.
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Importante

Os usuarios com registro de 6bito ndo poderao ter suas
credenciais alteradas. Nestes casos, as credenciais
somente poderao ser excluidas/inativadas.

2.4.3. Exclusao/inativacao de credenciais de acesso

Caso o usuario possua credencial de acesso valida e haja a necessidade de
exclusdo/inativacdo, o Gestor de Acesso Externo devera clicar no icone destinado a
exclusao/inativacao e, em seguida, confirmar:
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Imagem 23 - GPA: exclusdo/inativacao de credencial
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Imagem 24 - GPA: confirmar a exclusao de credencial

A exclusdo/inativacao da credencial de acesso ocorrera na mesma data e horario
dessa operacao.

As credenciais ndo sao apagadas, elas permanecerao no sistema como inativas e com
a data e hora do momento da inativagao.

2.4.4. Concessao de credenciais de acesso

Para conceder autorizacdo de acesso ao sistema CNIS a um usuario, o Gestor de
Acesso Externo deve clicar no menu “Atribui¢bes”, “Autoriza¢bes de Acesso” e, na tela
seguinte, em “Inserir":
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Imagem 26 - GPA: inserir autorizacao de acesso

Posteriormente, selecionar o sistema (CNIS), o subsistema disponivel, o papel e o tipo
de dominio, bem como informar o dominio, o CPF do usuario, a data de validade, o
periodo de acesso e a hora de acesso (inicio e fim).

Ao preencher o dominio e o usuario (CPF), deve clicar em “Pesquisar” para a devida
validagdo, do contrario, ndo sera possivel confirmar a operacao:
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Imagem 27 - GPA: concessdo de autoriza¢ao de acesso
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Imagem 28 - GPA: concessdo de autoriza¢ao de acesso

ApOds o preenchimento das informacdes necessarias, clicar em “Confirmar”.
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Atencgao

A data de validade da credencial deve ser superior a
data atual e inferior ou igual a data de validade da
credencial de gestdao do Gestor de Acesso que esta
executando a operagao.

O usuario receptor da credencial de acesso somente conseguira acessar o sistema
CNIS mediante o uso de certificado digital do tipo A3, desde que esteja com acesso
vigente e, ainda, apenas durante o horario autorizado (inicio e fim).

Importante
Os usuarios com registro de 6bito ndo poderao obter
credenciais.

2.4.5. Atribuicao de acesso a multiplos usuarios

Também é possivel ao Gestor de Acesso Externo conceder autoriza¢des de acesso a
multiplos usuarios. Basta clicar em “Atribui¢des”, “Autorizacdes de Acesso” e, na tela
disponibilizada, em “Novo Multiplos Usuarios”:
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Imagem 29 - GPA: concessdo de autorizacdes de acesso a multiplos usuarios

Apés preencher os dados requisitados e clicar em “Avancar”, devera preencher o
dominio e o usuario (proceder com as devidas pesquisas para a valida¢ao) e clicar em
“Incluir Usuario”. Somente apos ter incluido todos os usuarios necessarios, devera
clicar em “Concluir™:
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Imagem 30 - GPA: inclusao de multiplos usuarios para a concessdo do acesso
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2.4.6. Transferéncia de Gestao

Ao excluir/inativar uma credencial de gestdo (papel Gestor de Acesso) de um Gestor
de Acesso, as credenciais de acesso atribuidas a usuarios por esse Gestor, que ainda
estdo dentro da data de validade, serdo automaticamente excluidas/inativadas.

Ou seja, os usuarios perderdo os acessos emitidos pelo Gestor de Acesso que teve a
credencial excluida/inativada. Para que isso ndo ocorra, deve-se transferir as
credenciais emitidas por este Gestor para o novo Gestor de Acesso, via menu
“Atribuicdes”, “Transferir Gestao”:
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Imagem 31 - GPA: menu "Atribui¢des" > "Transferir Gestao"

Voltar ao topo 34



T.'_T:!'.I(JPEHI:T.I.?PF.'-A.LI Garenclamanto de Permissdes o Acessos

Cadares * Anibesioies = Relatiiss = imporagdesTaporsagies ©  Sair
Aonmpanhaments S ke

[P s o 8 de cradennan

fpn procasiden < Imeric abngaténa

hirtan ity

S —
e e e

izl

woaos ] 5%

wgegs | 8

L=

Imagem 32 - GPA: transferéncia de gestao

2.4.7. Emissao de Relatorios

Pelo menu “Relatdrios” é possivel emitir diversos Relatérios, tais como:

Emitir Relatdrio - Autorizacdes de Acesso por Gestor;

Emitir Relatério - Papéis do Usuario;

Emitir Relatorio - Papéis e Permissdes por Sistema/Subsistema;

Emitir Relatério - Sistemas e Subsistemas Cadastrados;

Emitir Relatdrio - Usuarios do Papel; e

Minhas Credenciais.
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3. Unidade III - Acesso ao
sistema CNIS

3.1. Acesso ao sistema CNIS

Para acessar o sistema CNIS, o procedimento é:

e Utilizar o sitio eletronico oficial; http://cnis.inss.qov.br/;

e O acesso é realizado mediante certificado digital do tipo A3 (confirme se o
certificado é do tipo A3);

* Esse certificado ndo precisa ser necessariamente emitido pelo Servico Federal de
Processamento de Dados - Serpro; pode ser de qualquer autoridade certificadora
credenciada pela ICP-Brasil.
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3.2. Consulta aos dados do CNIS

Os dados do CNIS sao disponibilizados para consulta conforme o nivel de acesso
autorizado ao 6rgao ou entidade (basico, intermediario ou completo). Além disso, os
subsistemas do CNIS possuem papéis definidos, aos quais estao vinculadas
permissdes especificas. Assim, dependendo do papel atribuido ao usuario externo, a
consulta podera abranger apenas determinadas informacdes.

O Portal CNIS é a aplicacdo desenvolvida segundo as regras de negdcio do INSS,
permitindo a consulta e o tratamento das informacdes do CNIS, para utilizacdo no
reconhecimento de direitos previdenciarios.

A camada “Extrato CNIS” é responsavel por consolidar e disponibilizar, de forma
parametrizavel, as informacgdes laborais e previdenciarias do trabalhador. Esse
processo agrupa dados provenientes de diversas fontes de informacao.

O INSS utiliza essa camada para tratar os dados do CNIS, garantindo
interoperabilidade com outras bases governamentais. O resultado desse tratamento
gera indicadores, que sinalizam a necessidade de validagdo ou comprovacdo de
informagdes pendentes pelo segurado, mediante apresentacao de documentacgao
correlata, conforme critérios definidos pelo INSS e previstos na Lei n°® 8.213/1991, art.
29-A, § 2°,

O indicador de pendéncia identifica informacdes que exigem tratamento para
liberacao e utilizacdao nos sistemas de beneficios. Na maioria dos casos, o INSS requer
que o segurado apresente documentagdo contemporanea aos fatos para comprovar
tais informacgdes.

A relacao completa dos indicadores esta disponivel no Anexo V da Portaria
DIRBEN/INSS n° 990, de 28 de mar¢o de 2022, ou em ato que a substitua.

As principais consultas do CNIS abrangem dados cadastrais de pessoas fisicas (como
CPF, nome, data de nascimento, entre outros) e informacdes sobre rela¢des
previdencidrias e trabalhistas, acessiveis por meio do Extrato Previdenciario (Extrato
para SIBE), que identifica as informacdes que estao pendentes ou ja foram objeto de
acerto ou se encontram marcadas com alerta (indicadores de pendéncia, acerto ou
alerta).
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4. Unidade IV - Consideracoes
finais

Quando houver necessidade de substituir um ou ambos os Gestores de Acesso (Titular
e/ou Substituto), o 6rgao ou entidade devera encaminhar Oficio ao INSS informando a
alteracdo necessaria. O Oficio deve conter:

e Identificacao do(s) novo(s) Gestor(es) de Acesso: nome completo, CPF, e-mail
institucional e telefone/celular; e

 Indicacdo expressa de qual(is) Gestor(es) sera(ao) alterado(s).

Os sequintes documentos devem ser apresentados ao INSS:

1. Termo de Compromisso e Manutencdo de Sigilo - TCMS, devidamente assinado
pelo(s) novo(s) Gestor(es), conforme modelo estabelecido pela Portaria Conjunta
MPS/INSS n° 3, de 16 de janeiro de 2024, ou em ato que a substitua;

1. Cépia do documento de identificacao oficial com foto e CPF do(s) novo(s)
Gestor(es).
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Para obter informagdes sobre como efetuar a troca ou a recuperacgao de senha,
sugere-se consulta ao material “Perguntas Frequentes”, disponibilizado no GERID:
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Imagem 34 - GPA: perguntas frequentes

Para acesso ao Guia do Duplo Fator de Autentica¢ao no GERID, clicar em “Manual
do MFA":
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