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APRESENTACAD

O Plano Diretor de Tecnologia da Informagao e Comunicagéo (PDTIC) 25-
28 da CAPES é um instrumento estratégico que orienta o planejamento
e a gestao dos recursos de tecnologia da informagéo e comunicagao no
ambito da Coordenacdo de Aperfeicoamento de Pessoal de Nivel
Superior (CAPES). Este plano esté alinhado as diretrizes do Sistema de
Administracdo dos Recursos de Tecnologia da Informagao (SISP),
instituido pelo Decreton?7.579, de 2011, do qual a CAPES é integrante.

O PDTIC foi elaborado com base nos principios e diretrizes
estabelecidos pela Portaria SGD/ME n2 778, de 2019, que regulamenta
a implantagao da Governanga de TIC nos dérgéos e entidades da
administragéo publica federal, bem como no Decreto n? 12.198, de
2024, que define a Estratégia Federal de Governo Digital. Assim, busca
garantir que os investimentos e esforcos em TIC estejam alinhados as
necessidades institucionais, promovendo eficiéncia e contribuindo para
o cumprimento da missao da CAPES, a melhoria continua de seus
processos e a oferta de servigos digitais que sejam seguros, acessiveis
e de alta qualidade.

O PDTIC da CAPES, referente ao periodo de 2025 a 2028, apresenta as
diretrizes, os objetivos estratégicos e as iniciativas prioritarias que
norteardo a gestdo da tecnologia da informagdo no odrgdo. Este
documento contempla uma andlise do ambiente institucional e
tecnoldgico, a identificacéo das necessidades e desafios atuais, além
da proposicdo de solugdes para o uso racional e estratégico dos
recursos de TIC.

Inovando na gestdo estratégica, o PDTIC da CAPES incorpora pela
primeira vez a metodologia OKR (Objectives and Key Results),
amplamente reconhecida por seu enfoque na definigdo de metas claras
e resultados mensuraveis. A metodologia, utilizada de maneira bem-
sucedida por organizagdes publicas como a CGU, TCU, Ministérios
Publicos, ANVISA e Banco do Brasil, dentre outras, permite alinhar os
esforgos de tecnologia da informagao com os objetivos institucionais
de forma mais eficaz, promovendo maior transparéncia, engajamento e
foco nos resultados.

Com essa abordagem, sdo adotadas praticas modernas de gestéo,
contribuindo para o fortalecimento da governanga de TIC e garantindo
que os recursos disponiveis sejam utilizados de maneira estratégica,
eficiente e alinhada as prioridades institucionais.

Este plano tem abrangéncia restrita as atividades realizadas pela
CAPES, sendo focado exclusivamente na sua estrutura organizacional,
em seus sistemas, processos e servigos. Com vistas a manter sua
atualidade e aderéncia as mudangas no cenario tecnoldgico e as
prioridades institucionais, o PDTIC serd revisado anualmente,
permitindo ajustes necessarios para atender as novas demandas e
alinhar-se as politicas publicas em evolugéo.

Por meio deste plano, a CAPES reforga seu compromisso com a gestao
eficiente dos recursos de TIC, promovendo a inovacao, a transparéncia
e a exceléncia no suporte a educagéo superior e a ciéncia.



INTRODUGAO

O Plano Diretor de Tecnologia da Informagéo e Comunicacéo (PDTIC) 25-
28 foi elaborado com o objetivo de consolidar o papel da Tecnologia da
Informagéo e Comunicacéo (TIC) como um elemento essencial para a
inovagao, a eficiéncia operacional e a melhoria dos servigos prestados a
CAPES e, em dUltima instancia, a sociedade. Sua concepgéo estd
alinhada as diretrizes estabelecidas pela Portaria SGD/ME n2? 778, de
2019, e a Estratégia Federal de Governo Digital, reforcando o
compromisso institucional com a transformagdo digital e a
modernizagao da administracao publica.

A elaboragao deste PDTIC foi motivada por diversos fatores, entre os
quais se destacam:

. evolucao Tecnoldgica e Transformacao Digital: A aceleracéo dos
avangos tecnoldgicos e a crescente digitalizagdo dos servigos
publicos exigem um planejamento consistente e orientado por
objetivos claros para assegurar a adesao as melhores préticas e a
inovagao;

- demanda por Eficiéncia e Transparéncia: A sociedade demanda
solugbes cada vez mais &geis, acessiveis e transparentes, o que
torna a TIC uma ferramenta imprescindivel para o fortalecimento do
relacionamento entre o governo e os cidadaos; e

« alinhamento com Instrumentos de Planejamento Estratégico: A
necessidade de integracdo das iniciativas de TIC as politicas
publicas, as metas institucionais e aos objetivos da Estratégia
Federal de Governo Digital reforga a importancia do planejamento
sistematico e coordenado.

Com base nesses fatores, o PDTIC 25-28 foi estruturado utilizando o
método Objectives and Key Results (OKR), uma abordagem inovadora e
eficiente para o gerenciamento de metas. Este método permite:

« definir Objetivos que reflitam a visdo estratégica da area de TIC e
sua contribuigéo a misséo institucional do 6rgéao; e

. estabelecer Resultados-Chave Mensuraveis, que sirvam como
indicadores claros do progresso em direcdo aos objetivos
estabelecidos.

O PDTIC também estd em harmonia com as principais politicas e
estratégias de governo e outros instrumentos de planejamento da
CAPES, incluindo o Plano Estratégico Institucional (PEl 24-27) e o Plano
Anual de Contratagdes (PAC-2025). Dessa forma, o documento se
posiciona como uma ferramenta essencial para a governanga e a gestéo
da TIC, promovendo a sustentabilidade, a eficiéncia e o impacto positivo
das solugdes tecnoldgicas no &mbito da administragao publica.

Ao longo deste documento, serdo detalhados os objetivos
estratégicos, os resultados-chave e os indicadores de desempenho que
norteardo a execugdo do PDTIC 25-28. Com isso, reafirma-se o
compromisso da CAPES com a exceléncia e a inovacdo em TIC,
contribuindo para a construgdo de um governo mais eficiente,
transparente e conectado com as demandas da sociedade.



TERMOS, ABREVIAGOES E SIGLAS

Seguem os principais termos, abreviagoes e siglas utilizados no decorrer do PDTIC:

. Alta administragao: agentes publicos ou politicos nos érgaos e entidades do SISP, a
saber: Ministros de Estado; Reitores de universidades e institutos federais de
ensino; Dirigentes méximos de autarquias e fundagdes publicas; e Dirigentes
méaximos de empresas publicas e sociedades de economia mista, que aderirem ao
SISP conforme disciplinado no Decreto n?7.579, de 11 de outubro de 2011;

« Area de TIC: unidade setorial, seccional ou correlata do SISP, responsavel por gerir a
Tecnologia da Informagdo e Comunicagao e pelo planejamento, coordenagéo e
acompanhamento das agoes relacionadas as solugdes de TIC do 6rgéo ou entidade;

« Ativos de informacéo: meios de armazenamento, transmissado e processamento da
informagéo, equipamentos necessérios a isso, sistemas utilizados para tal, locais
onde se encontram esses meios, recursos humanos que a eles tém acesso e
conhecimento ou dado que tem valor para um individuo ou organizacao;

« Controle de privacidade: conjunto de medidas que visam implementar préaticas
técnicas e gerenciais para a protegéo de dados pessoais em ativos de informacéo;

« Controle de seguranca da informagéo: conjunto de medidas que visam implementar
praticas técnicas e gerenciais para assegurar a disponibilidade, a integridade, a
confidencialidade e a autenticidade das informagoes;

o Gestdo de TIC: é o conjunto de acgdes relacionadas ao planejamento,
desenvolvimento, execugéo e monitoramento das atividades de TIC, em linha com a
direcdo definida pela fungdo de governanga, a fim de atingir os objetivos
institucionais.




TERMOS, ABREVIAGOES E SIGLAS

« Governanga de TIC: sistema pelo qual o uso atual e futuro de TIC é
dirigido e controlado, mediante avaliacdo e direcionamento, para
atender as necessidades prioritarias e estratégicas da organizagao
e monitorar sua efetividade por meio de planos, incluida a estratégia
e as politicas de uso de TIC no ambito da organizagéo; e

« Governo digital: prestacéo digital de servigos publicos por meio de
tecnologias de amplo acesso pela populagéo, nos termos da Lei n®
14.129, de 29 de margo de 2021;

« Inteligéncia Artificial (IA): um sistema baseado em maquinas que,
para objetivos explicitos ou implicitos, infere, a partir das entradas
que recebe, como gerar saidas como previsdes, conteudo,
recomendagdes ou decisdes que podem influenciar ambientes
fisicos ou virtuais. Diferentes sistemas de IA variam em seus niveis
de autonomia e adaptabilidade apds aimplantagéo;

« Plano de Contratagdes Anual - PCA: documento que consolida as
demandas que o érgado ou a entidade planeja contratar no exercicio
subsequente ao de sua elaboragao, conforme disposto no Decreto
n210.947, de 25 de janeiro de 2022;

« Plano de trabalho: instrumento tatico de diagndstico e
planejamento da implementacao dos controles de privacidade e de
seguranca da informacao;

« Plano de transformacgéo digital: instrumento de planejamento
alinhado com a Estratégia Federal de Governo Digital;

Plano Diretor de Tecnologia da Informacédo e Comunicacao - PDTIC:
instrumento de diagndstico, planejamento e gestdo dos recursos e
processos de TIC, com o objetivo de atender as necessidades
finalisticas e de informagdo de um drgédo ou entidade para um
determinado periodo;

PPSI: Programa de Privacidade e Seguranca da Informagao;

Privacidade: direito a inviolabilidade da intimidade, da vida privada,
da honra e da imagem das pessoas, nos termos do inciso X do art.
52 da Constituicdo da Republica Federativa do Brasil de 1988;

Processo de negdcio: € uma agregagdo de atividades e
comportamentos executados por pessoas ou maquinas que
entrega valor para o cidadao ou apoia outros processos de suporte
ou de gerenciamento do érgdo ou entidade;

Protecao de dados pessoais, nos termos do inciso LXXIX do art. 52
da Constituicdo da Republica Federativa do Brasil de 1988: acoes
que visam proteger direitos e liberdades fundamentais das pessoas
naturais, entre eles a sua privacidade, inclusive em meios digitais;

Seguranga cibernética: também conhecido por ciberseguranca, séo
agoes voltadas para a seguranga de operagdes, visando garantir
que os sistemas de informagao sejam capazes de resistir a eventos
no espagco cibernético, capazes de comprometer a disponibilidade, a
integridade, a confidencialidade e a autenticidade dos dados
armazenados, processados ou transmitidos e dos servicos que
esses sistemas oferegam ou tornem acessiveis; 10



TERMOS, ABREVIAGOES E SIGLAS

Seguranca da informacgéo: agBes que objetivam
viabilizar e assegurar a disponibilidade, a integridade,
a confidencialidade e a autenticidade das
informagdes;

SISP: Sistema de Administragdo dos Recursos de
Tecnologia da Informagéo;

Solugao de TIC para fins desta Instrucdo Normativa:
conjunto de bens ef/ou servicos que apoiam
processos de negdcio mediante a conjugacédo de
recursos de TIC, de acordo com as premissas
definidas no Anexo Il desta Instrugdo Normativa;

Tecnologia da Informacdo e Comunicagéo: ativo
estratégico que suporta processos de negdcios
institucionais, mediante a conjugacado de recursos,
processos e técnicas utilizados para obter,
processar, armazenar, disseminar e fazer uso de
informacdes; e

TIC: Tecnologia da Informacgéo e Comunicacéo.

11



METODOLOGIA APLICADA (OKR)

SISP

Para a elaboracdo do PDTIC, foi utilizado o Guia de PDTIC do Sistema de
Administragcdo dos Recursos de Tecnologia da Informacéo (SISP), que
delineia o seguinte processo para a criagao do Plano:

DIAGNOSTICO PLANEJAMENTO

PREPARACAQ | » (SITUAGAO
P 1 (SITUACAO ATUAL)‘ DESEJADA)

OKR

Além disso, para estabelecer a estratégia de TIC e garantir seu
alinhamento com a estratégia organizacional, foi adotada a metodologia
Objectives and Key Results (OKR), ou Objetivos e Resultados-Chave.
Essa ferramenta é amplamente reconhecida por sua eficécia na gestéo
de desempenho e definicdo de metas, promovendo produtividade e
inovacdo em organizacdes globalmente. Sua origem remonta a década
de 1970, quando foi criada com base em principios gerenciais utilizados
por grandes empresas.

A base conceitual do OKR esté no sistema de Gestédo por Objetivos
(Management by Objectives - MBO), introduzido por Peter Drucker, um
dos maiores pensadores da administragdo moderna. Drucker defendeu
que o estabelecimento de metas claras e alinhadas € essencial para o
desempenho organizacional. Inspirado por essas ideias, Andy Grove,
cofundador e entéo CEO da Intel, adaptou o MBO para criar um modelo
mais dindmico e centrado em resultados, o qual chamou de OKR.

Nos anos 1970, Andy Grove implementou os OKRs na Intel como uma
maneira de direcionar equipes e alinhar esforgos em um ambiente de
alta inovagdo e competicao. Em seu livro "High Output Management",
Grove descreveu o OKR como uma ferramenta pratica e flexivel para
conectar as metas estratégicas da organizagéo as atividades do dia a
dia, permitindo um acompanhamento transparente e adaptavel.

A metodologia OKR ganhou reconhecimento mais amplo no final dos
anos 1990, quando John Doerr, ex-funcionario da Intel e entusiasta da
metodologia, a apresentou ao Google. Doerr, que era investidor de
capital de risco na Kleiner Perkins, ajudou os cofundadores do Google,
Larry Page e Sergey Brin, a implementarem os OKRs no estdgio inicial da
empresa. Essa adogao contribuiu para que o Google alcangcasse um
crescimento exponencial, consolidando a reputagdo da metodologia
como uma ferramenta essencial para organizagdes ageis e inovadoras.

Desde entdo, muitas outras empresas de renome, como LinkedIn,
Twitter, Spotify e Airbnb, incorporaram os OKRs como parte central de
suas estratégias de gestao e crescimento.

12



METODOLOGIA APLICADA (OKR)

A metodologia foi também amplamente adotada por startups,
instituicoes publicas (como a CGU, TCU, Ministérios Publicos, ANVISA
e Banco do Brasil, dentre outras) e organizagdes sem fins lucrativos,
dada sua simplicidade e efetividade.

A METODOLOGIA OKR

A metodologia Objectives and Key Results (OKR), ou Objetivos e
Resultados-Chave, ¢ um sistema de definigcdo e gestdo de metas que
permite alinhar equipes e organizagdes em torno de objetivos comuns e
mensuraveis.

Componentes Principais
A metodologia OKR consiste em dois elementos fundamentais:
a) Objetivos (Objectives):
« Sdo declaragbes qualitativas que descrevem o que se deseja
alcancar.
- Devem ser claros, inspiradores e desafiadores, mas realistas.
b) Resultados-Chave (Key Results):
. Sdo0 mensuragdes quantitativas que indicam como saber se o
objetivo foi atingido.

. Devem ser especificos, mensurdveis, atingiveis, relevantes e
limitados no tempo.

O que vocé quer alcangar?

Objetivo (Objective)
Deve ser inspirador, motivador e
desafiador, trazendo clareza sobre a
direcdo a ser seguida. E uma
declaracdo qualitativa que representaa
meta a ser atingida.

Como voceé vai medir o
progresso em dire¢ido ao
objetivo?

Resultados-Chave (Key

Results)

Normalmente, de 3 a 5 resultados
mensuraveis por objetivo, e devem ser
quantitativos e especificos. Eles
descrevem como o sucesso do objetivo
sera avaliado.

Beneficios

« Clareza de Propésito: Ajuda a definir e comunicar o que é mais
importante;

- Engajamento: Ao envolver as equipes na definicdo de objetivos,
promove motivagao e senso de pertencimento;

« Mensurabilidade: Facilita o acompanhamento do progresso com
indicadores claros;

- Adaptacao Rapida: Permite ajustar metas em resposta a novos
desafios ou oportunidades; e

« Resultados Alcancaveis: Promove um equilibrio entre desafios e
realizagdes concretas.

13



METODOLOGIA APLICADA (OKR)

A adogéo de OKRs (Objectives and Key Results) na area de Tecnologia
da Informagdo e Comunicacdo (TIC) se justifica pelos seguintes
beneficios:

a) Alinhamento Estratégico: Os OKRs garantem que a equipe de TIC
esteja alinhada com os objetivos estratégicos da Capes, permitindo que
a area contribua diretamente para o sucesso geral da organizagao. Isso
é essencial, especialmente quando a TIC desempenha um papel critico
em projetos de transformagao digital e inovagéo;

b) Foco e Prioridade: Através dos OKRs, a equipe de TIC pode identificar
e concentrar esforgos nas iniciativas que realmente importam. Isso
reduz a dispersao de recursos em atividades nao prioritarias, garantindo
que o time esteja trabalhando em projetos de maior impacto para a
organizagao;

c) Transparéncia e Colaboracdao: O modelo de OKRs promove a
transparéncia sobre o que cada equipe ou individuo estd trabalhando.
Isso facilita a colaboracdo entre diferentes areas da TIC e outras
equipes, além de fomentar um ambiente de compartilhamento de
informagdes e aprendizado;

d) Medir o Progresso e Impacto: Os OKRs oferecem uma maneira clara
de medir o progresso e o impacto das iniciativas de TIC. Isso ajuda na
identificacdo de gargalos, ajustes de estratégia e na celebracdo de
conquistas, tornando mais facil demonstrar o valor que a TIC traz para a
organizagao;

e) Adaptabilidade e Agilidade: O modelo de OKRs é flexivel e podera
ser adaptado, o que é especialmente Util na area de TIC, onde as
mudancas tecnoldgicas e de mercado sao constantes, além das
mudangas politicas que afetam a TIC da Capes. Ele permitird que as
equipes ajustem rapidamente as iniciativas em curso e que os objetivos
estratégicos de TIC sejam revistos anualmente, em resposta as novas
oportunidades ou desafios;

f) Impulsionar a Inovacao: A definicdo de OKRs desafiadores incentiva
a equipe de TIC a pensar fora da caixa e buscar solugdes inovadoras
para atingir resultados ambiciosos, o que pode levar a melhorias
significativas em processos, produtos e servigos; e

g) Responsabilizacdo e Engajamento: A implementacao de OKRs cria
um senso de responsabilizacao individual e coletiva, motivando a equipe
a alcancar metas claras e mensuraveis. Isso aumenta o engajamento e o
senso de propdsito dos profissionais de TIC em relagéo aos objetivos da
organizagao.

A adocdo de OKRs na area de TIC pode, portanto, proporcionar um
ambiente de trabalho mais direcionado, eficiente e orientado a
resultados, impulsionando a contribuicdo da TIC para os objetivos
estratégicos da Capes.

14



METODOLOGIA APLICADA (OKR)

Modelo de Implementacao

Os OKRs (Objectives and Key Results) sdo uma ferramenta de
governanca e gestdo de metas projetada para direcionar as agbes de
Tecnologia da Informagéo e Comunicagéo (TIC) por meio da definicéo
clara de objetivos e resultados-chave. Além disso, serdo realizados
monitoramentos periddicos, denominados check-ins, para avaliar o
progresso em relagdo aos objetivos estabelecidos, identificar
eventuais desafios e ajustar as estratégias conforme necessaério. A
estrutura da governanga de TIC com OKRs serd organizada da seguinte
forma:

Necessidades das Partes Interessadas

PEI EFGD

L Gestio de TIC
Iniciativas ou - -
~ S Projetos de Operagdes de
Acoes Estratégicas j."c —_— | 'r?c

Os OKRs serdo desdobrados da estratégia da Capes (Planejamento
Estratégico Institucional - PEl) e da Estratégia Federal de Governo
Digital - EFGD, considerando, ainda, o levantamento de necessidades.

Esquema de adogao do OKR para alinhamento da estratégia de TIC &
estratégia da Capes e de Governo Digital:

_m

Definigao de Objetivos:
Identificar metas
alinhadas a estratégia
organizacional

Elaboragédo dos
RF"ult"ldo Chave: Criar

em relagao aos objetivos

Comunicagaoe
Alinhamento:
Compartilharos OKRs
com toda a organi
promovendo cla

CoOmpromiss

Monitoramento Continuo:

Revisar regularmente o
progresso e ajustar
conforme necessario

Avaliagao e Aprﬂndnadn

ar :prendl 'aduqe
planejar o préximo ciclo
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METODOLOGIA APLICADA (OKR)

OKR eBSC

O OKR apresenta maior flexibilidade e adaptabilidade, permitindo
ajustes de forma mais &gil, sendo, portanto, especialmente adequado
para ambientes que demandam experimentacdo, inovagédo e rapida
adaptacao.

Em contraste, o BSC possui uma estrutura mais rigida e formal, voltada
para a manutencgéao do alinhamento estratégico ao longo do tempo. Sua
énfase estd em objetivos de longo prazo, ndo sendo projetado para
mudangas frequentes.

Diante disso, identificam-se beneficios na adogédo do OKR no PDTIC,
sobretudo ao compararmos sua aplicagdo com o uso atual do BSC no
PDTIC vigente e as mudancas almejadas para o préximo ciclo, com a
implementacéo do OKR.

0 esquema de implantagéo dos OKRs encontra-se no ANEXO 1 deste
documento (ANEXO 1 - Esquema de Implantacio de OKRs) e
contempla as informagodes sobre o monitoramento.

METODOLOGIA

ATUAL

BSC

Objetivos de TIC de 4 anos

Nao possuiresultados
mensuraveis definidos para
cada objetivo

Iniciativas somente sao
modificadas por deliberagéo da
Alta Administracéo (CGD)

PRINCIPAIS MUDANGAS
METODOLOGICAS

OKR

Objetivos de TIC (OKRs) anuais

Resultados-chave
mensuraveis definidos para
cada objetivo

OKRs sé&o modificadas por
deliberacdo da Alta
Administragédo (CGD) e
iniciativas por deliberacédo das
equipes de acompanhamento e
técnica
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METODOLOGIA APLICADA (OKR)

Conformidade do OKR

Considerando os beneficios citados anteriormente, a implementacgéo
dos OKRs na Capes surge da necessidade de desenvolver um novo
Plano Diretor de Tecnologia da Informagéo e Comunicagéo (PDTIC) para
o periodo de 2025 a 2028, em conformidade com o art. 62 do Decreto n2
12.198, de 2024 (Estratégia Federal de Governo Digital), com o art. 62
da IN SGD/ME n? 94, de 2022 (contratagdes de TIC), dentre outras
normas.

Por sua vez, a adogao da metodologia OKR estd em conformidade com a
Portaria SGD/ME n? 778, de 2019, que estabelece o instrumento de
alinhamento entre as estratégias e os planos de TIC e as estratégias
organizacionais. De acordo com a portaria, os planos devem: “possuir
uma ou mais metas para cada objetivo estratégico ou necessidade
de Tl, devendo cada meta ser composta por indicador, valor e prazo”
(grifamos).

A introducao da metodologia OKR representa, portanto, uma abordagem
poderosa para o desempenho organizacional. Ao combinar objetivos
inspiradores com resultados-chave mensuraveis, a metodologia
promove foco, alinhamento e execucdo eficaz, contribuindo para o
alcance das metas institucionais em diferentes contextos. Torna-se,
assim, uma ferramenta essencial para organizagdes que buscam
crescimento, inovagcdo e maior eficiéncia na execugdo de suas
estratégias.




DOCUMENTOS DE REFERENCIA

- Planejamento Estratégico Institucional (PEl) da Capes;
- Lein214.129, de 2021 - Lei do Governo Digital;
« Lein213.709, de 2018 - Lei Geral de Protecéo de Dados Pessoais;

« Lein212527,de 2011 - Lei de Acesso a Informacéo (LAI);

- Lein212.965, de 2014- Marco Civil da Internet;
. Lein215.121, de 2025 - Lei Orgamentaria Anual - LOA (2025);

- Decreton?12.069, de 2024 - Estratégia Nacional de Governo Digital para o periodo de 2024
a 2027,

« Decreto n? 9.756, de 2019 - institui o portal Unico "gov.br” e dispde sobre as regras de
unificacéo dos canais digitais do Governo federal;

« Decreton?29.637, de 2018 - institui a Politica Nacional de Seguranca da Informagao;
- Decreto n? 9.319, de 2018 - instituiu o Sistema Nacional para a Transformacéo Digital e
estabeleceu a estrutura de governanga para a implantacéo da Estratégia Brasileira para a

Transformacéo digital (E-digital);

« Portaria SGD/MGI n2 778, de 2019 - Implantacdo da Governanga de TIC e nos 6rgédos e
entidades pertencentes ao SISP;

«+ Portaria n® 301, de 22 de dezembro de 2022 - Politica de Gestdo de Riscos e Controles
Internos da CAPES;

- INSGD/ME n® 94, de 2022; e

« Cartilha Inteligéncia Artificial Generativa no Servigo Publico.




PRINCIPIOS E DIRETRIZES

PRINCIPIOS

Os principios e as diretrizes sdo norteadores para o alcance dos
objetivos do PDTIC. Segue abaixo a lista de principios e diretrizes
adotadas no PDTIC 25-28 da Capes:

Lei do Governo Digital: Lei n214.129, de 2021

A desburocratizagdo, a modernizacdo, o fortalecimento e a
simplificacdo da relagdo do poder publico com a sociedade,
mediante servigos digitais, acessiveis inclusive por dispositivos
moveis;

A disponibilizagao em plataforma Unica do acesso as informagoes e
aos servigos publicos;

A possibilidade aos cidadaos, as pessoas juridicas e aos outros
entes publicos de demandar e de acessar servigos publicos por
meio digital, sem necessidade de solicitagéo presencial;

A transparéncia na execugdo dos servigos publicos e o
monitoramento da qualidade desses servigos;

O incentivo a participagéo social no controle e na fiscalizagcdo da
administracéo publica;

O dever do gestor publico de prestar contas diretamente a
populagéo sobre a gestao dos recursos publicos;

O uso de linguagem clara e compreensivel a qualquer cidadao;

O uso da tecnologia para otimizar processos de trabalho da
administracao publica;

Ainteroperabilidade de sistemas e a promogéao de dados abertos;

A presuncéo de boa-fé do usuério dos servigos publicos;

A permanéncia da possibilidade de atendimento presencial, de
acordo com as caracteristicas, a relevancia e o publico-alvo do
Servigo;

A protecéo de dados pessoais, nos termos dalei n? 13.709, de
2018 (Lei Geral de Protecéo de Dados Pessoais);

O cumprimento de compromissos e de padroes de qualidade
divulgados na Carta de Servigos ao Usuario;

A acessibilidade da pessoa com deficiéncia ou com mobilidade
reduzida, nos termos dalein? 13.146, de 2015 (Estatuto da Pessoa
com Deficiéncia);

O estimulo a agdes educativas para qualificacdo dos servidores
publicos para o uso das tecnologias digitais e para a inclusao digital
da populacéo;

O apoio técnico aos entes federados para implantacéo e adogéo de
estratégias que visem a transformacao digital da administracéo
publica

O estimulo ao uso das assinaturas eletronicas nas interagdes e nas
comunicagdes entre drgaos publicos e entre estes e os cidadaos;

O tratamento adequado a idosos, nos termos dalei n? 10.741, de
2003 (Estatuto do Idoso);

A adocéo preferencial, no uso da internet e de suas aplicagoes, de
tecnologias, de padroes e de formatos abertos e livres, conforme
disposto noinciso V do caput do art. 24 e noart. 25 da Lein212.965,
de 2014 (Marco Civil da Internet); e

A promogao do desenvolvimento tecnoldgico e da inovacdo no
setor publico.
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PRINCIPIOS E DIRETRIZES

PRINCIPIOS

Lei Geral de Protecao de Dados Pessoais (LGPD): Lei n2 13.709, de
2018

- Realizacdo do tratamento de dados pessoais para propdsitos
legitimos, especificos, explicitos e informados ao titular;

« Compatibilidade do tratamento de dados pessoais com as
finalidades informadas ao titular, de acordo com o contexto do
tratamento;

. Limitacdo do tratamento de dados pessoais ao minimo necessario
para a realizagédo de suas finalidades, com abrangéncia dos dados
pertinentes, proporcionais e nao excessivos em relagdo as
finalidades do tratamento de dados;

. Garantia, aos titulares de dados pessoais, de consulta facilitada e
gratuita sobre a forma e a duracado do tratamento, bem como sobre
aintegralidade de seus dados pessoais;

« Garantia, aos titulares de dados pessoais, de exatidao, clareza,
relevancia e atualizagcao dos dados, de acordo com a necessidade e
para o cumprimento da finalidade de seu tratamento;

« Garantia, aos titulares de dados pessoais, de informagdes claras,
precisas e facilmente acessiveis sobre arealizagao do tratamento e
0s respectivos agentes de tratamento, observados os segredos
comercial e industrial;

. Utilizacdo de medidas técnicas e administrativas aptas a proteger
os dados pessoais de acessos ndo autorizados e de situacoes
acidentais ou ilicitas de destruicao, perda, alteragdo, comunicagao
ou difuséo;

« Adogao de medidas para prevenir a ocorréncia de danos em virtude

do tratamento de dados pessoais;

Impossibilidade de realizagdo do tratamento de dados pessoais
para fins discriminatdrios ilicitos ou abusivos; e

Demonstracéo, pelo agente de tratamento de dados pessoais, da
adocdo de medidas eficazes e capazes de comprovar a observancia
e o cumprimento das normas de protecdo de dados pessoais e,
inclusive, da eficacia dessas medidas.

Politica Nacional de Seguranca da Informacao - Decreto n29.637, de
26 de dezembro de 2018

Visdo abrangente e sistémica da segurancga da informagéo;
Intercadmbio cientifico e tecnoldgico relacionado & seguranca da
informacé&o entre os 6rgéos e as entidades da administragéo publica
federal;

Educacgéo como alicerce fundamental para o fomento da cultura em
seguranca da informagéo;

Orientacdo a gestdo de riscos e a gestdo da seguranca da
informacéo;

Prevencao e tratamento de incidentes de seguranca da informacéao
articulacdo entre as agdes de seguranga cibernética, de defesa
cibernética e de protecgao de dados e ativos dainformacao; e

Dever dos érgéos, das entidades e dos agentes publicos de garantir
o sigilo das informagdes imprescindiveis a seguranca da sociedade
e do Estado e a inviolabilidade da intimidade da vida privada, da
honra e daimagem das pessoas.
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PRINCIPIOS E DIRETRIZES

PRINCIPIOS

Principios Fundamentais para o Uso da IAG: Cartilha Inteligéncia
Artificial Generativa no Servico Publico:

« Legalidade: O uso da IAG deve estar em conformidade com as leis
vigentes, incluindo a Lei Geral de Protecéo de Dados (LGPD) e
demais normativos, garantindo que os direitos dos cidadaos sejam
respeitados;

« Impessoalidade: Decisdes assistidas por IAG devem ser imparciais,
baseadas em critérios objetivos e livres de viés ou preconceito;

DIRETRIZES

As diretrizes definem caminhos e estabelece estratégia para o alcance
dos objetivos, a serem observados durante a execucdo do PDTIC.
Seguem as diretrizes do PDTIC 2025-2028:

« Moralidade: Essencial no uso de IAG, assegurando transparéncia,
justica e respeito aos direitos humanos e as garantias
democréticas;

Lei do Governo Digital: Lei n214.129, de 2021

« Publicidade: 0Os processos envolvendo IAG devem ser
transparentes, permitindo auditoria e contestagdo quando
necessario; e

« A atuacédo integrada entre os dérgédos e as entidades envolvidos na
prestacdo e no controle dos servicos publicos, com o
compartilhamento de dados pessoais em ambiente seguro quando

Ferramentas de IAG devem ser usadas para automatizar tarefas
repetitivas, liberando recursos para atividades mais estratégicas,
desde que sempre com revisdo humana.

for indispensavel para a prestacdo do servigo, nos termos
dalegislacao vigente;

A simplificagdo dos procedimentos de solicitagdo, oferta e
acompanhamento dos servicos publicos, com foco na
universalizagéo do acesso e no autosservigo;

A eliminacdo de formalidades e de exigéncias cujo custo econémico
ou social seja superior ao risco envolvido;
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PRINCIPIOS E DIRETRIZES

DIRETRIZES

. L - . Marco Civil da Internet: Lein212.965, de 2014
« A imposicdo imediata e de uma Unica vez ao interessado das

exigéncias necessdrias a prestacdo dos servigos publicos,
justificada exigéncia posterior apenas em caso de duvida
superveniente;

« A vedagao de exigéncia de prova de fato j& comprovado pela
apresentacgao de documento ou de informagao vélida; E

« Aimplantagao do governo como plataforma e a promogao do uso de
dados, preferencialmente anonimizados, por pessoas fisicas e
juridicas de diferentes setores da sociedade, resguardado o
disposto nos arts. 72 e 11 da Lei n2 13.709, de 2018(Lei Geral de
Protecdo de Dados Pessoais), com vistas, especialmente, a
formulacdo de politicas publicas, de pesquisas cientificas, de
geracao de negdcios e de controle social.

Lei de Acesso a Informacao (LAI): Lei n212.527, de 2011

« Observancia da publicidade como preceito geral e do sigilo como
excecao;

Divulgagdo  de  informagbes  de
independentemente de solicitagdes;
Utilizagdo de meios de comunicagéo viabilizados pela tecnologia da
informagéo;

Fomento ao desenvolvimento da cultura de transparéncia na
administragao publica; e

Desenvolvimento do controle social da administragao publica.

interesse publico,

Promocao da racionalizagéo e da interoperabilidade tecnoldgica dos
servicos de governo eletronico, entre os diferentes Poderes e
ambitos da Federacgao, para permitir o intercambio de informagoes e
a celeridade de procedimentos;

Promocéo da interoperabilidade entre sistemas e terminais diversos,
inclusive entre os diferentes ambitos federativos e diversos setores
da sociedade;

Adocao preferencial de tecnologias, padroes e formatos abertos e
livres;

Publicidade e disseminacéo de dados e informagdes publicos, de
forma aberta e estruturada; e

Prestagao de servigos publicos de atendimento ao cidadao de forma
integrada, eficiente, simplificada e por multiplos canais de acesso,
inclusive remotos;.

Governanca no compartilhamento de dados Decreto n2 10.046, de
2019

. A informagéo do Estado serd compartilhada da forma mais ampla

possivel, observadas as restricbes legais, os requisitos de
seguranca da informagdo e comunicagdes e o disposto na Lei n2
13.709, de 2018 - Lei Geral de Protecéo de Dados Pessoais; e

O compartilhamento de dados sujeitos a sigilo implica a assuncao,
pelo recebedor de dados, dos deveres de sigilo e auditabilidade
impostos ao custodiante dos dados;



PRINCIPIOS E DIRETRIZES

DIRETRIZES

Os mecanismos de compartilhamento, interoperabilidade e
auditabilidade devem ser desenvolvidos de forma a atender as
necessidades de negdcio dos dérgdos e entidades, para facilitar a
execucao de politicas publicas orientadas por dados;

Os drgéaos e entidades colaborarao para a redugéo dos custos de
acesso a dados no &mbito da administracdo publica, inclusive,
mediante o reaproveitamento de recursos de infraestrutura por
multiplos drgaos e entidades;

Nas hipdteses em que se configure tratamento de dados pessoais,
serdo observados o direito & preservagdo da intimidade e da
privacidade da pessoa natural, a protecéo dos dados e as normas e
os procedimentos previstos na legislagao;

A coleta, o tratamento e o compartilhamento de dados por cada
6rgao serdo realizados nos termos do disposto no art. 23 da Lei n2
13.709, de 2018- Lei Geral de Protecao de Dados Pessoais;

A eleicdo de propdsitos legitimos, especificos e explicitos para o
tratamento de dados pessoais, nos termos do disposto noinciso |
do caput do art. 62da Lein? 13.709, de 2018- Lei Geral de Protecéo
de Dados Pessoais;

A compatibilidade do tratamento de dados pessoais com as
finalidades informadas, nos termos do disposto no inciso Il do caput
do art. 62 da Lei n? 13.709, de 2018- Lei Geral de Protecao de
Dados Pessoais; e

« A limitagdo do compartilhamento de dados pessoais ao minimo

necessario para o atendimento da finalidade informada, nos termos
do disposto noinciso Ill do caput do art. 62 da Lei n2 13.709, de
2018- Lei Geral de Protegao de Dados Pessoais, e o cumprimento
integral dos requisitos, das garantias e dos procedimentos
estabelecidos na referida Lei, no que for compativel com o setor
publico.

Politica de Gestao de Riscos e Controles Internos da CAPES

Gestdo de riscos integrada ao Planejamento Estratégico
Institucional, aos processos e as politicas da organizagao;
ldentificagao, avaliagdo, tratamento e monitoramento periddico dos
riscos;

Mensuracao do desempenho da gestéo de riscos;

Integragao das instancias responsaveis pela gestao de riscos;
Utilizagcdo de metodologia e ferramentas para o apoio a gestéo de
riscos; e

Desenvolvimento continuo dos agentes publicos responséveis pela
gestao deriscos.
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ORGANIZAGAO DA TIC DA CAPES

O Decreto n? 12.802, de 26 de dezembro de 2025, aprovou o Estatuto Na CAPES, a area de TIC é uma diretoria que se posiciona de forma
da CAPES, com a seguinte estrutura organizacional: compativel com as outras areas demandantes (demais diretorias) e

estéd organizada da seguinte forma:
| - 6rgaos de assisténcia direta e imediata ao Presidente da Capes:

a) Gabinete; « Diretoria de Tecnologia da Informacéo (DTI);

b) Assessoria de Governanga e Desenvolvimento Institucional; « Assessoria Técnica;

c) Assessoria de Comunicagéo; e « Coordenagao-Geral de Governanga de Tecnologia da Informacéo
d) Coordenacéo-Geral de Apoio a Orgdos Colegiados; (CGGTI):

Il - 6rgaos seccionais:

« Coordenacgao-Geral de Sistemas de Informacdes de Dados (CGSID);
a) Procuradoria Federal;

« Coordenacao de Desenvolvimento, Arquitetura e Qualidade (CDAQ);

b; éuditorizln%rna; « Coordenacao de Informagdes e Dados (CIND);
6, oregedona; . Coordenacgao de Negdcios e Produtos (CNEP);
d) Ouvidoria; . "
. : . « Coordenagao-Geral de Seguranca Infraestrutura de Informatica
e) Diretoria de Gestéo; e

(CGSIN)
« Coordenacdo de Operagdes e Suporte Digital (COSD); e
. Coordenacao de Infraestrutura e Plataformas Digitais (CIPD).

f) Diretoria de Tecnologia da Informacao;

lll - 6rgaos especificos singulares:

a) Diretoria de Programas e Bolsas no Pais;

b) Diretoria de Avaliagéo da Pds-Graduagéo;

c) Diretoria de Relagdes Internacionais;

d) Diretoria de Formacé&o de Professores da Educacéo Basica;
e) Diretoria de Articulagdo e Inovagdo em Educagao Aberta; e
f) Diretoria de Informacéo Cientifica e Estudos Avangados;

IV - 6rgao executivo: Diretoria-Executiva; e

V - 6rgaos colegiados:

a) Conselho Superior;

b) Conselho Técnico-Cientifico da Educagao Superior;

c) Conselho Técnico-Cientifico da Educagéo Basica; e

d) Camara Recursal das Decisdes dos Conselhos Técnico-Cientificos.
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PDTIC ANTERIOR

NUMEROS DO PDTIC 2020-2024

A partir do monitoramento do PDTIC 20-24, apresentam-se os principais nimeros referentes a sua execugao.
Abaixo, encontra-se um grafico com o nimero de agoes demandadas ao longo de todo o PDTIC 20-24:

300

144 concluidas;
65 canceladas;

278
258 J—
214 219 e B
L e 42 em andamento; e
150 « 27 Naoiniciadas.
100
Parte das agdes em andamento e
"” ndo iniciadas transbordou para o
0 PDTIC 25-28.

2020 2021 2022 2023 2024

250

A seguir, apresenta-se um grafico com a evolugao do indicador de execugéo do PDTIC no periodo de 2020 a

2024;
‘ 71%

Medicao de 2024

MEDIA DO % DE EXECUCAO DAS AGOES
PREVISTAS PARA CADA ANO

0 0
— 72% 71%

| | I I I
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REFERENCIAL ESTRATEGICO DE TIC

VALORES INSTITUCIONAIS

Os valores institucionais da CAPES, delineados em seu
Planejamento Estratégico Institucional (PEl), séo:

MISSAO DA CAPES (PEN)

Promover a formacdo qualificada de pessoal de nivel superior, visando o

desenvolvimento do Pais, com sustentabilidade, inclusado e equidade, por meio
da Educacéo e da Ciéncia, Tecnologia e Inovacgéo (PEI).

L MISSAO DE TIC (PDTIC)

Oferecer ao publico interno e externo solucdes tecnolégicas eficientes

Colaboracao, Comprometimento
inovacao e com o interesse
sustentabilidade publico e social

e seguras para a execucao dos programas da Capes, contribuindo para o
alcance da missao institucional (PDTIC).

VISAO DA CAPES (PEI)

Ser reconhecida como instituicdo essencial na transformagao social para o

Diversidade,
inclusao e
equidade

Excelénciae
efetividade

desenvolvimento do Pais com sustentabilidade, inclusao e equidade (PEI).

L VISAO DE TIC (PDTIC)

Ser reconhecida como unidade estratégica e de referéncia para criacao,

Integridade, éticae

transparéncia

de modo colaborativo, de solucoes de exceléncia em TIC centradas nas
pessoas e em sinergia com a misséo da Capes (PDTIC).
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REFERENCIAL ESTRATEGICO DE TIC

MATRIZ SWOT

A Matriz SWOT é uma ferramenta que facilita a anélise estratégica ao identificar os pontos fortes e fracos do ambiente interno da érea de Tecnologia
da Informagéo e Comunicacgao (TIC) da organizagao, além das oportunidades e ameacas do ambiente externo. Essa matriz € amplamente utilizada em
planejamentos estratégicos, conforme estabelece a norma IS0 9001:

“A organizagcao deve determinar questdes externas e internas que sejam relevantes para seu propdsito e direcionamento estratégico, que impactem
sua capacidade de alcancar os resultados desejados de seu sistema de gestéo de qualidade.”

A sigla em inglés representa Strenghts (Forcas), Weaknesses (Fraquezas), Opportunities (Oportunidades) e Threats (Ameacas). A andlise busca
identificar os principais fatores ambientais, tanto internos quanto externos, gerando a matriz grafica correspondente.

As forgas e fraquezas sao varidveis do ambiente interno que podem ser controladas pela area de TIC e que afetam a rotina institucional. Por outro
lado, as oportunidades e ameacas estéao relacionadas ao ambiente externo, ndo sendo controladas pela area de TIC, mas influenciando a organizagéo

de maneira positiva ou negativa.

Dessa forma, ao identificar os elementos da Matriz SWOT, a organizagéo pode desenvolver estratégias de TIC que reforcem as forgas, aproveitem as
oportunidades, enfrentem as fraquezas e reduzam as ameagas.

A seguir, estao listados os principais elementos dos fatores internos e externos, organizados por grau de importancia, conforme a priorizagao
realizada pelos participantes durante as oficinas:

AN




REFERENCIAL ESTRATEGICO DE TIC

MATRIZ SWOT

FORCAS

« Home office como instrumento de retencao de pessoal;

. Comprometimento e engajamento da equipe;

« Transformacao agil;

« Disponibilidade ou abertura para conversas sobre novas
ideias; e

. Equipes técnicas capacitadas tanto em formacéo inicial
guanto em continuada.

OPORTUNIDADES

« Inteligéncia Artificial;

« Aumento do orcamento de TIC;

« Interoperabilidade;

« APIS/Servigos do GOV.BR; e

« Disponibilidade de ferramentas para automacéao de
processos repetitivos.

FRAQUEZAS

Muitas iniciativas sendo executadas em paralelo;
Véarias ferramentas de gestdo de TIC néo
integradas;

A area de Tl ndo é considerada estratégica;

Alta Rotatividade da Equipe;

Falta de Priorizagdo Adequada dos Projetos; e

Uso de tecnologias obsoletas.

AMEACAS

Restricdo orgamentaria;

Mudanga no contexto politico com risco a continuidade
das acoes na CAPES;

Escassez de mao de obra especializada no mercado;
Limitacéo institucional em apoiar a DTl no processo de
transformacao agil; e

Sombreamento das atividades de TIC e silos de
informagdes.
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REFERENCIAL ESTRATEGICO DE TIC

MATRIZ SWOT: IMPACTO E FATORES CRITICOS DE SUCESSO PARA AS FORGAS DE TIC

FORCAS

IMPACTO TENDENCIA

muito alto

muito alto

muito alto

muito alto

muito alto

manter

piorar

piorar

manter

piorar

A seguir, os fatores criticos de sucesso para potencializar as
forgas de TIC da Capes:

« Programa de gestéo dainovacéo;

« Patrocinio da DTl e Capes na criacdo de programa de
mapeamento e melhoria de processos;

« Programa permanente de evolucdo do parque tecnoldgico e
de seguranga;

. Trilhas de capacitagdo e ambientagao para equipe interna e
areas finalisticas;

« Manutencgao dos contratos que preveem home office; e

« Ter uma ferramenta integrada e Unica de atendimento que
substitua CATI e REDMINE.

/amX:



REFERENCIAL ESTRATEGICO DE TIC

MATRIZ SWOT: IMPACTO E FATORES CRITICOS DE SUCESSO PARA AS FRAQUEZAS DE TIC

Fatores criticos de sucesso para reduzir as fraquezas:

FRAQUEZAS IMPACTO TENDENCIA

« Incluir mais clausulas de capacitagdo nos contratos para
aperfeicoamento continuo dos colaboradores e intensificar
agOes para melhorar o ambiente corporativo;

muito alto piorar « Sensibilizar a alta administragdo sobre as prioridades
institucionais (PDTIC) e revisa-las periodicamente;

« Oficializar uma ferramenta para automacéo de processos;

« Criar mais solugoes do tipo Self-Service;

aello plorar « Empoderar a Metodologia de Desenvolvimento de Sistemas
(MDS);

« Fomentar uma Gesté&o orientada a dados; e

Ampliar o uso de boas praticas de mercado.
alto piorar

medio manter

alto piorar
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REFERENCIAL ESTRATEGICO DE TIC

MATRIZ SWOT: IMPACTO E FATORES CRITICOS DE SUCESSO PARA AS OPORTUNIDADES DE TIC

OPORTUNIDADES

Fatores criticos de sucesso para aproveitar as oportunidades:

IMPACTO TENDENCIA

« Orcamento adequado; Patrocinio e adesao da alta gestéo;
« Preservagao da memoaria institucional;

« Gestao de conhecimento;

e e piorar « Incentivo e fomento para a capacitacao; e

« Aumento de pessoal qualificado para TIC.

muito alto piorar
muito alto piorar
muito alto piorar

alto manter

/amX



REFERENCIAL ESTRATEGICO DE TIC

MATRIZ SWOT: IMPACTO E FATORES CRITICOS DE SUCESSO PARA AS AMEAGAS DE TIC

Fatores criticos de sucesso para neutralizar as ameacas:

AMEACAS IMPACTO TENDENCIA

« Investir emrecursos humanos e tecnoldgicos;
« Intensificar campanhas educativas voltadas a seguranca;
« Garantir a aderéncia a legislacoes e boas praticas de

alto plorer seguranca e desenvolvimento de sistemas;
« Fortalecer o planejamento, gestdo e fiscalizagdo dos
contratos; e
« Intensificar o processo de transformacéo digital da CAPES.
alto manter
alto piorar
alto manter
alto piorar

/anX:



ALINHAMENTO DA ESTRATEGIA DE TIC COM A ORGANIZACIONAL

MAPA ESTRATEGIBU PEI Flang Estratégico CAPES 2024-2027 — Identidade Estratég

A sequir, & apresentado o Mapa Estralégico da CAPES, para o periodo de 2024-2027.

SEVIRES TERTEAL

Mapa Estratégico | 2024- 2027 CSCAPES i

EMTREGAS PARA SOCIEDADE: . .
MISSAD: Promaver a formagao qualificada de pessoal de nivel supenior,
visando o desenvolvimento do Pais com sustentablidade, incluséo

Recursos humanos qualifica- equidade, por meio da Educagdo e da Ciéncia, Tecnologia e Inovagdo

—== dos e com compromisso social,

clentifico e tecnoldgico

Educagao e Ciéncia brasileiras
inseridas internacionalmante

VISAD: Ser reconhecida como instituicBo essencial na
transformagao social para o desenvolvimenta do Pais com
sustentabilidade, inclusio e equidade

y p Acesso e promogdo do e, PoOs-graduagdo de qualidade, . . )
~{I}+ conhecimento educacional, S, % diversificada inclusiva e VALORES: Colaboragdo | Inovagso & sustentabilidade |
« & clentifico & tecnoldgico e equitativa no Pals Comprometimento com o interesse plblico e social | Diversidade,

inclusdo e equidade | Exceléncia e efetividade | Integridade, ética e
transparéncia

Objetivos Estratégicos

RESULTADOS INSTITUCION AIS:

Fomentar a formagao qualificada Promover a geragao, 0 acesso & e Promaver a melhoria
de pessoal de nivel superior, a apropriagao da informagao e continua das estratégias de
considerando a dinamicidade e a do conhecimento educacional, qualificagao e formagdo de
diversidade da pds-graduagio, cientifico e tecnoldgico. recursos humanos em nivel
- da educagdo basica e das demais superior. I
demandas da sociedade.
N il il il il il
Y S -
FORTALECIMENTO DA GESTAO E DA INTEGRIDADE INSTITUCIONAL:
F Fs
a~ o Aperfeigoar a pratica de o Aprimaorar a gestdo estratégica. B Fortalecer os mecanismos -~
governanga e a gestio de de controle institucional.
. informag&o. .
* o o 'Y -
N F s
. PROCESSOS INTERNOS i
b, . F
i 0 Aprlmqrar FIR O P de Aperfaicoar a gestdo interna o Intensificar o desenvolvimento -
comunicagdo institucional. institucional. de solugdes de TIC integradas
il e inovadoras. s
i FY
15
— 1. PROCESSO DE 2, IDENTIDADE - g L e T i
= ELABORACAD ESTRATEGICA Cadeia de Valor Mapa Estratégico Indicadores Estratégicos Projetos Estratégicos ANEXO
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ALINHAMENTO DA ESTRATEGIA DE TIC COM A ORGANIZACIONAL

ALINHAMENTO COM 0 PLANEJAMENTO ESTRATEGICO INSTITUCIONAL (PEN - 2025

ESTRATEGIA ORGANIZACIONAL (PEI) ESTRATEGICA DE TIC 2025 (PDTIC)

OEO1. Fomentar a formagéao
qualificada de pessoal de nivel
superior, considerando a
dinamicidade e a diversidade do
Sistema Nacional de Pds-
Graduacao, da educacgao basica e
das demais demandas da
sociedade.

OEO2. Promover a geragao, o
acesso e a apropriagdo da
informacao e do conhecimento
educacional, cientifico, cultural e
tecnoldgico.

OEOQ9. Intensificar o
desenvolvimento de solugbes de
TIC integradas, interoperaveis e
inovadoras

OKR 1/2025

OBJETIVO: Melhorar a implementagcao e gestao dos programas de fomento por meio da expansao e
aprimoramento dos servigos digitais para usuarios internos e externos.

RC 1.1: Automatizar pelo menos 2 fluxos de processos internos em 2025.

RC 1.2: Desenvolver médulos de monitoramento e avaliagao de 1 programa de fomento.

RC 1.3: Criar a estrutura da Plataforma de Fomento para permitir a integragdo com os demais sistemas de
fomento

RC 1.4: Migrar 100% de pagamento de bolsas para o SCBA.

RC 1.5: Implementar solugdes de Tl para atender a 100% das demandas para novas edi¢des de programa Capes.

OKR 2/2025

OBJETIVO: Melhorar a integracao e interoperabilidade entre sistemas internos e externos de forma a facilitar o
acesso, a disponibilizacao e a troca de informacgoes de interesse da comunidade cientifica e educacional.

RC 2.1: Integrar pelo menos 3 bases de dados com os érgaos externos a Capes.

RC 2.2: Disponibilizar acesso externo de pelo menos 2 acervos dos programas da Capes ainda nao publicizados.
RC 2.3: Integrar pelo menos 7 funcionalidades dos sistemas Capes.

RC 2.4: Entregar novo sistema de divulgacao e publicacao da informacao cientifica e tecnologica.
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ALINHAMENTO DA ESTRATEGIA DE TIC COM A ORGANIZACIONAL

ALINHAMENTO COM 0 PLANEJAMENTO ESTRATEGICO INSTITUCIONAL (PEN - 2025

ESTRATEGIA ORGANIZACIONAL (PEI) ESTRATEGICA DE TIC 2025 (PDTIC)

OE5 - Aprimorar a gestao
estratégica.

OE8 - Aperfeicoar a gestao
institucional.

OEQ9. Intensificar o
desenvolvimento de solugdes de
TIC integradas, interoperaveis e
inovadoras

OKR 3/2025
OBJETIVO: Elevar o grau de conformidade em segurancga de TIC para atingir a exceléncia na gestao publica.

RC 3.1: Atingir 70% do iSeg (indice de seguranga do PPSI) para as aplicagdes criticas e muitas criticas, até
dez/2025.

RC 3.2: Implementar o desenvolvimento seguro em 2 equipes de sustentagao, até dez/2025.

RC 3.3: Aplicar o desenvolvimento seguro para 100% das equipes de projeto, até dez/2025.

OKR 4/2025
OBJETIVO: Elevar o grau de gestao de riscos para atingir a exceléncia na gestao publica.

RC 4.1: Estabelecer o nivel de criticidade de 100% das aplicagdes e sistemas no primeiro trimestre de 2025.

RC 4.2: Implementar 100% da solugdo de TIC para gerenciamento de riscos da DTI, até dezembro/2025.

RC 4.3: Implementar o Plano de Continuidade de Negdcios (PCN) para 1 sistema de mais alta criticidade até
dezembro/2025.

RC 4.4. Implementar Plano de Atualizagdo dos sistemas operacionais em 30% do parque computacional
(servidores e ativos de rede), até dezembro/2025.
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ALINHAMENTO DA ESTRATEGIA DE TIC COM A ORGANIZACIONAL

ALINHAMENTO COM 0 PLANEJAMENTO ESTRATEGICO INSTITUCIONAL (PEN - 2025

ESTRATEGIA ORGANIZACIONAL (PEI)

OE®6 - Fortalecer os mecanismos
de controle institucional.

OE7 - Aprimorar os processos de
comunicacgao institucional.

OE09. Intensificar o)
desenvolvimento de solugdes de
TIC integradas, interoperaveis e
inovadoras

ESTRATEGICA DE TIC 2025 (PDTIC)

OKR 5/2025

OBJETIVO: Entregar solugoes tecnoldgicas inovadoras para proporcionar uma experiéncia de usudrio excepcional com alta
confiabilidade e manutenibilidade.

RC 5.1: Implantar padrdo de identidade visual do GOV.BR e préticas de experiéncia de usuério, em até 12 meses para MVP (Produto
Minimo Viavel) de novos sistemas desenvolvidos.

RC 5.2: Adequacao da identidade visual padrdo em pelo menos 1 sistema em até 12 meses, que esta em ambiente produtivo.

RC 5.3: Evoluir o padréo de arquitetura de sistemas e adotar praticas DevOps em até 12 meses para os novos sistemas desenvolvidos.
RC 5.4: Implantar metodologia de desenvolvimento de sistemas em até 12 meses para todos os times de desenvolvimento.

RC 5.5: Modernizagdo de pelo menos 2 MVPs (Produto Minimo Viavel) de sistemas com tecnologia legada

OKR 6/2025

OBJETIVO: Prover solugdes tecnoldgicas para otimizar os processos internos institucionais inerentes a integridade e comunicagao
para aumentar a eficiéncia e consisténcia das entregas.

RC 6.1: Automatizar ao menos 1 processo relacionado a procedimentos inerentes a integridade, comunicagao ou gestao.

RC 6.2: Implementar 100% de solugéo para automatizar a indexagao e busca de acervo de comunicagéo de dados da Capes.

RC 6.3: Implantar solugao tecnoldgica para a melhoria de pelo menos 50% dos processos da Gestao Orgamentaria e Financeira da
Capes.

RC 6.4: Modernizar pelo menos 1 processo de gestdo documental, até dezembro de 2025.

OKR 7/2025

OBJETIVO: Aumentar a agilidade, qualidade e inovagao na entrega de servigos digitais.

RC 7.1: Criar um grupo de inovagao multidisciplinar para explorar e testar tecnologias inovadoras

RC 7.2: Definir T metodologia e estruturar a infraestrutura para adogao de solugdes de inteligéncia artificial (1A)

RC 7.3: Atingir no minimo a classificagdo B da qualidade dos cédigos das aplicagdes consideradas criticas (Ex: Sonar).
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ALINHAMENTO DA ESTRATEGIA DE TIC COM A ORGANIZACIONAL

ALINHAMENTO COM 0 PLANEJAMENTO ESTRATEGICO INSTITUCIONAL (PEN) - 2025

ESTRATEGIA ORGANIZACIONAL (PEI)

OE3 - Promover a melhoria
continua das estratégias de
qualificacdo e formagdao de
recursos humanos em nivel
superior.

OE4 - Aperfeigoar a pratica de
governanga e gestao da
informacao.

OE09. Intensificar o}
desenvolvimento de solugbes de
TIC integradas, interoperaveis e
inovadoras

ESTRATEGICA DE TIC 2025 (PDTIC)

OKR 8/2025

OBJETIVO: Executar todo o ciclo de operagées de dados para uso interoperavel e disponibilizagao qualificada dos dados e seus
acessos internos e externos.

RC 8.1: Disciplinar e orientar o processo de curadoria em pelo menos 5 diretorias finalisticas tornando a qualificagdo de dados parte da
cultura institucional para decisdes baseadas em dados até agosto de 2025.

RC 8.2: Aumentar em 20% os dados qualificados das visées de dados (ADD) em relagdo ao contetdo atual até dezembro de 2025.

RC 8.3: Implantar Data Lake de forma a atender ao menos 3 diretorias de fevereiro a dezembro de 2025.

RC 8.4: Diminuir o volume de demandas de higienizagdo de dados mestres de pessoas e instituigdes em 20%, gerando mais qualidade e
segurancga no tratamento de dados feitos pelas diretorias, de margo a dezembro de 2025.

RC 8.6: Desenvolver, até dezembro de 2025, um mdédulo que coleta os dados de forma estruturada, auditavel e em conformidade com a
Portaria CAPES n° 99/2024.

OKR 9/2025

OBJETIVO: Implementar solugées inovadoras que possibilitem qualificar e apoiar o processo avaliativo (programas, projetos,
concessio, etc.) com vistas a melhoria da eficiéncia do trabalho.

RC 9.1: Automatizar ao menos 3 processos repetitivos que ainda séo feitos de maneira manual dentro das diretorias até dezembro de
2025.

RC 9.2: Tornar monitoravel as integragdes existentes, por meio de solugdes inovadoras, em 50% dos dados trafegdveis atualmente,
fortalecendo a gestdo organizacional relacionada ao compartilhamento eficiente das informagdes, até dezembro de 2025.

RC 9.3: Ampliar, em pelo menos mais uma integragdo, a utilizagdo dos servigos digitais disponibilizados pela plataforma GOV.BR,
aumentando a seguranga em operagdes criticas através de solugdo inovadora, de julho a dezembro de 2025.

RC 9.4: Aprimorar ao menos 2 solugdes tecnoldgicas, para fortalecer a tomada de decisédo a nivel de governanga institucional da
Capes, até dezembro de 2025.

RC9.5: Estruturar ao menos 1 MVP (Produto Minimo Viavel) voltado para o desenvolvimento de modelos analiticos, descritivos e
diagnésticos para apoiar a gestdo estratégica, viabilizando a Capes a acompanhar a evolugdo do SNPG frente as necessidades
nacionais e regionais até dezembro de 2025.

RC9 6 Expandir ao menos dois moédulos/solugdes da Plataforma Sucupira e demais processos acessoérios até o quarto trimestre de
2025.
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ALINHAMENTO DA ESTRATEGIA DE TIC COM A ORGANIZACIONAL

ALINHAMENTO COM 0 PLANEJAMENTO ESTRATEGICO INSTITUCIONAL (PEN - 2025

ESTRATEGIA ORGANIZACIONAL (PEI)

OEOQ7. Aprimorar os processos de
comunicacgao institucional.

OE08. Aperfeicoar a
institucional.

gestao

OEOQ7. Aprimorar os processos de
comunicagao institucional.

OEO09. Intensificar 0
desenvolvimento de solugbes de
TIC integradas, interoperaveis e
inovadoras

ESTRATEGICA DE TIC 2025 (PDTIC)

OKR 10/2025

OBJETIVO: Realizar contratagoes de solugoes de TIC para promover a eficiéncia operacional e impulsionar a inovagao
tecnoldgica na CAPES

RC 10.1 Realizar, ao menos, 2 agdes de capacitagao de servidores publicos em boas praticas nas contratagdes de TIC.

RC 10.2 Melhorar a infraestrutura de TIC e a seguranga da informagao na CAPES por meio da realizagdo de, no minimo, 5
novas contratagdes previstas no ANEXO 7 - Agdes de Contratagdo de TIC, até dezembro de 2025.

RC 10.3 Otimizar os recursos de desenvolvimento de sistemas na CAPES, por meio da realizagdo de, no minimo, 2 novas
contratacoes previstas no ANEXO 7 - Agcbes de Contratacao de TIC, até dezembro de 2025.

RC 10.4 Revisar, otimizar e documentar o processo (fluxo) de contratagdes de TIC, observando a conformidade legal e as
boas praticas de gestao de projetos e de riscos.

OKR 11/2025

OBJETIVO: Fortalecer a governanga de TIC para implementar a eficiéncia, promover a transparéncia, fomentar a inovagao
e alinhar estrategicamente as agdes de TIC aos objetivos institucionais da CAPES.

RC 11.1 Formalizar o plano de transformacao digital, em alinhamento com as diretrizes do SISP até o final do 1° semestre
de 2025.

RC 11.2 Estabelecer um processo consistente de monitoramento (check-in) de OKRs de TIC, alcangando 90% de ades&do
dos responsaveis até o final do primeiro trimestre de 2025, garantindo foco e alinhamento continuo.

RC 11.3 Produzir relatérios trimestrais, que medem os indicadores de TIC definidos no Planejamento Estratégico
Institucional (PEIl), fornecendo insights para a tomada de deciséo estratégica.

RC 11.4 Implementar a gestao de riscos das agdes do PDTIC 2025-2028 da CAPES, assegurando a identificagdo e a
andlise dos riscos associados até o final do 1° semestre de 2025.
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ALINHAMENTO DA ESTRATEGIA DE TIC COM A ORGANIZACIONAL

ALINHAMENTO COM 0 PLANEJAMENTO ESTRATEGICO
INSTITUCIONAL CPED - 2026

Em atendimento ao art. 62, inciso VI, da
Portaria SGD/ME 778/2019, o PDTIC
2025-2028 da CAPES sofrera revisao,
especialmente quanto aos OKRs de
2026, o que esta devidamente
autorizado pelo Comité de Governanga
Digital (CGD), segundo a reuniéo de 28
de outubro de 2025 (registrada na ata
n22731841).
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ALINHAMENTO DA ESTRATEGIA DE TIC COM A ORGANIZACIONAL

ALINHAMENTO COM 0 PLANEJAMENTO ESTRATEGICO INSTITUCIONAL (PE - 2027

ESTRATEGIA ORGANIZACIONAL (PEI) ESTRATEGICA DE TIC 2027 (PDTIC)

OE5 - Aprimorar a gestéo
estratégica.
OE8 - Aperfeicoar a gestao
institucional.
OEOO. Intensificar 0

desenvolvimento de solugdes de
TIC integradas, interoperaveis e
inovadoras

OKR 1/2027

OBJETIVO: Ampliar o servico de seguranca para garantir a integridade, disponibilidade, confidencialidade e
autenticidade dos dados.

RC 1.1: Implementar 100% nas esteiras de desenvolvimento (Cl/CD) testes de seguranga no codigo, até dezembro de
2027.
RC 1.2: Realizar testes de penetragéo em 5 sistemas de mais alta criticidade, até dezembro de 2027.

RC 1.3: Implementar trabalho remoto com mecanismos de seguranca em pelo menos 30% da forca de trabalho da Capes,
até dezembro de 2027.

OKR 2/2027
OBJETIVO: Aumentar a eficiéncia operacional por meio de automacao de processos criticos em TI.

RC 2.1: Automatizar 30% das tarefas manuais nas implementagbes de servicos no ambiente computacional, até
dezembro de 2027.

RC 2.2: Revisar os 4 principais processos automatizados, estabelecendo uma cultura de melhoria continua, até
dezembro de 2027.

RC 2.3: Estabelecer em 100% o processo automatizado para integragédo e acolhimento (onboarding) de novos
colaboradores, utilizando a Inteligéncia Artificial (IA), até junho de 2027.
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ALINHAMENTO DA ESTRATEGIA DE TIC COM A ORGANIZACIONAL

ALINHAMENTO COM 0 PLANEJAMENTO ESTRATEGICO INSTITUCIONAL (PE - 2027

ESTRATEGIA ORGANIZACIONAL (PEI) ESTRATEGICA DE TIC 2027 (PDTIC)

OE3 - Promover a melhoria
continua das estratégias de
qualificagdo e formagado de
recursos humanos em nivel

superior.

OE4 - Aperfeicoar a pratica de
governanga e gestdo da
informacéo.

OEO9. Intensificar 0
desenvolvimento de solugdes de
TIC integradas, interoperaveis e
inovadoras

OKR 3/2027

OBJETIVO: Alcancar a exceléncia na interoperabilidade da Capes com os entes parceiros, favorecendo o
alinhamento com a legislacao atual e fortalecendo as inter-relacoes.

RC 3.1: Revisar 100% dos acordos de interoperabilidade, frente as atualizacdes da legislagao e dos objetivos ODS
(Objetivos de Desenvolvimento Sustentavel), até junho de 2027.

RC 3.2: Incrementar em 30%, a colaboragdo e a interoperabilidade entre a Capes e entidades parceiras,
atualizando/regularizando as relagdes estabelecidas, de julho a dezembro 2027.

OKR 4/2027

OBJETIVO: Melhorar a estratégia de gestao de Tl para ampliar a qualidade das informacGes por meio da
predicao e prescricao, transformando a Capes numa instituicdo Data Driven.

RC 4.1: Estabelecer e executar pelo menos 2 experimentos de predicdo baseada nos dados qualificados e
enriquecidos, completando o ciclo de transformacdo da Capes em uma instituicdo data driven, até dezembro de
2027.

RC 4.2: Estabelecer e executar pelo menos 2 experimentos de prescricdo baseada na anélise da predigdo nos
dados qualificados e enriquecidos, completando o ciclo de transformacgéo da Capes em uma instituigcao data driven,
de julho a dezembro de 2027.
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ALINHAMENTO DA ESTRATEGIA DE TIC COM A ORGANIZACIONAL

ALINHAMENTO COM 0 PLANEJAMENTO ESTRATEGICO INSTITUCIONAL (PED

A seguir, apresentamos um diagrama que ilustra como os OKRs de TIC s&o desdobrados a partir do PEl:

bietiv

PEI

PDTIC

PDTIC RGHMIELGE Resultado- Resultado-
Chave 1.1 Chave 1.2 Chave 2.1
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ALINHAMENTO DA ESTRATEGIA DE TIC COM A ORGANIZACIONAL

ALINHAMENTO COM A ESTRATEGIA FEDERAL DE GOVERNO DIGITAL (EFGD) - 2025

EFGD ESTRATEGICA DE TIC 2025 (PDTIC)

OB1 - Prover servigos publicos
digitais personalizados, simples,
de forma pré-ativa e centrados no
cidadao.

0OB2 - Ofertar servicos publicos
digitais inclusivo

OB4 - Estimular o uso e a
integragdo de plataformas e
servicos de governo digital no
Governo federal.

OB5 - Estimular o uso e a
integragdo de plataformas e
servigos de governo digital com os
entes da federagao.

OKR 1/2025

OBJETIVO: Melhorar a implementagcao e gestao dos programas de fomento por meio da expansao e
aprimoramento dos servigos digitais para usuarios internos e externos.

RC 1.1: Automatizar pelo menos 2 fluxos de processos internos em 2025.

RC 1.2: Desenvolver médulos de monitoramento e avaliagdo de 1 programa de fomento.

RC 1.3: Criar a estrutura da Plataforma de Fomento para permitir a integragdo com os demais sistemas de
fomento

RC 1.4: Migrar 100% de pagamento de bolsas para o SCBA.

RC 1.5: Implementar solugdes de Tl para atender a 100% das demandas para novas edi¢des de programa
Capes.

OKR 2/2025

OBJETIVO: Melhorar a integracao e interoperabilidade entre sistemas internos e externos de forma a facilitar
o acesso, a disponibilizagao e a troca de informagoes de interesse da comunidade cientifica e educacional.

RC 2.1: Integrar pelo menos 3 bases de dados com os 6rgéaos externos a Capes.

RC 2.2: Disponibilizar acesso externo de pelo menos 2 acervos dos programas da Capes ainda nao
publicizados.

RC 2.3: Integrar pelo menos 7 funcionalidades dos sistemas Capes.

RC 2.4: Entregar novo sistema de divulgagao e publicagdo da informacgao cientifica e tecnoldgica.

43



ALINHAMENTO DA ESTRATEGIA DE TIC COM A ORGANIZACIONAL

ALINHAMENTO COM A ESTRATEGIA FEDERAL DE GOVERNO DIGITAL (EFGD) - 2025

EFGD ESTRATEGICA DE TIC 2025 (PDTIC)

OB9 - Elevar a maturidade e a
resiliéncia dos o¢rgaos e das
entidades em termos de
privacidade e seguranga da
informacao.

OB10 - Fortalecer a privacidade e a
seguranga dos dados dos
cidadéos.

OB11 - Prover identificagdo Unica
do cidaddo.

OB14 - Otimizar a oferta de
infraestrutura compartilhada de
tecnologia da informagdo e
comunicagao.

OKR 3/2025
OBJETIVO: Elevar o grau de conformidade em seguranga de TIC para atingir a exceléncia na gestao publica.

RC 3.1: Atingir 70% do iSeg (indice de seguranca do PPSI) para as aplicagdes criticas e muitas criticas, até
dez/2025.

RC 3.2: Implementar o desenvolvimento seguro em 2 equipes de sustentagao, até dez/2025.

RC 3.3: Aplicar o desenvolvimento seguro para 100% das equipes de projeto, até dez/2025.

OKR 4/2025
OBJETIVO: Elevar o grau de gestao de riscos para atingir a exceléncia na gestao publica.

RC 4.1: Estabelecer o nivel de criticidade de 100% das aplicagdes e sistemas no primeiro trimestre de 2025.

RC 4.2: Implementar 100% da solugdo de TIC para gerenciamento de riscos da DTI, até dezembro/2025.

RC 4.3: Implementar o Plano de Continuidade de Negécios (PCN) para 1 sistema de mais alta criticidade até
dezembro/2025.

RC 4.4: Implementar Plano de Atualizacdo dos sistemas operacionais em 30% do parque computacional
(servidores e ativos de rede), até dezembro/2025.
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ALINHAMENTO COM A ESTRATEGIA FEDERAL DE GOVERNO DIGITAL (EFGD) - 2025

ESTRATEGICA DE TIC 2025 (PDTIC)

OB8 - Desenvolver habilidades
digitais dos servidores.

OB13 - Promover a participagao
digital nas politicas publicas e
servicos digitais.

OB15 - Aprimorar processos de
negécio da gestao publica.

OB16 - Estimular a gestdo
ambientalmente sustentavel na
transformacao digital.

OKR 5/2025

OBJETIVO: Entregar solugdes tecnoldgicas inovadoras para proporcionar uma experiéncia de usuario excepcional com alta
confiabilidade e manutenibilidade.

RC 5.1: Implantar padréo de identidade visual do GOV.BR e praticas de experiéncia de usuario, em até 12 meses para MVP
(Produto Minimo Viavel) de novos sistemas desenvolvidos.

RC 5.2: Adequacgao da identidade visual padrao em pelo menos 1 sistema em até 12 meses, que estd em ambiente produtivo.

RC 5.3: Evoluir o padrao de arquitetura de sistemas e adotar praticas DevOps em até 12 meses para 0s novos sistemas
desenvolvidos.

RC 5.4: Implantar metodologia de desenvolvimento de sistemas em até 12 meses para todos os times de desenvolvimento.

RC 5.5: Modernizagao de pelo menos 2 MVPs (Produto Minimo Viavel) de sistemas com tecnologia legada

OKR 6/2025

OBJETIVO: Prover solugdes tecnoldgicas para otimizar os processos internos institucionais inerentes a integridade e
comunicagao para aumentar a eficiéncia e consisténcia das entregas.

RC 6.1: Automatizar ao menos 1 processo relacionado a procedimentos inerentes a integridade, comunicagao ou gestao.

RC 6.2: Implementar 100% de solugao para automatizar a indexagao e busca de acervo de comunicagao de dados da Capes.

RC 6.3: Implantar solugdo tecnoldgica para a melhoria de pelo menos 50% dos processos da Gestao Orgamentaria e Financeira
da Capes.

RC 6.4: Modernizar pelo menos 1 processo de gestao documental, até dezembro de 2025.

OKR 7/2025
OBJETIVO: Aumentar a agilidade, qualidade e inovagao na entrega de servigos digitais.
RC 7.1: Criar um grupo de inovagao multidisciplinar para explorar e testar tecnologias inovadoras

RC 7.2: Definir 1 metodologia e estruturar a infraestrutura para adogéo de solugdes de inteligéncia artificial (IA)
RC 7.3: Atingir no minimo a classificagdo B da qualidade dos cédigos das aplicagdes consideradas criticas (Ex: Sonar).

45



ALINHAMENTO DA ESTRATEGIA DE TIC COM A ORGANIZACIONAL

ALINHAMENTO COM A ESTRATEGIA FEDERAL DE GOVERNO DIGITAL (EFGD) - 2025

OB3 - Aperfeicoar a governanca de
dados e ainteroperabilidade.

0OB6 - Fomentar o uso inteligente
de dados pelos 6rgaos do governo.

OB7 - Fomentar o ecossistema de
inovagao aberta.

OB12 - Fortalecer a cultura de
governo aberto e transparente.

ESTRATEGICA DE TIC 2025 (PDTIC)

OKR 8/2025

OBJETIVO: Executar todo o ciclo de operagoes de dados para uso interoperavel e disponibilizagao qualificada dos dados e seus
acessos internos e externos.

RC 8.1: Disciplinar e orientar o processo de curadoria em pelo menos 5 diretorias finalisticas tornando a qualificagdo de dados parte da
cultura institucional para decistes baseadas em dados até agosto de 2025.

RC 8.2: Aumentar em 20% os dados qualificados das visGes de dados (ADD) em relagdo ao conteutdo atual até dezembro de 2025.

RC 8.3: Implantar Data Lake de forma a atender ao menos 3 diretorias de fevereiro a dezembro de 2025.

RC 8.4: Diminuir o volume de demandas de higienizagdo de dados mestres de pessoas e instituigdes em 20%, gerando mais qualidade
e segurancga no tratamento de dados feitos pelas diretorias, de margo a dezembro de 2025.

RC 8.6: Desenvolver, até dezembro de 2025, um mddulo que coleta os dados de forma estruturada, auditavel e em conformidade com a
Portaria CAPES n°® 99/2024.

OKR 9/2025

OBJETIVO: Implementar solugdes inovadoras que possibilitem qualificar e apoiar o processo avaliativo (programas, projetos,
concessao, etc.) com vistas a melhoria da eficiéncia do trabalho.

RC 9.1: Automatizar ao menos 3 processos repetitivos que ainda sao feitos de maneira manual dentro das diretorias até dezembro de
2025.

RC 9.2: Tornar monitoravel as integragdes existentes, por meio de solugdes inovadoras, em 50% dos dados trafegdveis atualmente,
fortalecendo a gestao organizacional relacionada ao compartilhamento eficiente das informagdes, até dezembro de 2025.

RC 9.3: Ampliar, em pelo menos mais uma integragéo, a utilizagdo dos servigos digitais disponibilizados pela plataforma GOV.BR,
aumentando a seguranga em operagdes criticas através de solugao inovadora, de julho a dezembro de 2025.

RC 9.4: Aprimorar ao menos 2 solugdes tecnoldgicas, para fortalecer a tomada de decisdo a nivel de governancga institucional da
Capes, até dezembro de 2025.

RC9.5: Estruturar ao menos 1 MVP (Produto Minimo Viavel) voltado para o desenvolvimento de modelos analiticos, descritivos e
diagndsticos para apoiar a gestdo estratégica, viabilizando a Capes a acompanhar a evolugdo do SNPG frente as necessidades
nacionais e regionais até dezembro de 2025.

RC9 6 Expandir ao menos dois modulos/solugbes da Plataforma Sucupira e demais processos acessoérios até o quarto
trimestre de 2025.
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ALINHAMENTO COM A ESTRATEGIA FEDERAL DE GOVERNO DIGITAL (EFGD) - 2025

OB7 - Fomentar o ecossistema de
inovagao aberta.

OB8 - Desenvolver habilidades
digitais dos servidores.

OB14 - Otimizar a oferta de
infraestrutura compartilhada de
tecnologia da informacdao e
comunicagao.

OB16 - Estimular a gestdo
ambientalmente sustentavel na
transformacao digital.

ESTRATEGICA DE TIC 2025 (PDTIC)

OKR 10/2025

OBJETIVO: Realizar contratagoes de solugoes de TIC para promover a eficiéncia operacional e impulsionar a inovagao
tecnoldogica na CAPES

RC 10.1 Realizar, ao menos, 2 agdes de capacitagdo de servidores publicos em boas praticas nas contratagdes de TIC.

RC 10.2 Melhorar a infraestrutura de TIC e a seguranga da informagao na CAPES por meio da realizagdo de, no minimo, 5
novas contratagdes previstas no ANEXO 7 - A¢gdes de Contratagdo de TIC, até dezembro de 2025.

RC 10.3 Otimizar os recursos de desenvolvimento de sistemas na CAPES, por meio da realizagdo de, no minimo, 2 novas
contratacoes previstas no ANEXO 7 - Agcbes de Contratacao de TIC, até dezembro de 2025.

RC 10.4 Revisar, otimizar e documentar o processo (fluxo) de contratagdes de TIC, observando a conformidade legal e as
boas praticas de gestao de projetos e de riscos.

OKR 11/2025

OBJETIVO: Fortalecer a governanga de TIC para implementar a eficiéncia, promover a transparéncia, fomentar a
inovacao e alinhar estrategicamente as a¢oes de TIC aos objetivos institucionais da CAPES.

RC 11.1 Formalizar o plano de transformagao digital, em alinhamento com as diretrizes do SISP até o final do 1° semestre
de 2025.

RC 11.2 Estabelecer um processo consistente de monitoramento (check-in) de OKRs de TIC, alcangando 90% de adesé&o
dos responsaveis até o final do primeiro trimestre de 2025, garantindo foco e alinhamento continuo.

RC 11.3 Produzir relatérios trimestrais, que medem os indicadores de TIC definidos no Planejamento Estratégico
Institucional (PEI), fornecendo insights para a tomada de decisdo estratégica.

RC 11.4 Implementar a gestdo de riscos das agdes do PDTIC 2025-2028 da CAPES, assegurando a identificagdo e a
analise dos riscos associados até o final do 1° semestre de 2025.
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ALINHAMENTO COM A ESTRATEGIA FEDERAL DE GOVERNO
DIGITAL (EFGD) - 2026

Em atendimento ao art. 62, inciso VI, da
Portaria SGD/ME 778/2019, o PDTIC
2025-2028 da CAPES sofrera revisao,
especialmente quanto aos OKRs de
2026, o que esta devidamente
autorizado pelo Comité de Governanga
Digital (CGD), segundo a reuniéo de 28
de outubro de 2025 (registrada na ata
n22731841).




ALINHAMENTO DA ESTRATEGIA DE TIC COM A ORGANIZACIONAL

ALINHAMENTO COM A ESTRATEGIA FEDERAL DE GOVERNO DIGITAL (EFGD) - 2027

EFGD ESTRATEGICA DE TIC 2025 (PDTIC)

OB9 - Elevar a maturidade e a
resiliéncia dos drgdos e das
entidades em  termos  de
privacidade e segurangca da
informacéo.

OB10 - Fortalecer a privacidade e a
seguranca dos dados dos cidadé&os.

OB11 - Prover identificag&o Unica do
cidadao.

OB14 - Otimizar a oferta de
infraestrutura compartilhada de
tecnologia da informacdo e
comunicagao.

OKR 1/2027

OBJETIVO: Ampliar o servico de seguranca para garantir a integridade, disponibilidade, confidencialidade e
autenticidade dos dados.

RC 1.1: Implementar 100% nas esteiras de desenvolvimento (CI/CD) testes de seguranga no cddigo, até
dezembro de 2027.

RC 1.2: Realizar testes de penetracdo em 5 sistemas de mais alta criticidade, até dezembro de 2027.

RC 1.3: Implementar trabalho remoto com mecanismos de seguranca em pelo menos 30% da forga de trabalho da
Capes, até dezembro de 2027.

OKR 2/2027
OBJETIVO: Aumentar a eficiéncia operacional por meio de automacao de processos criticos em Tl.

RC 2.1: Automatizar 30% das tarefas manuais nas implementacdes de servigos no ambiente computacional, até
dezembro de 2027.

RC 2.2: Revisar os 4 principais processos automatizados, estabelecendo uma cultura de melhoria continua, até
dezembro de 2027.

RC 2.3: Estabelecer em 100% o processo automatizado para integragdo e acolhimento (onboarding) de novos
colaboradores, utilizando a Inteligéncia Artificial (IA), até junho de 2027.
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ALINHAMENTO COM A ESTRATEGIA FEDERAL DE GOVERNO DIGITAL (EFGD) - 2027

EFGD ESTRATEGICA DE TIC 2026 (PDTIC)

OB3 - Aperfeigoar a governanca de
dados e a interoperabilidade.

OKR 3/2027

OBJETIVO: Alcancar a exceléncia na interoperabilidade da Capes com os entes parceiros, favorecendo o
alinhamento com a legislacao atual e fortalecendo as inter-relacdes.

OB6 - Fomentar o uso inteligente de

dados pelos érgéos do governo. RC 3.1: Revisar 100% dos acordos de interoperabilidade, frente as atualizagdes da legislagdo e dos objetivos ODS

(Objetivos de Desenvolvimento Sustentavel), até junho de 2027.
RC 3.2: Incrementar em 30%, a colaboragdo e a interoperabilidade entre a Capes e entidades parceiras,
atualizando/regularizando as relagdes estabelecidas, de julho a dezembro 2027.

OB7 - Fomentar o ecossistema de

inovagao aberta.
OKR 4/2027
OBJETIVO: Melhorar a estratégia de gestao de Tl para ampliar a qualidade das informacoes por meio da predicéo
e prescricao, transformando a Capes numa instituicdo Data Driven.

OB12 - Fortalecer a cultura de RC 4.1: Estabelecer e executar pelo menos 2 experimentos de predicdo baseada nos dados qualificados e enriquecidos,

completando o ciclo de transformacgéo da Capes em uma instituicao data driven, até dezembro de 2027.

RC 4.2: Estabelecer e executar pelo menos 2 experimentos de prescricdo baseada na anélise da predigéo nos dados
qualificados e enriquecidos, completando o ciclo de transformagao da Capes em uma instituicdo data driven, de julho a
dezembro de 2027.

governo aberto e transparente.
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ESQUEMA DO ALINHAMENTO ESTRATEGICO DOS OKRS

Pos-Implantacdo

(2026 em diante)

Implantagdo (2025)

s ™ s )
OKRs Estratégicos de TIC OKRs Estratégicos de TIC
— alinhados com PEI da —— alinhados com PEI da
Capes (BSC) e EFGD Capes (BSC) e EFGD
. A ' J
s \ 4§ g
OKRs Taticos alinhados
— Sem OKR Tatico — com OKRs Estratégicos de
TIC
\ J \ V,

O detalhamento dos OKRs pode ser encontrado no ANEXO 3 - Fichas
de Objetivos e Resultados-Chave (OKR).



INVENTARIO DE NECESSIDADES

As demandas de TIC foram identificadas junto a todas as unidades da
CAPES, resultando no seguinte:

1. NECESSIDADES  ESTRATEGICAS  DE
CORPORATIVA, DE TIC E DIGITAL

GOVERNANCA

1.1 Adocgéo da gestéo por competéncias do pessoal de TIC;

1.2. Adocéo de processo e metodologia para inovagéo tecnoldgica;

1.3. Adocao do Plano de Transformacgéo Digital, de acordo com a
Estratégia Federal de Governo Digital (EFGD);

1.4. Aprimoramento da comunicacao e da transparéncia entre a érea de
TIC, a alta administracédo da Capes e as partes envolvidas no uso da TIC;
1.5. Aprimoramento da gestdo de capacidade de TIC, com o
estabelecimento de indicadores de sustentagao (KPls) e relatério de
desempenho da TIC;

1.6. Aprimoramento da gestéo do conhecimento de TIC;

1.7. Aprimoramento do processo de gestéo de conformidade de TIC;
1.8. Aprimoramento da governanga de TIC, com foco no alinhamento
estratégico, em resultados, no gerenciamento de riscos e no
estabelecimento de politicas, metodologias e processos que
favorecam a agilidade e ainovagao;

1.9. Aprimoramento das contratacoes de TIC e da gestéo de contratos
correlatos, com foco na conformidade, na inovagdo, na
sustentabilidade, na transparéncia e nos principios que regem as
compras publicas;

1.10. Aprimoramento das metodologias, dos processos e da
infraestrutura para gestéo de portfélio e projetos de TIC, com foco em
agilidade;

1.11. Consolidagédo do envolvimento da alta administragao da Capes,
com a execucao da estratégia e das iniciativas de TIC;

1.12. Melhoria da gestdo dos recursos e dos custos de TIC, com
transparéncia; e

1.13. Monitorar periddico do nivel de satisfagéo dos usuarios de TIC.

2. NECESSIDADES ESTRATEGICAS DE GOVERNANGA E GESTAO DE
DADOS

2.1. Adocéo da politica de preservacao Digital;

2.2. Adogao de ferramentas para documentar as bases de dados
legadas e atuais da Capes, além de alinhar-se aos padrées da
Infraestrutura Nacional de Dados (MGI), garantindo conformidade com
as melhores praticas e requisitos nacionais de gestéo de dados;

2.3. Ampliacédo das solugdes tecnoldgicas de Inteligéncia artificial no
ambiente Capes;

2.4. Aprimoramento da base corporativa na Capes e intensificagéo do
seu uso por todas as aplicagdes;

2.5. Aprimoramento da ferramenta de catalogagéo, organizagdo e
acompanhamento do ciclo de vida de informagodes e seus respectivos
metadados da Capes;
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INVENTARIO DE NECESSIDADES

2.6. Estruturagcao de um Comité consultivo para avaliar regularmente a
maturidade das iniciativas de Data & Analytics e Governanca de Dados
da Capes, identificando lacunas e direcionando melhorias;

2.7. Centralizagao de dados e divisdo em camadas bronze prata e ouro,
e compartilhados entre diretorias;

2.8. Melhoria da qualidade dos dados institucionais e da integracéo e
interoperabilidade das bases de dados da Capes entre si e com as
bases oficiais;

2.9. Estruturacéo de painéis de apoio a gestao interna;

2.10. Promocao da a cultura organizacional de Governanga de Dados;
2.11. Promocgéao dos servigos de infraestrutura descentralizada para
andlise de dados, incluindo solugdes de software, hardware e acesso a
bases de dados, garantindo maior flexibilidade, escalabilidade e
eficiéncia no processamento e andlise de informacoes; e

2.12. Provimento de solugdo tecnoldgica que centraliza e gerencia os
dados mestres de uma organizacao.

3. NECESSIDADES ESTRATEGICAS DE INFRAESTRUTURA DE TIC E
ATENDIMENTO A USUARIOS

3.1. Adocdao da certificagdo digital biométrica para fortalecer a
seguranca, autenticidade e integridade das transagdes eletronicas;

3.2. Aprimoramento da estrutura de rede de TIC para garantir
conectividade segura, eficiente e escalavel, alinhando-se as demandas
de crescimento e transformacéo digital da Capes;

3.3. Aprimoramento da estrutura fisica e das solugdes de software,
incluindo licengas de mensageria, para garantir a comunicacgao
eficiente, segura e integrada, atendendo &s necessidades de
colaboragao e troca de informacgdes da Capes;

3.4. Promocdo da automacao, eficiéncia e melhoria na gestéo
documental, proporcionando maior agilidade, precisdo e acessibilidade
as informagodes da Capes;

3.5. Provimento de infraestrutura robusta e escalavel, preparada para
processar demandas de Inteligéncia Artificial (IA), garantindo a
capacidade de lidar com grandes volumes de dados, alto desempenho
computacional e suporte as iniciativas de inovagao e automagao da
Capes;

3.6. Provimento de Espacgo de armazenamento de arquivos com alta
capacidade e opgdes de expansdao sob demanda, garantindo
flexibilidade, escalabilidade e suporte ao crescimento das
necessidades de dados da Capes;

3.7. Estabelecimento de um protocolo seguro e eficiente para o acesso
a backups em fita, garantindo a integridade, disponibilidade e protegao
dos dados armazenados;

3.8. Expansao do uso de computagdo em nuvem para aumentar a
flexibilidade, escalabilidade e eficiéncia operacional;

3.9. Fortalecimento da infraestrutura de TIC, com foco na inovagéo, no
desenvolvimento de sistemas, na otimizagédo dos processos de negdcio
e na gestao eficiente de dados, impulsionando a agilidade e a
capacidade de atender &s demandas estratégicas da Capes;

3.10. Gerenciamento dispositivos moveis;
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INVENTARIO DE NECESSIDADES

3.11. intensificagdo da automagdo da infraestrutura por meio de
praticas de infraestrutura como Cddigo (laC), visando aumentar a
eficiéncia, agilidade, consisténcia e escalabilidade na gestdo de
ambientes tecnoldgicos;

3.12. Disponibilizagdo de ITSM (Gerenciamento de Servicos de TI)
corporativo eficiente e integrado, visando padronizar processos,
melhorar a entrega e a qualidade dos servigos de TIC;

3.13. Melhoria de infraestrutura de TIC para mobilidade e trabalho
remoto;

3.14. Melhoria do gerenciamento de permissbes e acessos,
assegurando maior controle, seguranga e conformidade na gestao de
identidades digitais e no acesso a recursos tecnoldgicos;

3.15. Disponibilizagao de infraestrutura para hospedar e manter o Portal
de Periddicos;

3.16. Modernizacao da infraestrutura de TIC para aprimorar a execugao
dos servigos de design, incluindo a edigdo de imagens, audio e video,
garantindo desempenho, qualidade e eficiéncia no processamento de
midias digitais;

3.17. Otimizagdo da gestdo de atendimento aos usudrios de TIC,
visando aumentar a satisfacao, eficiéncia e qualidade dos servigos
prestados; e

3.18. Padronizacdo dos aplicativos e softwares utilizados pelos
usuarios de TIC na Capes, visando promover a eficiéncia operacional,
reduzir a complexidade de gestdo e garantir a seguranga e a
compatibilidade das solugdes tecnoldgicas.

4. NECESSIDADES ESTRATEGICAS DE PESSOAL DE TIC E GESTAD
DE COMPETENCIAS

41. Adocdo de solugédo tecnoldgica padronizada pela Capes para
treinamento e capacitagéo corporativa, com o objetivo de centralizar e
otimizar a gestdo dos programas de desenvolvimento de pessoal;

4.2. Ampliacédo da equipe de TIC, com a incorporagdo de profissionais
que relnam competéncias especificas para a implementacao e a
sustentacao de solugdes de Inteligéncia Artificial (IA) e que possuam
experiéncia nas metodologias e ferramentas adotadas pela Capes;

4 3. Ampliacdo das acOes de desenvolvimento, de toda a instituicao,
para utilizar tecnologias da informacdo de maneira eficiente e
estratégica;

44, Aprimoramento da gestdo do conhecimento por meio da
implementacéo de solugdes tecnoldgicas que possibilitem a captura,
organizagdo, compartilhamento e disseminagdo eficaz do
conhecimento dentro da Capes;

4.5. Aumento do nimero de servidores alocados em TIC e melhoria das
suas condicbes de trabalho, garantindo que possam executar
adequadamente as atividades privativas da fungéo, para assegurar a
conformidade das operagdes e dos projetos de TIC com os padrdes
exigidos;

4 6. Descentralizagao das atividades da Tl para usuérios;

4.7 Evoluir as métricas de produtividade, implementando ferramentas e
processos que permitam uma anélise mais precisa e detalhada de
desempenho;
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4 8. Expanséo da equipe de TIC para garantir a capacidade de atender &
crescente demanda de servicos de tecnologia de forma eficiente e com
qualidade;

4.9. Fortalecimento das agdes de desenvolvimento de pessoal de TIC,
com énfase em tecnologias emergentes, inovagéo, agilidade, qualidade,
governanca e gestdo de dados, transformacgéo digital e seguranca
cibernética;

4.10. Manutengao da memdria institucional em TIC por meio de
capacitacdo continua, retencado de pessoal qualificado e criagdo de um
ambiente dindmico que promova o crescimento profissional; e

4.11. Melhoria da gestao dos recursos humanos de TIC da Capes, com o
emprego de praticas e ferramentas que ampliem a eficiéncia
operacional e a alocagao estratégica dos talentos e recursos.

5. NECESSIDADES ESTRATEGICAS DE SEGURANGA DA
INFORMAGAO E COMUNICAGAO (SIC) E PRIVACIDADE

b.1. Adequacgédo dos processos e as aplicacoes da Capes as normas de
seguranga da informagédo e comunicacdo e aos requisitos da LGPD,
garantindo a conformidade regulatéria e a protecdo dos dados
pessoais;

5.2. Adocéo de criptografia de dados estacionarios nas solugdes de
armazenamento da Capes, garantindo a protegcdo de informacgdes
sensiveis contra acessos ndo autorizados, roubos ou violagoes de
seguranga, e assegurando conformidade com as regulamentagdes de
privacidade e seguranca da informacao;

5.3. Adocéo de solugao tecnoldgica para mascaramento e anonimizagao
de dados;

5.4. Adogédo do principio do "Privacy by Design"', a fim de que a
seguranca da informagdo e comunicagédo e a privacidade sejam
consideradas e incorporadas desde o inicio e em todas as etapas do
desenvolvimento e da operacao de sistemas, servigos, infraestruturas
e processos de TIC;

5.5. Aprimoramento da segurancga da informagdo e comunicagdo, com
énfase em ac0Oes de conscientizagao, no aperfeicoamento do perimetro
de seguranca, no controle de acesso e no fortalecimento da protecéo
aos dados, ainfraestrutura e aos sistemas da Capes;

5.6. Alocacgéo de orgamento adequado para a implementacéo eficaz de
medidas de seguranca da informagao e comunicacgéo e de privacidade, a
mitigacdo de riscos cibernéticos e a continuidade dos servigos
essenciais;

b.7. Estabelecimento da gestdo de continuidade de negdcios e servigos
de TIC, focada em assegurar alta disponibilidade, resiliéncia operacional
e mitigacdo de riscos;

5.8. Expanséao da seguranca cibernética, com énfase em simulagdes de
ataques, auditorias continuas, testes de seguranga abrangentes e
monitoramento proativo de ameagas;

5.9. Fortalecimento da protegao de dados em ambientes de nuvem,
implementando medidas avancadas de seguranga, incluindo
criptografia, controles de acesso e monitoramento continuo, além de
observar as medidas de segurancga do PPSI/SISP; e

5.10. Fortalecimento da seguranga da informagao e comunicagdo nos
processos de mudangas e transformagdes tecnoldgicas, assegurando
que as alteragoes em sistemas, infraestruturas e bases de dados
sigam protocolos adequados de seguranga.
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6 NECESSIDADES ESTRATEGICAS DE SISTEMAS E SERVICOS
DIGITAIS

6.1. Adocdo de arquitetura padronizada para sistemas, organizada em
um guia de referéncia e orientada & modernizagédo da arquitetura dos
sistemas da Capes e a abordagem DevOps;

6.2. Ampliacao da utilizagdo dos servigos digitais disponibilizados pela
plataforma Gov.br;

6.3. Ampliagéo das solugdes tecnoldgicas de Inteligéncia artificial no
ambiente Capes;

6.4. Aprimoramento da base corporativa na Capes e intensificacédo do
seu uso por todas as aplicagdes;

6.5. Aprimoramento da experiéncia do usuario nos sistemas da Capes;
6.6. Aprimoramento da solugdo tecnoldgica para formagédo e
qualificagéo de professores da educacgéo basica (Plataforma FREIRE);
6.7. Aprimoramento das solugdes tecnoldgicas para interagdo com os
beneficiarios e ex-beneficiarios da Capes;

6.8. Aprimoramento do Portal de Periddicos;

6.9. Automacao de processos internos;

6.10. Automagao na geracdo de conteudo e transcrigdo de audios e
videos, com o objetivo de otimizar a criagdo, organizacao e distribuigéo
de informacgdes de maneira eficiente e escalavel;

6.11. Gerenciamento e controle de APlIs;

6.12. Implementagao de Identidade visual Unica para os sistemas da
Capes alinhada com o Governo Federal;

6.13. Integragdo dos sistemas institucionais, para promocado da
interoperabilidade e do compartilhamento eficiente de dados entre
diferentes plataformas e aplicacoes;

6.14. Melhoria das solugdes tecnoldgicas para desenvolvimento de
sistemas na Capes;

6.15. Melhoria da solugédo tecnoldgica para acompanhamento dos
programas de pds-graduacéo stricto sensu oferecidos na modalidade a
distancia (EaD) (SISUAB);

6.16. Melhoria da solucéo tecnoldgica para a gestéo, acompanhamento
e avaliagdo de programas de pds-graduacéo stricto sensu (Plataforma
Sucupira);

6.17. Modernizacdo da Intranet, transformando-a em uma plataforma
mais agil, intuitiva e funcional, que oferega uma melhor experiéncia ao
usudrio e suporte as necessidades de comunicacdo e colaboracéo
interna;

6.18. Modernizagao do controle de acesso aos sistemas da Capes;
6.19. Modernizagao do Educapes;

6.20. Disponibilizacdo de solugéo para atender as premiagdes na Capes;
6.21. Disponibilizagdo de solucdo tecnoldgica de indicadores para
avaliagcdo e monitoramento de Politicas Publicas;

6.22. Disponibilizagdo de solugdes tecnoldgicas integradas para
fortalecer a governanca e a gestao organizacional;

6.23. Disponibilizagcdo de solugdo tecnoldgica para a gestdo dos
Programas de Execucgao de Bolsas (PROEBS);

6.24 Disponibilizagéo de solucao tecnoldgica para acompanhamento da
execucéo orgamentaria e financeira;

6.25. Disponibilizagcdo de solugdo tecnoldgica para envio de
informagdes automaticamente (sistema push);

6.26. Disponibilizagédo de solugdes tecnoldgicas para monitoramento e
avaliagao de programas de fomento;

6.27. Disponibilizagao de solugéo tecnoldgica para prestagao de contas
e cobranca administrativa de fomento;

56



INVENTARIO DE NECESSIDADES

6.28. Disponibilizagao de solugdo tecnoldgica Unica para a gestéo de atuacdo de pessoas na Capes, integrando funcionalidades de consulta, cadastro
e pagamento do auxilio educacional;

6.29. Disponibilizagéo de solugao tecnoldgica unificada para parametrizagao de editais da Capes; e

6.30. Disponibilizacéo de solugoes tecnoldgicas assistivas para os usudrios dos sistemas da Capes.

O levantamento completo das necessidades de TIC, incluindo os alinhamentos, estéa disponivel no ANEXO 4 - Levantamento de Necessidades do
PDTIC 25-28.




CRITERIOS DE PRIORIZAGAD

A priorizagdo de objetivos e iniciativas estratégicas é uma pratica
indispensavel para qualquer organizagdo que busca maximizar
resultados, manter o foco em suas metas e utilizar recursos de forma
inteligente. Ela garante que a organizagdo esteja preparada para
desafios, aproveite oportunidades e alcance seus objetivos com
eficiéncia e eficécia.

Para estabelecer as prioridades de TIC no ambito do PDTIC 25-28, foram
realizadas andlises do Plano Estratégico Institucional (PEl) e da
Estratégia Federal de Governo Digital (EFGD). Durante as oficinas de
elaboragao do Plano, ideias centrais e palavras-chave foram extraidas
desses documentos para orientar o processo.

Essas andlises fundamentaram a criagéo dos OKRs estratégicos de TIC,
que foram organizados por ano com o auxilio de sessbdes de
brainstorming realizadas entre os participantes da construcao do Plano.
Além disso, foi aplicada a Matriz BASICO para priorizagéo, seguindo os
critérios descritos no ANEXO 5 - Critérios de Priorizacao de OKRs
(Matriz BASICO).

A Matriz BASICO é uma ferramenta de produtividade e organizagao
voltada para a priorizagao de projetos, apoiando a tomada de decisdes
estratégicas. Ela utiliza seis critérios para avaliagéo, proporcionando
uma estrutura clara para identificar as iniciativas mais relevantes. No
contexto dos OKRs, a Matriz BASICO foi essencial para garantir que as
prioridades definidas estejam alinhadas as necessidades estratégicas
da organizacéo.

Apds a priorizacgao e distribuicdo anual dos OKRs, é definida a execucao por
meio de agdes estratégicas que influenciam diretamente os resultados-
chave, assegurando o cumprimento dos objetivos. Para otimizar os
cronogramas de execucdo, foi adotado um critério de priorizagéo
especifico e adaptado as necessidades da CAPES, avaliando tanto o valor
das agdes para o negdcio quanto sua viabilidade técnica. Este processo
estd detalhado no ANEXO 6 - Critério de Priorizacdo de Acodes
Estratégicas.

Essa abordagem integrada garante que os esforgos de TIC estejam

alinhados as metas institucionais, maximizando o impacto das iniciativas
estratégicas no periodo do Plano.

Fraoratios
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FURG A DE TRABALHO DE TIC Histérico da Quantidade de Servidores de TIC de 2020 a 2025:
Durante a criagédo do PDTIC 25-28, foi realizada uma anélise da forga de trabalho
em TIC, que gerou os seguintes resultados: QUANTIDADE DE SERVIDORES DE TIC

20

Quantidade de Servidores na Area de TIC: 18

18
16 16
16 servidores efetivos da Capes; e 15 "
2 servidores Analista de Tecnologia da Informacao (ATI), cedido pelo MGI. 13
12
Distribuicao de servidores por cargo:
1 cargo de Diretor de Tecnologia da Informacao;
1 cargo de Assessor Técnico;
1 cargo de Coordenador-Geral de Governanca de Tecnologia da Informacéo;
1 cargo de Coordenador-Geral de Sistemas de Informacodes de Dados;
1 cargo de Coordenador de Desenvolvimento, Arquitetura e Qualidade;

1 cargo de Coordenador de Informagdes e Dados; 2020 2021 2022 2023 2024 9025
1 cargo de Coordenador de Negdcios e Produtos;
1 cargo de Coordenador-Geral de Seguranga Infraestrutura de Informatica;

e
(]

<1

(—)

1 cargo de Coordenagao de Operagdes e Suporte Digital; A partir do ultimo Concurso da CAPES, de 2024, e da distribuicao de
1 cargo de Coordenagéo de Infraestrutura e Plataformas Digitais; Gratificagdes Temporarias do Sistema de Administracéo dos Recursos
5 cargos de Analista de Ciéncia e Tecnologia (sem fungéo gratificada); de Tecnologia da Informacéo - GSISP para a Fundagdo, a Organizacéo

2 cargos de Analista de Ciéncia e Tecnologia (com funcgéo gratificada); e

teve éxito em melhorar os quadros de TIC no que tange ao nimero de
1 cargo de Analista de Tecnologia da Informagéo (sem fungéo gratificada). q q g

servidores publicos. Ainda existem desafios quanto a cargos técnicos,
mas a situagdo melhorou no ultimo ano.
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FORGA DE TRABALHO DE TIC

Durante o trabalho, também foi analisada a forga de trabalho
terceirizada de TIC, resultando nos seguintes dados:

Total de Terceirizados: 209

A forca de trabalho terceirizada da CAPES inclui os seguintes perfis
profissionais:

« Apoio ao PO Junior;

« Analista de Contratacoes e Apoio a Gestao Junior;
« Designer UX e Ul

« Apoio ao PO Pleno;

« Analista de Processos;

« Analistade BI;

« Apoio ao PO Sénior;

« Arquiteto de Automacéo;

« Analista de Contratagoes e Apoio a Gestdo Sénior;
« Arquiteto de Solugdes Pleno;

« Cientista de Dados;

« Especialista em Seguranca da Informacao;

« Gerente de Produto Pleno;

« Arquiteto de Solugdes Sénior;

« Gerente de Produto Sénior;

« Gerente PMO;

« Analista Programador Sénior;

Analista Programador Pleno;

Analista Programador Junior;

Gerente de Suporte de TIC;

Técnico de Suporte ao Usuério de TIC- Pleno;

Técnico em Manutencgéo de Equipamentos de Informatica - Pleno;
Técnico em Manutencgéo de Equipamentos de Informatica - Sénior;
Gerente de Infraestrutura de TIC;

Analista de Suporte Computacional - Junior;

Analista de Suporte Computacional - Sénior;

Analista de Redes e de Comunicagao de Dados - Pleno;
Analista de Redes e de Comunicacao de Dados - Sénior;
Administrador de Banco de Dados - Pleno;
Administrador de Banco de Dados - Sénior;
Administrador de Sistemas Operacionais - Pleno;
Administrador de Sistemas Operacionais - Sénior;
Analista de Sistemas de Automacéo - Pleno;

Analista de Sistemas de Automacéo - Sénior;
Administrador em Segurancga da Informacéo - Sénio;
Analista de Contratos;

Especialista em Governanga e Projetos;

Especialista infraestrutura;

Analista de sistemas;

Especialista em Tecnologia de Dados e Banco de Dados;
Profissional banco de dados (DBA);

Profissional banco de dados (AD);

Arquiteto Devops;

Gerente de Projetos;
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« Analista de Infraestrutura; Além disso, durante a definicdo dos OKRs de TIC (pag. 34 e seguintes

« Gerente de Produto Sénior; deste Plano), identificou-se que as agbes decorrentes demandaréo a
« Arquiteto de Software; formacédo de equipes capacitadas para construir e manter solugdes
« Administrador de Banco de Dados - Sénior; e envolvendo Inteligéncia Artificial, dentre outras especialidades

. Especialista em Seguranca da Informagao. inexistentes nos quadros da CAPES. Portanto, serd necessério
fortalecer e qualificar as equipes de TIC para atender as novas

Historico da Quantidade de Terceirizados de TIC de 2020 a 2025: demandas e desafios desse contexto.

QUANTIDADE DE TERCEIRIZADOS DE TIC O estudo da capacidade de TIC sera aprimorado a partir no 12 semestre

250 de 2026 e publicado com a atualizagéo do Plano de Metas e Agoes.

216 215 209
200 196
179
166

15
10

5

0
2020 2021 2022 2023 2024 2025

Em comparacédo com o ano de 2020, a quantidade de terceirizados de
TIC se mantém estével, com pequena reducado no ano de 2025. A partir

das proximas revisdes do PDTIC, a demanda devera ser avaliada para

determinar a eventual necessidade de incremento no quadro de

profissionais.
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AGOES DE TIC

As agbes que possibilitam a concretizacdo do PDTIC estao
classificadas da seguinte forma:

. Acoes de Sustentacao: Sdo as agdes necessérias para manter a
TIC da CAPES em pleno funcionamento, como agdes de
sustentacdo de infraestrutura de TIC e atendimento a usuarios,
acOes de sustentacdo de sistemas (manutengbes corretivas,
preventivas, perfectivas e evolugdes pontuais); e agdes de gestéo
de TIC. Em geral, essas agdes ndo geram mudancas ou inovacoes
em produtos, métodos ou processos. Elas estéo listadas no ANEXO
6 - Acoes de Sustentacao de TIC 2025.

. Acoes Estratégicas: Sdo as acOes que contribuirdo para a
concretizagdo dos resultados-chave dos OKRs. Em geral, essas
acOes geram mudangas ou inovagdes em produtos, métodos ou
processos. Nessas agdes estdo incluidas as contratagoes de TIC
planejadas (ANEXO 7 - Acoes Estratégicas de TIC 2025 e ANEXO
8 - Acoes de Contratacao de TIC 2025).

O detalhamento dos recursos necessarios para a execucao das agdes
estratégicas previstas para 2025 sera realizado no 12 semestre de
2026 e publicado no Site da Capes, na pagina do PDTIC 2025-2028.
Além disso, as revisoes serdo conduzidas regularmente, seguindo as
melhores praticas da metodologia OKR, como destaca Elias Daher
(2020, p. 09):

Objetivo - deve responder & pergunta: onde queremos chegar?
KR(resultados-chave) - sdo métricas de sucesso que avaliam o progresso em
diregdo ao objetivo. [...]

O propdsito da metodologia OKR é definir estratégias e objetivos para
determinado periodo a fim.

[.]

0 esforgo conjunto na identificagdo da estratégia e das métricas ajuda os
colaboradores a entenderem como eles estdo contribuindo para o cenério
geral e a se alinharem com outras equipes. Os resultados de um objetivo
devem ser binarios e concretos (alcangou ou nédo alcangou).

Iniciativas
Representam as tarefas que devem ser realizadas para atingir a meta.

Sabemos que os resultados-chave néao avaliam algo que fazemos, mas sim
aquilo que podemos apenas influenciar.

Iniciativas dependem 100% de nds e representam as tarefas capazes de
influenciar os Key Results. Iniciativas precisam ser redefinidas
periodicamente, de acordo com as suas capacidades de produzir
resultados. Esse é um grande diferencial dos OKRs, a possibilidade de
reformular a estratégia de acordo com a experiéncia do dia a dia [1]
(grifamos).

Portanto, os “objetivos” do OKR indicam a diregédo que se deseja seguir,
os “resultados-chave” representam as métricas que precisam ser
alcangadas para que o objetivo seja cumprido. As iniciativas, por sua
vez, correspondem ao trabalho concreto que se planeja realizar
para atingir esses resultados.

[1] Daher, Elias. OKR: O guia definitivo desde os fundamentos, a implementacéo até a
gestao da ferramenta, 2020.

62



PLANO DE METAS E AGOES

Veja, na figura a seguir, como as iniciativas desempenham um papel

crucial na consecugao dos OKRs:

Descreve para

= Define uma
Objetivo onde a 'il;.[C deve St eiat
Mostra como esta
Como a TIC sabe -
Resultado-Chave se esta chegando p:;_ogrgdlndo em
1a? Irécac ao seu
objetivo.

Descreve o que E o que influencia
vai ser feito para 0s principais
chegar l3. resultados.

As melhores praticas de execugdo de OKRs preconizam que as
iniciativas sejam elaboradas pelas equipes que as executarao, pois
essa abordagem garante maior envolvimento, comprometimento e
alinhamento com os objetivos organizacionais. Além disso, recomenda-
se que essas acOes sejam revisadas periodicamente,
preferencialmente em intervalos regulares, como durante os check-ins
dos OKRs. Esse processo de revisdo permite ajustar as agdes conforme
mudancas no contexto, assegurar o progresso em direcdo aos
resultados-chave e identificar rapidamente oportunidades de melhoria
ou corregao de curso.

As acOes estratégicas definidas pelas equipes serdo publicadas e,
posteriormente, revisadas e atualizadas conforme o fluxo de revisao
estabelecido para o PDTIC 25-2028. Além disso, serao identificados e
detalhados os recursos necessarios para a implementacao dessas
acoes, com divulgacoes e atualizagbes periddicas (pelo menos
semestrais). Abaixo, estd o esquema de alinhamento dessas ag¢des aos
OKRs:

Objetivo
Estratégico
1(PET)

Resultado 2
(PE)

Resultado 1
(PEI)

Objetive de
TIC 1

(PDTIC)

l RC1.1 \l RC 1.2 RC21

l Agio 1.1.1 \l Agio 1.2.1 l Agio 2.1.1 l Acio 2.1.2 \

A ampliagao da capacidade de TIC, por meio da contratagéo de novas
solucdes (hardware, software, servicos e pessoal), esta prevista no
ANEXO 8 - Acoes de Contratacao de TIC 2025.

Objetive de
TIC 2
(PDTIC)
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Acoes de Sustentacao As despesas previstas para a manutencao da TIC em 2025 totalizam RS
60.028.411,83.

Com o objetivo de viabilizar financeiramente agdes de sustentacéo

(necessarias para manter a TIC da CAPES em pleno funcionamento, Acoes Estratégicas

como agdes de sustentacao de infraestrutura de TIC e atendimento a

usudrios, acoes de sustentacao de sistemas e agdes de gestdo de Por sua vez, para atender as acbes estratégicas (novos projetos,

TIC), foram alocados, na Proposta de Lei Orgamentéria Anual (PLOA) de mudangas e inovagdes, alinhadas as metas de TIC definidas nos OKR),

2025, recursos que asseguram a continuidade dos servigos foram planejados recursos com o seguinte enfoque:

atualmente prestados.
As acoes foram planejadas com foco em:

« Garantir o pleno funcionamento da infraestrutura de TIC (sistemas,
hardware e software), especialmente para atender as necessidades
do ciclo quadrienal de 2025;

« Assegurar a execucdo dos contratos de TIC com seguranga de
dados e suporte & manutengédo de sistemas essenciais para a
concessao, acompanhamento e pagamento de bolsas de estudo e
auxilios geridos pela CAPES;

« Promover a atualizagdo tecnoldgica da infraestrutura, incluindo
modernizacgéo de softwares e sistemas de TIC;

« Prorrogar os contratos de infraestrutura e servicos de TIC,
garantindo continuidade e eficiéncia operacional; e

« Realizar novas licitagdes para substituicdo de contratos de TIC que
ndo permitem prorrogagoes, assegurando a adequagdo as
necessidades institucionais.

Equalizacéo dos recursos orgamentarios com os custos atuais de
TIC, garantindo sustentabilidade financeira e suporte as metas
estabelecidas;

Sistematizacdo e automatizacdo do ambiente de TIC, promovendo
eficiéncia na implementagéo de novos programas e na atualizacéo
dos existentes, conforme necessaério para expandir ou adaptar a
infraestrutura tecnoldgica;

Implementacédo de solugdes digitais avangadas, assegurando a
protegao de dados dos cidadaos e mitigando riscos de compliance
para a CAPES;

Implantagéo de ferramentas de governanca e gestdo de dados,
otimizando a gestdo estratégica das informacgdes em linha com os
objetivos institucionais;

Atendimento as demandas por solugcdoes de TIC, alinhadas as
necessidades das unidades organizacionais da CAPES e ao
cumprimento das metas do PDTIC;
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« Aceleracgédo da transformacao digital da CAPES, por meio da adocéo
de tecnologias inovadoras, como mineracdo de dados, inteligéncia
artificial, hiperconvergéncia, computagdo em nuvem, Business
Intelligence (Bl) e outras que impulsionem a criagéo de valor e a
eficiéncia operacional; e

« Implementagdo do Programa de Privacidade e Seguranga da
Informacéo (PPSI), seguindo as diretrizes da Secretaria de Governo
Digital do Ministério da Gestao e da Inovacao em Servigos Publicos
(SGD/MGI).

Esses avancos consideram a ampliagao da capacidade da TIC, estimada
em RS 37.265.466,68.

Orcamento total de TIC necessario para 2025

De acordo com os valores citados, o orgamento de TIC para o ano de
2025 foi estruturado considerando os seguintes componentes:

- R$ 60.028.411,83, destinados a continuidade e manutencao dos
servigos, sistemas e infraestrutura tecnoldgica ja alocados;

« R$ 37.265.466,68, voltados a ampliagdo necessaria para atender
as novas metas e iniciativas de TIC planejadas para 2025; e

. O valor totaliza RS 97.293.878,51, previstos na Proposta de Lei
Orcamentaria Anual (PLOA) de 2025.

A definicdo das agdes estratégicas pelas equipes de TIC, alinhada as
metas estabelecidas, permitird a orcamentacdo detalhada de cada
iniciativa.




PLANO DE GESTAO DE RISCOS

O Plano de Gestéo de Riscos identifica e trata os riscos que podem afetar a execugéo das metas e agbes planejadas neste PDTIC, levando em
consideracao critérios como o nivel de impacto e a probabilidade da ocorréncia. O detalhamento da gestéo e avaliagédo dos riscos do PDTIC constam nos

ANEXO 8 - Matriz de Gestao de Risco.

Os riscos de execugdo das agOes serdo monitorados ao longo do ciclo de vida do PDTIC, conforme detalhamentos especificados no ANEXO 9 -

Gerenciamento de Riscos das Acdes.

O Ndcleo de Governanca e Gestéo de TIC da Diretoria de Tl sera responsével por apoiar a equipe de acompanhamento do PDTIC no monitoramento de

cadarisco, conforme fluxo abaixo:

Avaliara
probabilidad
Identificar e dos riscos
0S riscos acontecerem
e o impacto
de cadaum

Definir o
nivel de
cadarisco
(importanci
a de
resolucdo)

Determinar
as
respostas
a0s riscos

Estabelecer
as medidas
preventivas e
as
contingéncias
e indicar os
responsaveis

Acompanhar
as
estratégiase

rever os
planos com
frequéncia
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PROCESSO DE MONITORAMENTO E REVISAO DO PDTIC

CADENCIA

A cadéncia nos OKRs (Objectives and Key Results) é um elemento
essencial para garantir que a metodologia alcance seu pleno potencial.
Mais do que apenas uma questéo de tempo, a cadéncia representa a
frequéncia com que os objetivos sdo revisados, monitorados e
atualizados, assegurando que a organizagédo ou individuo permaneca
alinhado aos resultados esperados e adapte-se as mudancas do
ambiente.

. Garantir o Alinhamento Continuo: A cadéncia permite que os
times e individuos revisem regularmente suas agoes e até mesmo
proponham ajustes nos OKRs, garantindo que estejam sempre
alinhados com as metas estratégicas maiores. Sem revisoes
frequentes, corre-se o risco de que os esforgos se dispersem,
prejudicando o impacto final;

- Fomentar a Adaptabilidade: No mundo dindmico dos negdcios de
TIC, € comum que prioridades mudem rapidamente. Uma cadéncia
bem definida - seja trimestral, mensal ou até semanal, dependendo
do contexto - ajuda a identificar desvios e reorientar esforgos de
maneira agil, mantendo o foco nas iniciativas mais relevantes;

- Monitoramento de Progresso: Ao estabelecer pontos regulares de
revisdo, a cadéncia cria oportunidades para avaliar o progresso e
identificar gargalos antes que se tornem grandes problemas. Isso
incentiva a resolucéo proativa de desafios e reforga o compromisso
com o alcance das metas; e

« Facilitar o Aprendizado Continuo: Ao final de cada ciclo, a
cadéncia oferece a oportunidade de refletir sobre o que funcionou e
0 que pode ser melhorado. Esses aprendizados podem ser aplicados
imediatamente nos proximos ciclos, criando um sistema de
melhoria continua.

A cadéncia é o pulso que mantém os OKRs vivos e relevantes. Sem ela,
objetivos podem se tornar meras intencoes em vez de motores de
mudanca real. Estabelecer e seguir uma cadéncia apropriada € um
investimento crucial para garantir que os esforgos sejam consistentes,
focados e capazes de gerar resultados transformadores.

A seguir, pode ser verificado o esquema de monitoramento proposto
para os OKRs de TIC, que podera ser ajustado, se necessario.
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PROCESSO DE MONITORAMENTO E REVISAO DO PDTIC

Check-in Mensal

« Verifica
andamento de
acoes

« Verifica KPI

« Verifica
andamento de RCs

+ Registra 3P

« Governanca
« Ponto Focal CGSII
« Ponto Focal CGSID

As agoes do PDTIC
sdo
acompanhadas e
sua evolucdo % é
inserida no
Project

Reporte Bimestral e
Revises Sustentagdo

» Reporte KPI
+ Reporte RCs

« Revisées das ac¢oes
internas

« Validar proposta
de revisao das
acoes estratégicas

 Diretor DTI

« Coordenadores-
Gerais

« Coordenadores

» Governanga

« Ponto Focal CGSII
o Ponto Focal CGSID

A medi¢ao do KPI
ue monitora o
PDTIC é realizada via
Powerbi, integrado
com o Project

Reporte Bimestral e
Revisdes Estratégicas

+ Reporte KPI
« Reporte RCs

« Revisoes das agoes

estratégicas

« EAPDTIC

« Diretor DTI

« Coordenadores-Gerais
« Coordenadores

« Governanga

« Ponto Focal CGSII

« Ponto Focal CGSID

Os check-ins e a
verificacdo de
cumprimento dos
resultados-chaves de
TIC serao realizadas
no Métricas, com o
registro dos 3P
(Progress, Plans,
Problems)

MONITORAMENTO

Acoes do PDTIC serdo gerenciadas e
acompanhadas no Microsoft Project, com
cronogramas vinculados aos objetivos
estratégicos;

O KPI de Monitoramento do PDTIC é medido
pelo Power B, integrado ao banco de dados
do Project;

Os Resultados-chave dos OKRs terdo
check-ins mensais no Métricas, com
registro e acompanhamento sistematico;

A metodologia PPP (Progress, Plans,
Problems) esté sendo aplicada no Métricas
para qualificar os relatos de execucao; e

O Painel Power Bl apresenta indicadores e
status dos OKRs de forma visual e
acessivel.
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PROCESSO DE MONITORAMENTO E REVISAO DO PDTIC

REVISAO ORDINARIA DO PDTIC (ANUAL)

A Portaria n? 778, de 2022, do Ministério da Gestao e da
Inovacdo em Servicos Publicos, estabelece diretrizes para a
implantagcdo de governanga em tecnologia da informacéo e
comunicacéo (TIC) na Administragdo Publica Federal. Entre os
dispositivos do normativo, destaca-se a exigéncia de revisao
anual do Plano Diretor de Tecnologia da Informacdo e
Comunicacao (PDTIC), conforme disposto no artigo 62. Essa
pratica é fundamental para garantir a aderéncia as boas praticas
de governanga e o alinhamento continuo aos objetivos
estratégicos das institui¢cdes publicas.

Nesse sentido, o PDTIC 20256-2028 seré revisado anualmente,
em conformidade com a dindmica de Objetivos e Resultados-
Chave (OKRs) estratégicos e anuais. Esses ajustes garantirdo
maior flexibilidade e alinhamento para atender de forma mais
eficaz aos objetivos estratégicos institucionais da CAPES.

REVISAO EXTRAORDINARIA DO PDTIC

Os OKRs e as agbes estratégicas serdo acompanhados pela
equipe de acompanhamento do PDTIC.

Os OKRs poderao ser alterados, por deliberacao do Comité de
Governanca Digital da CAPES, registrada em ata, no processo
administrativo de elaboragao de PDTIC.
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PROCESSO DE MONITORAMENTO E REVISAO DO PDTIC

RESPONSAVEIS POR AUTORIZAR AS REVISOES DO PDTIC

Descreve para
onde a TIC deve
ir

Objetivo

Como a TIC sabe
se esta chegando
la?

Resultado-Chave

Descreve o que
vai ser feito para
chegar la.

Define uma
direcao clara

Mostra como esta
progredindo em
direcao ao seu
objetivo.

E o que influencia
0s principais
resultados.

OBJETIVOS DETIC E
RESULTADOS-CHAVE
(METAS) SOMENTE SERAQ
ALTERADOS PELO CGD
(ATA DE REUNIAOQ)

ACOES DE TIC PODERAO
SER ALTERADAS POR
ACORDO (ATA DE
REUNIAQ) COM A EQUIPE
DE ACOMPANHAMENTO
DO PDTIC E A DTI

—

ACOES DE SUSTENTACAO PODERAO SER ALTERADAS PELA
DTI (ATA DE REUNIAO) E PUBLICADAS NO PORTAL DA

CAPES.
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PROCESSO DE MONITORAMENTO E REVISAO DO PDTIC

As acoes estratégicas poderao ser ajustadas por deliberacao da
equipe de acompanhamento do PDTIC, em reunioes especificas,
devidamente registradas em ata. Esses ajustes visam assegurar que
as agoes continuem contribuindo para o alcance dos resultados-chave
e dos objetivos estabelecidos. Todas as alteragdes serao registradas
no processo administrativo de elaboragao do PDTIC e informadas ao
Comité de Governanca Digital da CAPES na reunido subsequente.

As acoes de contratacao poderdo ser alteradas pelo demandante
(requisitante), desde que a DTl seja informada, caso ndo exerca esse
papel diretamente. As alteracoes devem ser registradas no Plano de
Contratagdes Anual (PCA) da CAPES.

As acdes de sustentacdo poderdo ser modificadas por decisao da
Autoridade Maxima da Area de TIC (DTI), com o devido registro no
processo administrativo de elaboracdo do PDTIC. Essas alteracoes
também serdo informadas ao Comité de Governanga Digital da CAPES
na reunido subsequente.

Todas as alteragdes relacionadas as agdes de TIC e seus respectivos
custos serdo atualizadas no Portal da CAPES, na pagina dedicada a
publicagédo do PDTIC 25-28.

Ao lado, apresenta-se o esquema de alteragéo dos OKRs e respectivas
acoes.

Implantagao (2025)

CGD comanda e

—  controla OKR -

aprova OKR

CGD acompanha a

—  evolugdo dos RC

(reporte trimestral)

L

Pos-Implantacido
(2026 em diante)

CGD comandae
controla OKR -
aprova OKR

CGD acompanha a
evolugdo dos RC
(reporte trimestral)

S

~

CGD acompanhaa

evolugao dos OKR

(Indicador anual no
PEI)

A

~

¥

'

de Acompanhamento do

— PDTIC ajustam

iniciativas (agdes e
projetos) bimestralmente
L

~

Equipes de TIC e Equipe

.

A

~

CGD acompanhaa

evolugdo dos OKR

(Indicador anual no
PEI)

,

~,

A

-

de Acompanhamento do
PDTIC ajustam
iniciativas (agdes e

"y

projetos) bimestralmente
.

.\

Equipes de TIC e Equipe

"y
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CONCLUSAD

O plangjamento estratégico de Tecnologia da Informacdo e
Comunicagéo (TIC) da CAPES para o periodo de 2025 a 2028 representa
um marco significativo na gestdo integrada e participativa da
organizagéo. Ao envolver todas as unidades organizacionais, 0 processo
foi pautado pela colaboragéo, promovendo um alinhamento amplo entre
as necessidades institucionais, 0s objetivos estratégicos e as
diretrizes do Sistema de Administragédo dos Recursos de Tecnologia da
Informacéo (SISP).

O Plano Diretor de Tecnologia da Informagao e Comunicagéo (PDTIC) foi
desenvolvido de forma a estar plenamente alinhado ao Plano
Estratégico Institucional (PEl) e a Estratégia de Governanca Digital
(EGD), reforcando sua coeréncia com as metas e prioridades
estratégicas da CAPES e do Governo Federal. Essa sinergia assegura
que a TIC seja um vetor essencial para a transformacgéo digital e a
melhoria continua dos servicos oferecidos pela organizagao.

Adicionalmente, o planejamento utilizou a metodologia Objectives and
Key Results (OKR), que proporcionou clareza na definicdo dos objetivos
e metas, mensurabilidade nos resultados esperados e foco nos
resultados prioritarios para o periodo. Essa abordagem metodoldgica
também contribuiu para fortalecer a governanga e a transparéncia ao
longo do processo de construgéo e implementagao das metas.

A construcdo conjunta desse planejamento resultou em metas de TIC
alinhadas aos desafios e oportunidades do cenario educacional e
cientifico brasileiro. Essas metas refletem nao apenas o compromisso
da CAPES com a inovagao e a eficiéncia, mas também a sua missao de
fortalecer o apoio a educacao superior e a pesquisa no Brasil.

A TIC, nesse contexto, desempenha um papel essencial no suporte aos
processos de negdcio da CAPES, sendo um pilar estratégico para
viabilizar solugcdes que agreguem valor e otimizem a execugédo da
missao institucional

Por meio de um processo participativo, foi possivel identificar
demandas especificas, alinhar prioridades estratégicas e construir uma
visdo compartilhada para o futuro digital da CAPES. Essa abordagem
garantiu a formulagcdo de um planejamento robusto, com objetivos
claros e direcionados para a transformacéo digital, a melhoria dos
servigos prestados e a otimizacdo dos recursos tecnoldgicos.

Com metas estabelecidas para o periodo de 2025 a 2028, a CAPES
reforca sua posicdo como uma organizagdo que valoriza a
transparéncia, a governanga e a inovacao, consolidando a TIC como um
elemento estratégico para o cumprimento de sua misséo institucional.
Contudo, o sucesso do PDTIC dependera diretamente de sua execucao
eficiente e do acompanhamento continuo dos resultados, garantindo
que as metas estabelecidas sejam alcancadas e ajustadas conforme
necessario. Paraisso, é fundamental sensibilizar todas as areas sobre a
importancia de monitorar o progresso e assegurar a aderéncia ao
planejamento.

Essa experiéncia participativa destaca a maturidade da CAPES no uso
de ferramentas de planejamento estratégico e reflete seu
compromisso com a exceléncia na gestao publica. Com esse plano, a
CAPES esté preparada para enfrentar os desafios tecnoldgicos do
futuro, ao mesmo tempo em que reafirma seu papel de protagonista no
avanco da educacéo e da ciéncia no Brasil.
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ANEX01 - ESQUEMA DE IMPLANTAGAO DE OKRS

ARQUITETURA ALINHAMENTO
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ANEX01 - ESQUEMA DE ADOGAO DO OKR

CADENCIA ESCALA

Reporte Bimestral e Reporte Bimestral e
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ANEXO01 - ESQUEMA DE ADOGAO DO OKR

—

MONITORAMENTO E REVISAO
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ANEXO0 2 - FICHAS DE OBJETIVOS E RESULTADOS-CHAVE (OKR)

As fichas com as informagoes completas dos OKRs
encontra-se em anexo externo a este documento.

ANEX0 3 - LEVANTAMENTO DE NECESSIDADES

O levantamento de necessidades de TIC, com os
respectivos alinhamentos estratégicos encontra-se em
anexo externo a este documento.
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ANEX0 4 - CRITERIOS DE PRIORIZAGAO DE OKRS (MATRIZ BASICO)

A matriz contendo os critérios de priorizagao para a
construcao dos OKRs em cada ano, pelo metodo "BASICO”,
encontra-se em anexo externo a este documento.

ANEX0 5 - CRITERIO DE PRIORIZAGAO DE AGOES ESTRATEGICAS

A matriz contendo os critérios de priorizagao para as agoes
estratégicas em cada OKR anual, encontra-se em anexo
externo a este documento.
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ANEXO 6 - AGOES DE SUSTENTAGAO DE TIC 2025

Alista de Agoes de Sustentagao de TIC 2025 cadastradas,
encontra-se em anexo externo a este documento.

ANEXO 7 - ACOES ESTRATEGICAS DE TIC 2025

A lista de Acoes Estrategicas de TIC 2025 cadastradas,
encontra-se em anexo externo a este documento.
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ANEXO 8 - AGOES DE CONTRATAGAO DE TIC 2025

A lista de Agoes de Contratacgao de TIC 2025 cadastradas,
encontra-se em anexo externo a este documento.

ANEX0 9 - MATRIZ DE GESTAO DE RISCO

A Matriz de Gestao de Risco do PDTIC encontra-se em
anexo externo a este documento.
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ANEXO 10 - GERENCIAMENTO DE RISCOS DAS AGOES

As orientacoes sobre Gerenciamento de Riscos das Agoes
encontra-se em anexo externo a este documento.
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